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Attachments:
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1. Overall Description:
SA1 thanks SA2 for its LS on clarification on Restricted Operator Services. SA1 is pleased to provide the following clarifications.
· Whether it can be assumed that an UE (authenticated or unauthenticated) is always aware that its request is for a Restricted Local Operator Service, hence the UE shall indicate it to the network.

SA1 Response:

SA1 agrees that it cannot be assumed that a UE is always aware that its request is for a Restricted Local Operator Service (RLOS). A UE that is accessing an RLOS may know that it is an RLOS attempt, and may be provisioned to send an RLOS indication to the serving network. Alternatively, as in the case of a manual roaming service, the UE may not have that awareness and may not be provisioned to provide an RLOS indication to the serving network. SA1 has agreed the attached CR which includes a requirement that a UE includes the RLOS indicator when it knows it is accessing RLOS.
· Whether it can be assumed that authentication is always skipped for UEs attaching for RLOS services (even for a roaming UE in a forbidden VPLMN that have roaming agreements with its HPLMN). If authentication is not skipped and has been performed, which authentication has to be performed (access authentication or IMS authentication or both); either case will require connection with the home network.

SA1 Response:

RLOS is intended for access by unauthenticated UEs. In the case where a UE is accessing a known RLOS and provides an indicator, authentication is skipped. In the case where a UE is not aware it is accessing an RLOS and no indicator is sent, authentication may be attempted and fail. In RLOS, authentication refers to access authentication. SA1 would like to clarify that an authenticated device may access the same services that are provided as RLOS, but in this case it is not within the scope of RLOS.
· Whether there can be non-IMS PS Restricted Local Operator Services or if SA2 can assume IMS services only.

SA1 Response:


The IMS PARLOS requirements in TS 22.228 point to the general PARLOS requirements in TS 22.101, so SA2 should support both IMS and non-IMS based RLOS. For security reasons, SA1 assumes such an IMS service would be securely isolated from any other IMS infrastructure.
· Whether an unauthenticated UE can be a UICC-less UE and whether an UE can use its IMEI when attaching for Restricted Local Operator Services. 

SA1 Response:

Since a UE accessing an RLOS is not authenticated, it may be UICC-less or any other variation of an unauthenticated UE. SA1 has agreed to the attached CR which clarifies that a UE accessing an RLOS may be UICC-less.
2. Actions:

To SA2 groups.

ACTION: 
SA1 asks SA2 to take note of SA1's clarifications.
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