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Abstract: This contribution provides updates of subclauses 4.3.1.4.2 and 4.3.2.1.2.2 in TR 22.804.
Discussion

We adjust the text in subclause 4.3.1.4.2 ("Periodicity") addressing alarms. In particular, we delete the reference to communication device acknowledgment toward the application and focus on application level acknowledgment. Communication device acknowledgment toward the application can be realised through monitoring functions. By so doing one separates the two types of confirmation into user plane (application) and management plane (monitoring). This approach allows for a better alignment with the 3GPP architecture.
In subclause 4.3.2.1.2.2 ("Message transformation"), we introduce two illustrations for message, packet and bit stream transmission.  
Proposal

------------------------- START OF PROPOSED CHANGES ----------------------------

------------------------- Start of change 1 ----------------------------

4.3.1.4.2
Periodicity

In terms of periodicity, it is possible to send messages periodically or aperiodically. 

Periodically means that a transmission interval is repeated. For example, a transmission occurs every 15 ms. Reasons for a periodical transmission can be the periodic update of a position or the repeated monitoring of a characteristic parameter. Note that a transmission of a temperature every 15 minutes is a periodical transmission, too. However, most periodic intervals in communication for automation are rather short. The transmission is started once and continuous unless a stop command is provided.

An aperiodical transmission is, for example, a transmission which is triggered instantaneously by an event, i.e. events are the trigger of the transmission. Events are defined by the control system or by the user. Example events are:

· Process events: events that come from the process when thresholds are exceeded or fallen below, e.g., temperature, pressure, level, etc.

· Diagnostic events: Events that indicate malfunctions of an automation device or module, e.g. power supply defective; short circuit; over temperature; etc.

· Maintenance events: Events based on information that indicates necessary maintenance work to prevent the failure of an automation device.

Most events, and especially alarms, are confirmed. In this context, alarms are messages that inform a controller or operator that an event has occurred, e.g. an equipment malfunction, process deviation, or other abnormal condition requiring a response. The receipt of the alarm is acknowledged by the application that received the alarm. The receipt of the event should usually be confirmed in a short time. If no acknowledgment is received from the target application after a pre-set time, the so-called monitoring time, has elapsed, the alarm is sent again after a preset time. 

------------------------- End of change 1 ----------------------------
------------------------- Start of change 2 ----------------------------

4.3.2.1.2.2
Message transformation

From an implementation point of view, it is hardly possible to identify communication layers and interfaces in devices in a unified manner, e.g. with reference to the Open System Interconnection (OSI) model [15]. However, the implementation of communication functions is mostly split between a higher communication layer (HCL) and a lower communication layer (LCL), which may contain different parts of the OSI reference model from implementation to implementation. Our further discussion is therefore based on a generic implementation view with HCL and LCL.

The messages to be transmitted for the intended function of a logical link are defined by strings of characters with a certain semantic. Such a character string is handed over as user data at the reference interface for transmission. If the number of characters in a message is too great for it to be transmitted as a unit, the message can be divided for transmission into several packets (fragmentation). Figure 4.3.2.1.2.2-2  uses a repeated sending as the hedging method for packet loss (example of an unconfirmed service). The packets are then passed from a higher communication layer (HCL) to a lower communication layer (LCL) [Figure 4.3.2.1.2.2-1]. There, a bit steam is created and handed over to the physical layer (PL). A signal stream corresponding to the bit stream is transmitted from the physical layer of the source device to the target device. In the target device, the signal stream received is converted by physical layer into a bit stream, which is passed to the lower communication layer. There, packets are formed, handed over by the lower communication layer to the higher communication layer and grouped together into a message. Suitable mechanisms (acknowledgement, parallel transmission through different communication channels/media, multiple transmissions of identical packets, etc.) can increase the probability of the message reaching the application correctly when a packet is lost. The loss of a packet is therefore not to be equated in all cases with the loss of a message. 
Figure 4.3.2.1.2.2-1 shows the transmission of a message with three packets, including acknowledgement. If no acknowledgement is received within the required period (packet 2), the packet is transmitted again. This is the main difference, for example in Figure 4.3.2.1.2.2-2, where the packets are repeated from the beginning to protect a loss or error directly. A confirmation will not be sent here.
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Figure 4.3.2.1.2.2-1: Illustration of message, packet and bit stream transmission for the example of repeated packet transmission. HCL: higher communication layer; LCL: lower communication layer; PL: physical layer.
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Figure 4.3.2.1.2.2-2: Illustration of message, packet and bit stream for the example of unacknowledged repeated transmission. HCL: higher communication layer; LCL: lower communication layer; PL: physical layer.

------------------------- End of change 2 ----------------------------
------------------------- END OF PROPOSED CHANGES ----------------------------
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