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Abstract: introduces clarifications, justification, and potential requirements for Private Network identification.
---------- Use Case template ----------
5.3.15.5
Challenges to the 5G system
5.3.15.5.1
Identification of private networks and method of connection

As the use cases for local private networks are required to be scalable for massive numbers of deployments, including by non-traditional MNO actors, identification of the local private network cannot be performed as per traditional mechanisms requiring a uniquely allocated PLMN ID. Attempting to require this would result in all Industrial Automation companies being required to register as Public Land Mobile Networks and obtaining dedicated PLMN IDs (a limited number space which would be quickly exhausted in those countries with high uptake of local private networks).

An alternative mechanism is to have a second-tier unique identity under a PLMN ID which would separate local private network deployments. The specific private network can be identified by a “private network identifier”. With this mechanism, a cell which comprises part of a local private network would advertise a PLMN ID and an additional optional field of “private network identifier”. A UE which has a subscription to a specific local private network will be looking initially for cells advertising the specific PLMN ID and “private network identifier” combination advertised by the cell.
In order to support legacy devices (i.e. Release 15 UEs with 5G capability), it is necessary that a legacy UE which cannot, by definition, have credentials for the private network does not attempt to camp on the cell. This is important as, for example, emergency voice service may not be available.
In this scenario, when the 5G or IoT Device attached to the pallet detects the presence of the local private network, there are some options on how the 5G UE or IoT Device connects to the local private network.

· Dual registration: where the 5G UE or IoT Device remains registered on and connected to the PLMN and with a second radio establishes a second registration and connection to the local private network and routes traffic between the connections depending on the destination.

· Mobility: where the local private network is a higher priority PLMN than the PLMN to which the 5G UE or IoT Device is currently registered. This may be via a User Controlled PLMN Selector list or Operator Controlled PLMN Selector list

· Manual PLMN selection: where the 5G UE or IoT Device performs a manual PLMN selection procedure (although this process may be initiate by an automatic procedure outside of 3GPP scope). As a consequence, the network should have a human readable name to enable manual selection of the private network.
· 
5.3.15.6
Potential requirements

[P.R-5.3.15.6-001]
Cells constituting part of a private network shall uniquely identify the private network supported.
[P.R-5.3.15.6-002]
The identification of a private network shall not require the private network to obtain a globally unique PLMN ID specific to that private network.
[P.R-5.3.15.6-003]
The UE shall be able to have a subscription specific to a particular private network. 
[P.R-5.3.15.6-004]
A UE shall be able to detect the identity of the private network offered by a cell before attempting to attach to the cell. 
