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Abstract: This document discusses the support of Multimedia Priority Service (MPS) using the Unified Access Control (UAC) feature specified in clause 6.22 of TS 22.261.  It provides the rationale for the proposed changes in the set of associated CRs to clause 6.22 of TS 22.261. 
1 Introduction
This document discusses the support of Multimedia Priority Service (MPS) using the Unified Access Control (UAC) feature specified in clause 6.22 of TS 22.261.  The UAC feature specified in clause 6.22 of TS 22.261 is discussed in the context of how MPS may be supported.  The discussion is organized based on the following topics:
1. Access Category for MPS,

2. Clarification of Access Category #1 and Access Category #2,
3. IMS and Communication Session Control Signalling, and

4. SIP Messaging.

2
Access Category for MPS
TS 22.011 clause 4.4a specifies that MPS shall be assigned its own unique access class value (i.e., one of the special access classes values 11 to 15). The assigned access class value for MPS is based on regional/national regulatory requirements and operator policy (i.e., in the USA, value 14 is used for MPS).  TS 22.261 clause 6.22 introduces the Unified Access Control (UAC) feature and defines Access Category 1 for UEs configured with one or more of the legacy special Access Class values.  Since MPS is supported in 4G using one of the special access classes (i.e., Access Class value 14 in the USA), it may be supported using Access Category #1 in 5G.  However, Access Category #1 alone as currently specified would not be enough to meet MPS needs in 5G for the following reasons:

1. Lack of distinction among services using legacy special access classes
Application services using the legacy special access classes (AC 11-15) are grouped into a single Access Category #1.  In 4G, a broad range of priority services are supported using these special access classes including MPS (used for national security and emergency preparedness), Mission Critical Services (e.g., public safety), operator’s critical administration services.  MPS may need to make use of Access Category #1 for transition to 5G.  However, being grouped with all the other services means that there would be limitations in the ability to distinguish and individually control access of these services in 5G.  This is expected to be problematic, especially if new emerging priority application services would have to fit in Access Category #1.
2. Evolution from legacy Access Classes

Access Class is a legacy capability.  It is assumed that the legacy capabilities associated with Access Classes may eventually need to sunset.  If MPS support in 5G is restricted to Access Category #1, it means that MPS will forever be restricted to be supported using procedures associated with legacy Access Class assignment in the UE. It is important for MPS to be able to avoid unnecessary legacy features as appropriate and evolve to a state where it can be supported using new 5G access control features in an efficient way.  It is preferable that MPS also have the option to evolve independently rather than always being confined to Access Category 1.
3. Home Country Restriction
AC values 11 and 15 are restricted to HPLMN.  AC values 12, 13 and 14 are restricted to the Home PLMN and visited PLMNs of their home country only.  It was adequate to standardize MPS as a national specific service for 4G.  However, it may be necessary to be more flexible and not carrying forward this restriction in 5G to allow MPS to be supported internationally (i.e., across different countries) with appropriate operators arrangements and security solution in place. 
It is concluded that support of MPS using Access Category #1 provides transition and backward compatibility benefits for MPS support in 5G.  However, if MPS support is restricted to Access Category #1, it means that MPS evolution in 5G will have limitations as discussed above.  Therefore, it is proposed that MPS be assigned a unique Access Category to allow evolution flexibility in 5G.

3
Clarification of Access Category #1 and Access Category #2
3.1
Access Category #1

Access Category #1 does not explicitly describes how service such as MPS may be associated with the underlying communication services (e.g., MMTEL voice and MMTEL video) covered in other Access Categories.  As described in TS 22.153, MPS is based on providing priority to an underlying communication service with such as MMTEL voice, MMTEL video, data and messaging for authorized users.  This is not unique to MPS.  Emergency is based on a similar concept.  The downstream groups will have to map the Access Categories specified in TS 22.261 to access types in specifying the stage 2 and 3 procedures for UAC.  Specifically, TS 22.261 clause 6.22 makes no mention of whether any of the following procedures specified in TS 22.011 are also applicable for the UAC feature when configured with AC 11-15:

· Access Class Barring (ACB): TS 22.011 clause 4.31 indicates that the same principle as in UMTS is applied for Access Classes 11-15.

· Service Specific Access Control (SSAC): TS 22.011 clause 4.3.2 describes the assignment and use of a flag barring status (barred /unbarred) for each Access Class in the range 11-15.

· Extended Access Barring: TS 22.011 clause 4.3.4 indicates that if a UE that is configured for EAB initiates an emergency call or is a member of an Access Class in the range 11-15 and according to clause 4.3.1 that Access Class is permitted by the network, then the UE shall ignore any EAB information that is broadcast by the network.

Access Category #1 should be clarified to indicate that it is used to provide overrides to the other Access Categories (e.g., when barring information is received for MMTEL voice or MMTEL video and the UE is a member of Access Class 11-15).
3.2
Clarification of Access Category #2

Access Category #2 in Table 6.22.2-1 of TS 22.261 is specified for UEs configured for delay tolerant services.  However, clause 6.22 of TS 22.261 is not explicit in describing how UE configured for both delay tolerant service and is also configured as a member of AC 11-15 are handled.  As specified in TS 22.011 clause 4.3.4, a UE configured for EAB could also be a member of Access Class 11-15.  In which case, if a UE that is configured for delay tolerant service initiates an MPS session and it is a member of an Access Class in the range 11-15, the MPS session should be allowed.  Therefore, it is proposed that a requirement be included in clause 6.22 that a UE could be configured with both Access Category #1 and Access Category #2.  Also If a UE that is configured for access category 1 initiates an emergency call or is a member of an Access Class in the range 11-15 and if that Access Class is permitted by the network, then the UE shall ignore any barring information that is broadcast by the network.
4
IMS and Communication Session Control Signalling
Table 6.22.2-1 of TS 22.261 specifies Access Category #6 for “MO data that do not belong to any other access categories.”  However, it is not clear whether this category includes the signalling (e.g., IMS/SIP signalling) used to support communications services such as MMTEL voice and MMTEL video.  It is necessary to be able to distinguish the signalling used to support the underlying communication services from general data services as an access type and allow separate access control in 5G.  The following options can be considered:

1. Explicitly include IMS and Session Control Signalling in Access Category #6, or

2. Define an Access Category for IMS and Communication Session Control Signalling.

It is proposed that a separate Access Category be specified for IMS and Communication session control signalling to allow downstream groups (e.g., CT1 and RAN2) to define solution allowing distinction access control of IMS and Communication Session Control Signalling from general data services.  
5
SIP Messaging
Table 6.22.2-1 in TS 22.261 specifies Access Category #7 for SMS.  However, SIP Messaging is not explicitly covered.  Solutions for MPS Texting may be based on use of the SIP Messaging capabilities specified in IETF and 3GPP specifications:
· Instant Messaging (i.e., Page Mode, as per [RFC 3428]). The Stage 2 specification is found in Section 5.16.1 of [TS 23.228]; and Stage 3 specification is found in Section 10.6 of [TS 24.228].

· Session-based Messaging using the Message Session Relay Protocol (MSRP) (i.e., Session Mode, as per [RFC 4975]).  The Stage 2 specification is found in Section 5.16.2 of [TS 23.228]; and Stage 3 specification is found in [TS 24.247], with call flows in Section A.4 of [TS 24.247].

· Session-based messaging conferences in which MSRP conveys messages from the end-user to a chat server (i.e., an MRFP under control of an MRFC/AS). The Stage 2 specification is found in Section 5.16.2 of [TS 23.228]; and Stage 3 specification is found in [TS 24.247], with call flows in Section A.5 of [TS 24.247].

The following options to address SIP Messaging can be considered:

1. Explicitly include SIP Messaging in Access Category #6 (MO data that do not belong to any other access categories), 
2. Explicitly include SIP Messaging in Access Category #7 (SMS), or
3. Define a new Access Category for SIP Messaging

It is proposed that a separate Access Category be specified for SIP Messaging to allow downstream groups (e.g., CT1 and RAN2) to define solution allowing distinction of the access control of SIP Messaging from SMS and general data services.
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