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1. Overall Description:

SA1 thanks CT1 for their LS on requirements on unified access control for 5GS.

CT1 Question 1: In EPS, according to TS 22.011, a UE configured for EAB initiating an emergency call shall ignore any EAB information that is broadcast by the network. Is CT1's understanding correct that according to TS 22.261 the priority between access category 2 (delay tolerant service) and access category 3 (emergency) has been reverted, i.e. a UE configured for delay tolerant service initiating an emergency call shall use access category 2 (instead of 3)?
SA1 Response:
Such UE may be configured to use delay tolerant service similar to EAB in the legacy access control. However, an emergency access attempt is always of emergency, and therefore for this access attempt the UE is following the information broadcast for access category 3. See the attached CR.

CT1 Question 2: What is the relationship between the terms “configured for EAB” and “configured for delay tolerant service”? Are they equivalent terms or are they referring to exactly the same configuration”?
SA1 Response:

For legacy specifications, EAB can be configured to be used by the UE. EAB is not an access control mechanism in 5GS since we have a unified single mechanism (Unified Access Control). In the same way as a legacy UE can be configured for EAB, a 5G UE can be configured for delay tolerant service. For a UE supporting both legacy access and 5GS access, it is expected that a UE being configured for delay tolerant service will use access category 2 of UAC when the UE is registered (or is intending to register with) 5GC. A UE registered (or intending to register) with EPC uses EAB. Therefore, the UE configuration is the same except for the overriding capability that is not required in 5GS. 

CT1 Question 3: Are stage-1 requirements specified in TS 22.011 subclause 4.3.4 "Extended Access Barring" and in TS 22.011 subclause 4.3.1 "Access Class Barring" applicable in 5GS?
SA1 Response:

SA1 would like to clarify that SA1 is specifying stage 1 service requirements for UAC only in TS 22.261. UAC is a single mechanism used in 5GS. EAB and ACB is only used for legacy accesses while UAC is used for 5GS access. SA1 intends to specify UAC at stage 1 service requirements level. 
CT1 Question 4: Is there any requirement to perform the access control for “operator-defined access categories” for roaming UEs?
SA1 Response:
The operator defined access categories are configured in the UE by the Serving PLMN and it will be the Serving PLMN operator´s decision what access categories are supported and used. This is also the case for inbound roaming UEs. 
CT1 Question 5: What are the criteria for determination that an access attempt is to be categorized to an operator-defined access category?
SA1 Response:
In this release of specification, one use-case is “disaster emergency application” that can be determined by DNN and IP Packet Filter (IP Destination Address, Port Number and Protocol). This also depends on stage 3 work. In a future release, network slicing can be considered either as other criteria of operator classification or as criteria of newly defined standardized access categories, if needed. See the attached CR.
CT1 Question 6: When there are several access categories (e.g. an operator-specific category and a standardized access category) to which an access attempt can be categorized, are all these access categories considered applicable to the access attempt, or shall the UE select only one of them, and if so, based on which selection criteria?
SA1 response:

When there are an access category based on operator classification and a standardized access category to both of which an access attempt can be categorized, and the standardized access category is neither 0 nor 1, nor 3, the UE applies the access category based on operator classification. When there are an access category based on operator classification and a standardized access category to both of which an access attempt can be categorized, and the standardized access category is 0, 1 or 3, the UE applies the standardized access category. The access categories based on operator classification need to be defined and configured so that they are not in conflict with each other. An access attempt can be categorized to only one standardized access category. See the attached CR.
CT1 Question 7: Is it correct the understanding that UAC should be applied for network slicing? It seems that the current text in TS 22.261 refers only to operator-defined access categories. Shall also standardized access categories be considered?
SA1 response:

Good discussion is going on SA2 in terms of handling of S-NSSAI e.g. in roaming situation, but seemingly it’s not mature yet. SA1 would like to consider network slicing aspects after that aspect is properly solved in SA2. In a future release, network slicing can be considered either as other criteria of operator classification or as criteria of newly defined standardized access categories, if needed. See the attached CR.
CT1 Question 8: What does “(e.g. new session request)” in “at the time of initiating a new access attempt” mean?
SA1 response:

Examples of “(e.g. new session request)” are SIP request message detected by the MMTEL layer, PDU session establishment request message detected by NAS SM layer, or Service request message detected by NAS MM layer, request for new QOS flow (PDU session modification request) as well as any suitable application layer message that starts the application as far as it’s identifiable by UE. However, SA1 cannot define such details since it is not a stage 1 description. This is for CT1 to specify. These are just examples. 
2. Actions:

To CT1 group.

ACTION: 

SA1 requests CT1 to take into account the above information.
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