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2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a … 
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3	Justification
 In the 5G security authentication framework, there are still different authentication methods for Non-3GPP network access (EAP-AKA ') and 3GPP network access (EAP-AKA, 5G-AKA) .  With the development of ubiquitous convergence terminals with  multi-connection interfaces, a terminal will have multiple network access modes (such as FTTx, WiFi, 3/4/5G, etc.) and have the capability of simultaneously accessing the operator's network (For example: VoLTE handsets have both cellular and WiFi connections).  Currently, different networks need to be authenticated differently. If there is mutal trust between different authentications , it would save extra auth processes and promote users’ experience  when the terminal has passed one access authentication.  
There are 2 basic classes and 1 senior class for mutual trust scenarios
(1)  mutual trust  among multi network access authentications 
Use case 1.A     About 5G users 'application services across different carriers' networks. 
(2) mutual trust  between a network access authentication and an application 
    Use case 2.A
(3) based on the 2 above, a trust policy is added.
  





4	Objective
1) Solve the problem that a multi-connection terminal can access another network with the same authentication level or a lower authentication level without authentication after a certain network access authentication is passed.
2) Solve the problem that multiple connected terminals can access another network with the same authentication level or lower authentication level without authentication after passing the authentication of an application platform.
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