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6.22
Unified access control

6.22.1
Description

Depending on operator policies, deployment scenarios, subscriber profiles, and available services, different criterion will be used in determining which access attempt should be allowed or blocked when congestion occurs in the 5G System. These different criteria for access control are associated with access categories with minimized inter-dependency among the different access control categories. The 5G system will provide a single unified access control where operators control accesses of each category. 

In unified access control, each access attempt is categorized into one of the access categories. There are two types of access categories. One type is standardized access categories and the other is operator-defined access categories. Standardized access categories is used for well-known access attempts and mapping rule is same to all operators. Based on the access control information applicable for the corresponding access category of the access attempt, the UE performs a test whether the actual access attempt can be made or not. An access attempt is not mapped to an access category for which the access control information is not broadcast by the network.
The unified access control supports extensibility to allow inclusion of additional standardized access categories and supports flexibility to allow operators to define operator-defined access categories using their own criterion (application ID, support of prioritized access (e.g. AC11-15)). This flexibility also support operator to use operator-defined access categories instead of standardized access categories. In addition, based on the regulatory requirements in the region, some specific values of operator-defined access categories can be assigned to specific type of UEs and/or specific access types. This provides similar functionality that was provided to
 legacy access classes 11-15 with more flexibility. 
6.22.2
Requirements

Based on operator’s policy, the 5G system shall be able to prevent UEs from accessing the network using relevant barring parameters that vary depending on access category. Access categories applicable in a cell is mutually exclusive. Access category number and criterion for an access category is listed in Table 6.22.2-1.

Table 6.22.2-1: Access Categories
	Access category number
	
	Criterion

	0 (NOTE 1)
	
	MO signalling resulting from paging

	
	
	

	2 (NOTE 3)
	
	All

	3
	
	Emergency

	4
	
	MO signalling resulting from other than paging. (NOTE 4)

	5
	
	MMTEL voice

	6
	
	MMTEL video

	7
	
	SMS

	8
	
	MO data that do not belong to any operator-defined access categories

	9-31
	
	Reserved standardized access categories

	32-63
	
	Based on operator classification

	NOTE 1:
Access category 0 is not barred.

NOTE 2:
VOID
NOTE 3:
The barring parameter for access category 2 is accompanied with information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs.
NOTE 4: 
MO signalling due to NAS procedure only. RRC Signalling triggered independently from NAS procedure is not covered by unified access control.


The 5G network shall be able to provide UE with access category mapping information which indicate what kind of access attempt can be mapped to a specific operator-defined access category.
The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an access category) in one or more areas of the RAN.

The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the access category of the access attempt.

In the case of multiple core networks sharing the same RAN, the RAN shall be able to apply access control for the different core networks individually.
The unified access control framework shall be applicable both to UEs accessing the 5G CN using E-UTRA and to UEs accessing the 5G CN using NR.
The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).

NOTE:
New session request means activation of deactivated PDU session and establishment of new PDU session.
