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Abstract: Proposes additional text for the Use Case section to describe a deployment scenario with mobility based on local private networks and public macro networks.
--- PROPOSED CHANGES TO TR 22.804 ---
5
Use Cases

5.X
Inbound logistics for manufacturing
5.X.1
Description

Inbound logistics are the functions of general logistics management that concern arranging the influx of raw materials, parts or finished inventory from suppliers. In this example, 
· 
a supply-chain company moves products between multiple different independent manufacturing, distribution, and retail centres
. The heavy good vehicles (HGVs) operated by the supply-chain company are wirelessly connected to the PLMN to enable real time tracking and telematics.
 The pallets carrying the materials for delivery have also been connected with 5G UEs or IoT devices for tracking and inventory control purposes.
This use case describes the scenario where a HGV arrives at the receiving area of a factory and delivers a pallet of materials which is subsequently incorporated into the local factory inventory management system in an automated manner.
5.X.2
Pre-conditions

A factory has been provisioned with a dedicated local 5G network. A supply-chain company which delivers palletised goods supplies this factory (amongst others).

The distribution vehicle has subscription credentials for the public macro network.

The pallet(s) for delivery to the factory have subscription credentials for the public macro network and either (a) subscription credentials for the factory local private networks or (b) facility to obtain and use subscription credentials for the factory local private network.

The supply-chain company tracks the pallets and vehicles via MNO network when in transit.

5.X.3
Service Flows

The Heavy Goods Vehicle (HGV) and pallet are both connected to an MNO network when in transit from the distribution centre. This may not be the same PLMN as each item has a separate subscription. This connection is used to report the HGVs location and telematics, and the location of the pallets.

The HGV arrives at the industrial factory. The HGV remains connected to the macro network but the pallet is expected to connect to the local private network to track its arrival and integrate with the stock control systems of the factory. The pallet detects the presence of the local network of the destination factory, obtains the credentials to attach to the network (if not already provisioned), and connects to the local private network. For example, the home operator may remotely provision the credentials via a secure mechanism, or the local private network may provision the credentials via a secure mechanism.

No other pallets on the HGV (which are destined for different locations) attempt to attach to the local private network.

The pallet identifies itself to the factory’s stock control system and is now tracked by the factory processes.

5.X.4
Post-conditions

The HGV leaves the industrial premises whilst still connected to the macro MNO network and the pallet remains, connected to the private network of the factory.

5.X.5
Potential Impacts or Interactions with Existing Services/Features
5.X.5.1
Method of connection
In this scenario, when the 5G or IoT Device attached to the pallet detects the presence of the local private network, there are some options on how the 5G UE or IoT Device connects to the local private network.

· Dual registration: where the 5G UE or IoT Device remains registered on and connected to the PLMN and with a second radio establishes a second registration and connection to the local private network and routes traffic between the connections depending on the destination.
· Mobility: where the local private network is a higher priority PLMN than the PLMN to which the 5G UE or IoT Device is currently registered. This may be via a User Controlled PLMN Selector list or Operator Controlled PLMN Selector list
· Manual PLMN selection: where the 5G UE or IoT Device performs a manual PLMN selection procedure (although this process may be initiate by an automatic procedure outside of 3GPP scope)
· Secondary network: where the local private network is presented in a manner like a WLAN network (as opposed to a PLMN) and the 5G UE or IoT Device remains registered on and connected to the PLMN and independently connects to the local private network and routes traffic between the connections depending on the destination.
5.X.6
Potential Requirements

[TBC]
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