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Abstract: Proposes additional text for the Use Case section to describe a deployment scenario based on local private networks.
--- PROPOSED CHANGES TO TR 22.804 ---
5
Use Cases

5.X
Local Private Network for Industrial Automation

5.X.1
Description

Deployment with a local dedicated RAN and a local dedicated Core Network used exclusively for the Industrial Automation scenario provides a method to guarantee availability due to strict management of the subscriber base. In this scenario, local means that the infrastructure for both RAN and Core Network are located on the site of the network deployment and that dedicated means that only authorised devices can access the network.

Local situation enables on-site maintainability to ensure that preventative maintenance and recovery procedures are more directly managed by the end user of the system. Local situation also reduces end-to-end latency for those use cases which require core network interaction due to reduced number of interstitial nodes, no trunking (including delays on shared trunking infrastructure), shorter transport distances.

Dedicated usage enables increased predictability of latency and throughput due to controllable population, reduction of contention ratios, and customisability with deployments including RAN placement, core functionality, traffic routing, data storage, etc.

A scenario where this deployment may be suitable is factory floor automation, where a variety of sensors, devices, machines, robots, actuators, and terminals are required to communicate to perform efficiently. Some of these devices may be directly connected to the local private network and some may be connected via gateway(s).

An example of the deployment scenario is in Figure 1.
 


5.X.2
Pre-conditions

An industrial factory has been provisioned with a dedicated RAN based on local dedicated cells and a local dedicated core network.

Factory floor equipment like sensors, controllers, operator terminals, and actuators have been provisioned with 5G connectivity modules. These modules have subscription information to access the local network.

Operators, technicians, and engineers have 5G enabled devices. These devices have subscription information to access the local network. These devices may also have subscription information for other networks. 

5.X.3
Service Flows

Factory equipment and human operators and technicians have sufficient connectivity and credentials to connect to the local network, authenticating with the local core network. Typical closed-loop control applications run over this network with extremely low latency and high reliability. Due to the dedicated nature of the network there is also high availability and consistency of latency and throughput.
In the case of a device which does not have subscription information for the network, the local core network will reject the attempt resulting in the local RAN refusing access to the device.

Technicians can access the network on site and ensure high availability due to pre-emptive maintenance for the local network. Network optimisation can also be performed with a higher level of aptitude due to tighter integration with the process control. In the case of catastrophic failure, technicians can repair the network on-site.

Devices can be onboarded directly by the factory owner.

5.X.4
Post-conditions

Typical closed-loop control applications operate with consistent and appropriate performance.
5.X.5
Potential Impacts or Interactions with Existing Services/Features

[TBC]

5.X.6
Potential Requirements

[TBC]

--- END PROPOSED CHANGES---
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