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6.X
Access control 

6.x.1
Description

In order to control accesses to the network, the 5G system supports access control. A unified access barring framework is applied to simplify the implementation while also providing for future access barring needs. This framework uses access categories as the primary basis for access barring.  

6.x.2
Requirements
The following requirements shall apply to UEs accessing the 3GPP network. These requirements shall apply both to UEs accessing the 5G CN using E-UTRA and to UEs accessing the 5G CN using 5G NR. 
6.x.2.1
Access categories

Access categories shall be used by the network operator to control the UE access\ to the network. 

Two sets of access categories shall be supported by the UE: default access category set and operator specific access category set. 

If configured, the operator specific access category set shall have priority over the default access category set. 

6.x.2.1.1
Default access category set

The UE shall determine the access category to be used when accessing the network based on the UE characteristic and type of access attempt listed in Table 6.x.2.1.1-1. 
These access categories shall apply to idle mode and RRC inactive mode.
Table 6.x.2.1.1-1: Default set of access categories

	UE characteristic and type of access attempt
	Requirements to be met
	Access Category

	UE of access class 0 to 9
(respond to paging)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is for MT access
	0

	UE of access class 11
	access class 11 applicable in selected PLMN 
	1

	UE of access class 12
	access class 12 applicable in selected PLMN
	2

	UE of access class 13
	access class 13 applicable in selected PLMN
	3

	UE of access class 14
	access class 14 applicable in selected PLMN
	4

	UE of access class 15
	access class 15 applicable in selected PLMN
	5

	Emergency session
	UE is attempting access for an emergency session
	6

	UE of access class 0 to 9
(MO signalling)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is for MO signalling
	7

	UE of access class 0 to 9
(MO data)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is for MO data 

NOTE: UE to use operator specific access category if those are provided.
	8

	UE of access class 0 to 9
(configured for EAB)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is subject to EAB with category a
	9

	UE of access class 0 to 9
(configured for EAB)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is subject to EAB with category b
(not in HPLMN/EHPLMN)
	10

	UE of access class 0 to 9
(configured for EAB)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is subject to EAB with category c
(neither in HPLMN/EHPLMN nor in most preferred VPLMN of visited country)
	11


6.x.2.1.2
Operator specific access category set

The 3GPP system shall allow the operator to configure at least the operator specific access categories listed in Table 6.x.2.1.1-2.

The 3GPP system shall allow the operator to configure at least [32] operator specific access categories in the UE. This allows for possibilities of adding more access categories in the future. 
Table 6.x.2.1.2-1: Operator specific set of access categories

	UE characteristic or type of access attempt
	Requirements to be met
	Proposed
Access Category

	UE of access class 0 to 9
(MMTel voice)
	UE belongs to an access class between 0 and 9.

Requested RRC connection is for MO MMTel voice call.
	Operator specifies

	UE of access class 0 to 9
(MMTel video)
	UE belongs to an access class between 0 and 9.

Requested RRC connection is for MO MMTel video.
	Operator specifies

	UE of access class 0 to 9
(SMS)
	UE belongs to an access class between 0 and 9.

Requested RRC connection is for SMS over IP
	Operator specifies

	Application specific


	UE belongs to an access class between 0 and 9.

Requested RRC connection is for a specific application of interest

There could be more than one application specific access category, it depends on operators needs to control specific application. 
	Operator specific


6.x.2.2
Access Control

Requirements related to access barring in 3GPP TS 22.011, clause 4, shall apply to the 5G system, with the following exceptions that CSFB and ACB-skip do not apply for 5G systems.
The serving network shall be able to configure barring information for the default set of access categories. 

The serving network shall be able to configure access categories and barring information for a maximum of [32] operator specific access categories. 


The UE shall be able to control whether or not an access attempt is allowed based on the access category and the configured barring parameters.
If an operator specific access category is configured in the UE for the type of access the UE is attempting, the UE shall use the operator specific access category applicable for the service or application (instead of using the default access category).
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