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Abstract: In this paper we analize the existing requirements for access control from 22.011 and propose new text to be added to paragraph 4 of the specification.

Question 1: Which parameters should be used during access control for remote UEs?
Existing text from 22.011:
4.3.1	Access Class Barring
If the UE is a member of at least one Access Class which corresponds to the permitted classes as signalled over the air interface, and the Access Class is applicable in the serving network, access attempts are allowed. Additionally, in the case of the access network being UTRAN the serving network can indicate that UEs are allowed to respond to paging and perform location registration (see, sec 3.1), even if their access class is not permitted. Otherwise access attempts are not allowed. Also, the serving network can indicate that UEs are restricted to perform location registration, although common access is permitted. If the UE responded to paging it shall follow the normal defined procedures and react as specified to any network command. 
<SKIP>
- 	E-UTRAN shall be able to support access control based on the type of access attempt (i.e. mobile originating data or mobile originating signalling), in which indications to the UEs are broadcasted to guide the behaviour of UE. E-UTRAN shall be able to form combinations of access control based on the type of access attempt e.g. mobile originating and mobile terminating, mobile originating, or location registration. The ‘mean duration of access control’ and the barring rate are broadcasted for each type of access attempt (i.e. mobile originating data or mobile originating signalling).
<SKIP>
-	The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for SMS access attempts in SMS over SGs, SMS over IMS (SMS over IP), and SMS over S102. This indication is valid for Access Classes 0-9 and 11-15.
-	The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for MMTEL voice access attempts. This indication is valid for Access Classes 0-9 and 11-15.
-	The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for MMTEL video access attempts. This indication is valid for Access Classes 0-9 and 11-15.
Observations and Proposals:
Observation 1: As the remote UE is visible to the network, it may be paged by the network. If the remote UE is responding to paging, then it shall follow the normal procedure. This implies that the status of the remote UE (whether or not it is in idle mode and it is responding to paging) should be used for access check. 
Observation 2: During ACB check, the type of access attempt (mobile originating data or mobile originated signalling) is determined by the remote UE, and not the relay UE. 
Observation 3: During ACB check, whether this is an attempt for SMS, MMTEL voice or MMTEL video is determined at the remote UE, and not the relay UE. 
Therefore, during ACB check, it is more consistent to use the access class of the remote UE, and not the relay UE.
Proposal 1: For ACB, use the access class of the remote UE, and not the relay UE.
Proposal 2: For ACB, the type of access attempt of the remote UE should be used for access check. 
Existing text from 22.011:
[bookmark: _Toc445886716]4.3.2	Service Specific Access Control
Additionally to the above requirements in 4.3.1;
-	In E-UTRAN it shall be possible to support a capability called Services Specific Access Control (SSAC) to apply independent access control for telephony services (MMTEL) for mobile originating session requests from idle-mode and connected-mode as following:
-	The serving network shall be able to indicate (as specified in sub-clause 4.3.1) whether or not a UE subject to SSAC shall also apply Access Class Barring. 
-	EPS shall provide a capability to assign a service probability factor [13] and mean duration of access control for each of MMTEL voice and MMTEL video:
-	assign a barring rate (percentage) commonly applicable for Access Classes 0-9
-	assign a flag barring status (barred /unbarred) for each Access Class in the range 11-15.
-	SSAC shall not apply to Access Class 10.
-	SSAC can be provided by the VPLMN based on operator policy without accessing the HPLMN.
-	SSAC shall provide mechanisms to minimize service availability degradation (i.e. radio resource shortage) due to the mass simultaneous mobile originating session requests and maximize the availability of the wireless access resources for non-barred services.
[bookmark: _Toc445886717]Observations and Proposals:
Observation 4: SSAC is based on service. During SSAC check, the type of service (in this case whether this is an attempt for MMTEL voice or MMTEL video) is decided at the remote UE. Moreover, it applies to both idle and connected modes. Different remote UEs behind a relay may be using different services, so some remote UEs may be barred and others may not be barred. 
Proposal 3: During SSAC check, use the access class and service information of the remote UE for access check. 
Existing text from 22.011:
4.3.3	Access Control for CSFB
Access control for CSFB provides a mechanism to prohibit UEs to access E-UTRAN to perform CSFB. It minimizes service availability degradation (i.e. radio resource shortage, congestion of fallback network) caused by mass simultaneous mobile originating requests for CSFB and increases the availability of the E-UTRAN resources for UEs accessing other services. 
<SKIP>
Proposal:
Proposal 4: CSFB does not apply to a remote UE. It only applies to direct communication. 
Existing text from 22.011:
[bookmark: _Toc445886718]4.3.4	Extended Access Barring
[bookmark: _Toc445886719]4.3.4.1	General
Extended Access Barring (EAB) is a mechanism for the operator(s) to control Mobile Originating access attempts from UEs that are configured for EAB in order to prevent overload of the access network and/or the core network. In congestion situations, the operator can restrict access from UEs configured for EAB while permitting access from other UEs. UEs configured for EAB are considered more tolerant to access restrictions than other UEs. When an operator determines that it is appropriate to apply EAB, the network broadcasts necessary information to provide EAB control for UEs in a specific area. The following requirements apply for EAB:
· The UE is configured for EAB by the HPLMN 
-	EAB shall be applicable to all 3GPP Radio Access Technologies. 
-	EAB shall be applicable regardless of whether the UE is in a Home or a Visited PLMN. 
-	-	A network may broadcast EAB information.
-	EAB information shall define whether EAB applies to UEs within one of the following categories: 
a) 	UEs that are configured for EAB;
b) 	UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it; 
c) 	UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN
-	EAB information shall also include extended barring information for Access Classes 0-9. 
-	A UE configured for EAB shall use its allocated Access Class(es), as defined in sub-clause 4.2, when evaluating the EAB information that is broadcast by the network, in order to determine if its access to the network is barred. 
-	If a UE that is configured for EAB initiates an emergency call or is a member of an Access Class in the range 11-15 and according to clause 4.3.1 that Access Class is permitted by the network, then the UE shall ignore any EAB information that is broadcast by the network.
-	If the network is not broadcasting the EAB information, the UE shall be subject to access barring as described in clause 4.3.1
-	If the EAB information that is broadcast by the network does not bar the UE, the UE shall be subject to access barring as described in clause 4.3.1.
-	In the case of multiple core networks sharing the same access network, the access network shall be able to apply the EAB for the different core networks individually.
[bookmark: _Toc445886721]Observations and Proposals:
Observation 5: EAB is a function of the UE and the service. Therefore, even if a relay UE is not configured for EAB, some of the remote UEs that are behind that relay UE may be configured for EAB, as they may be MTC-like devices. Also not necessarily all UEs behind the relay are configured for EAB.
Proposal 5: For EAB, remote UE’s EAB configuration should be used for access check.
Observation 6: The PLMN being accessed by the remote UE is the PLMN where the relay UE is camped/connected.
Proposal 6: For EAB, The PLMN being accessed by the relay UE is the PLMN that should be used to determine if this is the remote UE’s Home PLMN, equivalent PLMN or preferred PLMN.

Existing text from 22.011:
4.3.5	Application specific Congestion control for Data Communication (ACDC)
[bookmark: _Toc445886722]4.3.5.1	Service description
Application specific Congestion control for Data Communication (ACDC) is an access control mechanism for the operator to allow/prevent new access attempts from particular, operator-identified applications in the UE in idle mode. ACDC does not apply to UEs in connected mode. The network can prevent/mitigate overload of the access network and/or the core network. This feature is optional.
[bookmark: _Toc445886723]4.3.5.2	Requirements
[bookmark: _Toc445886724]4.3.5.2.1	General
The following requirements apply:
-	This feature shall be applicable to UTRAN PS Domain and E-UTRAN.
-	This feature shall be applicable to UEs in idle mode only that are not a member of one or more of Access Classes 11 to 15. 
-	ACDC shall not apply to MMTEL voice, MMTEL video and SMS over IMS (SMS over IP) services.
-	The home network shall be able to configure a UE with at least four and a maximum of sixteen ACDC categories to each of which particular, operator-identified applications are associated. The categories shall be ordered as specified in sub-clause 4.3.5.2.2.
Note:	Provisioning of the ACDC categories in the UE is the responsibility of the home network, and the categorization is outside the scope of 3GPP.
Note:	A mechanism needs to be provided that enables the UE to verify that the provisioning of the configuration originates from a trusted source.
-	The serving network shall be able to broadcast, in one or more areas of the RAN, control information, indicating barring information per each ACDC category, and whether a roaming UE shall be subject to ACDC control.
Note: 	The barring information may be similar to ACB information, and include mean durations of access control (i.e., barring timer) and barring rates (i.e., percentage value). If the barring timer is running due to a previous access attempt from an application in a certain given matched ACDC category, the UE may only allow access attempts from applications in higher ACDC categories (according to the corresponding barring information for those higher categories). If the barring timer is running due to a previous access attempt from an application in a certain given unmatched ACDC category or a uncategorised application, the UE may only allow access attempts from applications in higher ACDC categories than the lowest ACDC category broadcast (according to the corresponding barring information for those higher categories).
-	The UE shall be able to control whether or not an access attempt for a certain application is allowed, based on this broadcast barring information and the configuration of ACDC categories in the UE.
-	The serving network shall be able to simultaneously indicate ACDC with other forms of access control.
-	When both ACDC and ACB controls are indicated, ACDC shall override ACB.
- 	If a UE is configured for both EAB and ACDC, and the serving network simultaneously broadcasts EAB information and ACDC barring information:
-	If the UE determines as specified in sub-clause 4.3.4.1 that access to the network is not barred or as specified in sub-clause 4.3.4.2 that it is permitted to override an EAB restriction, then access to the network is subject to ACDC.
-	If the UE determines as specified in sub-clause 4.3.4.1 that access to the network is barred and as specified in sub-clause 4.3.4.2 that it is not permitted to override the EAB restriction, then access to the network is barred.
<SKIP>
Observations and Proposals:
Observation 7: ACDC is a function of the application and the configuration of application categories in the remote UE. 
Proposal 7: For ACDC, the ACDC category of the application that triggered the access attempt in the remote UE shall be used.
Observation 8: For ACDC, during access check, EAB and ACB configuration of the remote UE should be taken into consideration.
Proposal 8: Interaction between ACDC, EAB and ACB is based on the remote UE configuration.
Question 2: How to define the requirements in SA1?
Depending on the requirements that we agree (i.e., which parameters should be used, which cell, etc), it needs to be determined where the information is needed, i.e., where the check is performed. Depending on the implementation, the same information and same checks may be performed either at the remote UE or the relay UE. For instance, SIB information may need to be shared between relay and remote, or configuration information needs to be shared between remote and relay, mode the UE is in (idle or connected is shared), etc. 
From SA1 point of view we just need to know:
1. Which mode it applies:
0. Remote is in idle and Relay is in idle: Access control for idle mode applies in this case.
0. Remote is in idle and relay is in connected: Do we apply access control for the remote, other than SSAC? 
1. Which parameters should be used:
1. Parameters broadcast in the cell where the relay is camped or remote is camped? 
1. Remote UE’s configuration or relay UE’s configuration parameters should be used during the check? Or a combination of both?

Therefore, in SA1, the following parameters need to be defined:
1. Which broadcast parameters should be used?
1. In which modes of operation it applies: the relay UE in idle or connected, remote UE in idle or connected? What are the possible combinations that apply to access control?
1. Which configuration parameters should be used (i.e., from which UE, relay or remote)?

Once these requirements are defined in SA1, there is no need to specify where the check is done, and how the remote and relay UEs interact can be left up to downstream working groups. 
As an example, if the access control is done by the relay UE, then some information is needed to be passed between the remote UE and relay UE. One example of control done in the UEs for ACDC functionality is shown in the figure below. The access for remote UE is checked by the relay UE, using ACDC category of the remote UE and configuration parameters of the relay UE and broadcast information from relay cell. This means the remote UE must provide the ACDC category together with the access request.

[image: ]
Figure 1: Implementation with ACDC check for remote UE done at relay UE

Besides the 6 steps in the figure, due to the barring timer that also applies to access control, the expiration of barring timer, or the barring timer itself, needs to be passed from the relay UE to the remote UE. This is not shown in the figure.
Another option to the above implementation is for the remote UE to do the initial check and simply pass the result to relay. This requires the relay to share its ACDC configuration parameters and SIB information with the remote UE. This implementation example is shown in the following figure (note: barring timer again omitted from this example).
Note that even though the implementations in Figure 1 and Figure 2 are different, the result (in terms of access allowed or disallowed) for that service will be the same (i.e., remote UE is either barred or not barred). 



Figure 2: Implementation with ACDC check for remote UE done at remote UE

Observations and Proposals:
Observation 9: Once the parameters to be used are specified, the details on the implementation of the procedure (i.e., in remote UE versus relay UE) involve over the air signalling that needs to be evaluated in order to decide the most efficient approach. This is out of scope of SA1. 
Proposal 9: To leave implementation details to RAN2 and/or CT1.
Observation 10: The existing requirements in 22.011 do not specify if the control is done in Access Stratum, NAS, or otherwise. It just states which parameters the UE shall use to make a decision. The “where” (AS, or NAS, or otherwise) is left for RAN and CT1. SA1 specifies the “what” (configuration parameters, SIB information, etc) and “when” (idle versus connected mode).  
Proposal 10: SA1 should:
1. List the requirements regarding which parameters (configuration parameters, SIB information, etc.) and in which mode (idle versus connected mode) the procedures apply for control of access by Evolved ProSe Remote UEs. 
2. Leave the following details for RAN2 and/or CT1 to decide:
a. Whether the access control check is implemented in the Evolved ProSe Remote UE or in the Evolved ProSe UE-to-Network Relay, or a combination of both.
b. When and how to share needed information between the Evolved ProSe Remote UE and the Evolved ProSe UE-to-Network Relay (e.g., SIB information, ACB barring parameters, ACDC categories, etc.). 


SUMMARY OF PROPOSALS:
Proposal 1: For ACB, use the access class of the remote UE, and not the relay UE.
Proposal 2: For ACB, the type of access attempt of the remote UE should be used for access check. 
Proposal 3: During SSAC check, use the access class and service information of the remote UE for access check. 
Proposal 4: CSFB does not apply to a remote UE. It only applies to direct communication. 
Proposal 5: For EAB, remote UE’s EAB configuration should be used for access check.
Proposal 6: For EAB, The PLMN being accessed by the relay UE is the PLMN that should be used to determine if this is the remote UE’s Home PLMN, equivalent PLMN or preferred PLMN.
Proposal 7: For ACDC, the ACDC category of the application that triggered the access attempt in the remote UE shall be used.
Proposal 8: Interaction between ACDC, EAB and ACB is based on the remote UE configuration.
Proposal 9: To leave implementation details to RAN2 and/or CT1.
Proposal 10: SA1 should:
1. List the requirements regarding which parameters (configuration parameters, SIB information) and in which mode (idle versus connected mode) the procedures apply for control of access by Evolved ProSe Remote UEs. 
2. Leave the following details for RAN2 and/or CT1 to decide:
a. Whether the access control check is implemented in the Evolved ProSe Remote UE or in the Evolved ProSe UE-to-Network Relay, or a combination of both.
b. When and how to share needed information between the Evolved ProSe Remote UE and the Evolved ProSe UE-to-Network Relay (e.g., SIB information, ACB barring parameters, ACDC categories, etc.). 

NEW PROPOSED TEXT FOR 22.011:
4.3.X	Access Control for Evolved ProSe Remote UE 
For the case where an Evolved ProSe Remote UE is trying to access the network via an Evolved ProSe UE-to-Network Relay, the requirements in subsections of 4.3.1, 4.3.2, 4.3.3, 4.3.4 and 4.3.5 are performed using the following parameters:
· Access control parameters broadcast by the cell where the Evolved ProSe UE-to-Network Relay is camped on or connected to shall be used in all access control procedures. This applies even if the Evolved ProSe Remote UE camped in a different cell than the Evolved ProSe UE-to-Network Relay UE, or it is out of coverage. 
· Idle or connected mode of the Evolved ProSe Remote UE shall be used to determine whether or not an access control procedure shall be applied.
· Access Class of the Evolved ProSe Remote UE shall be used.
· For ACB, the type of access attempt (i.e. mobile originating data, mobile originating signalling, response to paging or emergency call) of the Evolved ProSe Remote UE shall be used. 
· For EAB, the following information shall be used: 
· Whether or not the Evolved ProSe Remote UE is configured with EAB, 
· Whether or not the Evolved ProSe Remote UE is configured with a permission to override EAB, 
· Whether the PLMN is the Evolved ProSe Remote UE’s Home PLMN, equivalent PLMN or preferred PLMN. The PLMN where the Evolved ProSe UE-to-Network Relay is camped/connected shall be used to make this determination. 
· For SSAC, the type of access attempt (MMTEL voice or MMTEL video) of the Evolved ProSe Remote UE shall be used.
· For ACDC, the ACDC category of the application that triggered the access attempt in the Evolved ProSe Remote UE shall be used.
· The interaction between ACDC, EAB and ACB (defined in 4.3.5.2.1) shall be based on the Evolved ProSe Remote UE’s configuration.
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