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Abstract: This discussion paper provides some considerations on the unique aspects of IoT devices that support defining and using a term other than UE for these devices.

Consider the following:
1) The current TS uses terminology for different kind of devices, such as IoT devices and UEs. Even though many of us understand the text it can be argued that we need to clarify how the terminology used in order to distinguish IoT devices from UEs. To do  this, we need to consider several sub-questions.
Relationship of UEs to IoT devices:
a. Is the difference between a UE and a device based on the services each can support?  In other words, are there services a UE can support but a device cannot? Or vice-versa? In the use cases studied in FS_SMARTER and the building block TRs, there are examples of devices being used for voice calls, sharing text and video (e.g., wearables).  There are examples of devices being used to access the internet. All of these are services that are also supported today by UEs.  There does not in fact seem to be a service-based difference between a device and a UE.
b. Can the same term and definition apply to a UE and a device?  Then it becomes very challenging to differentiate the requirements that apply only to devices or only to UEs. 
c. A means of differentiating a network access attempt by a device or by a UE is necessary to ensure the appropriate services can be provided or blocked by the 3GPP system. In legacy systems this is done by subscription profiles in the HSS indicating which services the device/UE subscribes to. Additionally, policy control  provide a means for the operator to control which services are granted to the device/UE. A 5G system may provide additional tools for an operator to control access for a device/UE such as network slicing. To some extent this is addressed in the TS, but clearer terminology will still be beneficial.
Related to credentials:
a. Can a UE/device have multiple sets of credentials that allow it access to different services?  E.g., both be a UE (using the existing credentials and authentication mechanisms) and be an IoT device (using alternative credentials and authentication mechanisms)? This would be similar, although not completely alike, having multiple USIM profiles in a UE today.  
b. Do the credentials include both equipment and subscription identities? A separate authenticatable equipment identifier that is securely stored in the equipment rather than in the UICC would allow a secure binding between subscriber and equipment. This configuration of identifiers also supports the requirement to change the association between the equipment and a subscription on demand.  Again, it seems there is some common need for devices and UEs to have both equipment and subscription identifiers. However, the storage mechanisms may differ and the equipment identifier stored securely on the equipment rather than in the UICC can be authenticated independently of the subscription identifier.
c. Are both equipment and subscription identifiers the same in a UE and a device? - There are no requirements that the equipment and subscription identifiers must be different, so it is still possible that the same equipment and subscription identifier (e.g., existing equipment  identifiers) could be used in either type of entity. However, both equipment and subscription identifiers could be different in devices and UEs, for example, when alternative credentials are used.
Related to storage of credentials:
a. Is it realistic to require device credentials to be stored in a removable UICC? The concept of UICC itself (e.g., as defined in GSMA) is changing from the well-known removable UICC to eUICC to various forms of trusted environments.  The current definition of UE does not account for this evolution of the concept.  Any definition for IoT devices must take this into account. From what we know of IoT devices available today and predicted in the foreseeable future, different form factors (e.g., sensors in T-shirts) will require different credential storage mechanisms.
b. How does an IoT device compare to a UE?  If SA1 uses the same term for both entities, there will be confusion  There seems to be SA1 consensus that credentials should be stored securely, however, the concept of UICC itself (e.g., as defined in GSMA) is changing, cf a) above.  The current definition of UE does not account for this evolution of the concept.  Any definition of IoT devices must take this into account. Secure storage is essential, however the secure storage may not take the form of the UICC, with the equipment identifier being stored securely in the equipment. The physical implementations of IoT devices will vary significantly, from UE form factors to construction sensors with no user interface and threadlike filaments woven into T-shirt fabric which cannot support a physical UICC.
Related to access technology:
a. The current definition of UE does not include the ability to use fixed access, although the 3GPP requirements, particularly for IMS capabilities, cover fixed and wireless access scenarios.  SA1 has requirements clearly indicating that support for fixed access is a key aspect of a 5G system.  Currently requirements related to fixed access apply for both devices and UEs.
In conclusion: 
There does not seem to be yet in SA1 a clear means to differentiate requirements applicable to an IoT device from those applicable to a UE, other than by using distinct terminology. Proposed steps to resolve this issue are:
1) SA1 needs to come to agreement on appropriate terminology, whether it be device, IoT device, machine type device, NG-UE, or something else.  
2) SA1 then needs to come to agreement on appropriate definitions that provide the means to make requirements (that may be different) applicable for either IoT devices or UEs. IoT Devices may, as in legacy system MTC devices, comply to the current definition of UE. But it is also important to have a definition that includes other characteristics, including the ability to support 
a. alternative credentials and authentication mechanisms, 
b. alternative secure storage for credentials, and  
c. fixed access.
3) [bookmark: _GoBack]Once decisions have been made regarding the  above, SA1 will need to review and revise the SMARTER requirements to use the appropriate terminology to clearly indicate which requirements are applicable for which type(s) of equipment.
4)  SA1 should propose to SA to update the definition of UE in 21.905 to accommodate fixed access.
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