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5.5.3
Potential requirements  

The 3GPP System shall be efficient and flexible for transmission of both small and large amounts of data (e.g., streaming video) from the same device.

The 3GPP system shall minimize signalling overhead e.g. for security needed for transmission of small amounts of data without reducing its level of security.

***** BEGINNING OF CHANGE *****
Description
This use case family focuses on identifying key scenarios for leveraging the 5G network characteristics defined in TR23.863 SMARTER eMBB (high data rates, low latency, high density, wide area coverage & low mobility) and TR22.864 SMARTER NEO (network slicing, efficient data plane & content delivery, broadcast/multicast, policy control & charging, high availability and security) to enable use of fixed broadband (e.g. FTTx/xDSL) access and Next Generation Radio access network for femtocell deployments. The overall aim is to deliver a seamless user experience to end users accessing operator services across any access network, including Macrocellular as well as Femtocell access over fixed broadband networks.   
Traffic Scenarios
Today a large number of residential and business users rely on fixed broadband (FTTx/xDSL) technology and MBB technology for accessing public Internet and private networks for their day-to-day use. The 5G ecosystem will comprise of Macrocells, Picocells and Femtocells. Residential and business Femtocells will play a key role in providing 5G services to end users and will increase capacity, density and availability. Fixed broadband technologies (FTTx/xDSL) will be essential for Operators to provide backhaul capabilities for Femtocell deployments. It should be possible for the 3GPP system to identify users, make decisions about access type and provide a single set of services across both fixed and mobile accesses. 

It should be possible for an Operator to deploy any type of Small Cell, including Femtocells, over fixed broadband service to the customer premises, sharing traffic with e.g. public Internet or private VPN traffic. This should be implemented in a manner where mobile broadband and fixed broadband traffic can both be identified, anchored, policed, billed and managed in the same way from a converged core network, as opposed to tunnelled through the fixed broadband core network and managed by the mobile core network which is the typical scenario in today’s deployments. A consistent set of Value Added Services should also be applied over fixed and broadband access regardless of whether the customer is using the cellular or direct wired/wireless connectivity to the fixed broadband router. Access to Local Area Network services (e.g. peripherals, content servers) shall also be possible from the Small Cell deployed in the Customer Premises.
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· Scenario 1 – Unified set of identities: In this scenario an Operator shall be able to manage a unified set of identities for a single user in order to consolidate subscriber data to allow seamless access across fixed and cellular access networks, including cellular access over fixed broadband as described in the scenarios section. 
· Scenario 2 – Consistent set of policies: In this scenario an Operator may provide a consistent set of policies to a user/s across all networks (e.g. QoS and traffic management policies), including cellular access over fixed broadband as described in the scenarios section.
· Scenario 3 – Access to a single set of services: In this scenario once an Operator has identified a user, it may then grant that user access to a single set of services (e.g. VAS, parental controls, content, content optimisation and access to local services when appropriate) when using cellular, fixed or cellular over fixed broadband access as described in the scenarios section. This has the advantage for the Operator to consolidate services, and for the end user with regards to consistency of service offering across all access types.  
· Scenario 4 –Access Local Area Network Services: The end user shall be able to access local area network services (e.g. peripherals, content servers etc.) when connected to the Small Cell at the Customer Premises.  
Potential Requirements for 5G

· The 3GPP system shall support use of common user equipment (e.g. Femtocell at customer premises) that supports Next Generation Radio, WiFi and fixed broadband access.
· The 3GPP system shall support convergence of fixed and mobile network in such a way that the converged core shall support 3GPP access (Femtocell, Microcell & Macrocell) and other access technologies including Wifi and fixed broadband access. 
· The 3GPP system shall support seamless mobility and service continuity between Macrocell to Femtocell, Femtocell to Macrocell and Femtocell to Femtocell.

· 
· 
· 
· 
· 
· The 3GPP system shall support service specific QoS policies, i.e. a distinction between services which require a dedicated radio resource (e.g. LTE dedicated bearer) or services which require prioritisation over the non 3GPP access (e.g. a WMM session). 

· 
· 
· 
· The 3GPP system shall support a unified set of identities for a single user in order to consolidate subscriber data to allow seamless access across fixed and cellular access networks, including cellular access over fixed broadband. 

· The 3GPP system shall provide a consistent set of policies to a user/s across all networks (e.g. QoS and traffic management policies), including cellular access over fixed broadband.

· The 3GPP system shall support identification of a user, the ability to grant that user access to a single set of services (e.g. VAS, parental controls, content, content optimisation and access to local services when appropriate) when using cellular, fixed or cellular over fixed broadband access. 

· The 3GPP system shall support the end user accessing local area network services (e.g. peripherals, content servers etc.) when connected to the Small Cell at the Customer Premises.

***** END OF CHANGE ****
6
Considerations

6.1
Considerations on security

Provide any additional aspects not considered in the use cases, or that need further elaboration.

Text to be provided.

