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1. Introduction
This contribution extracts traffic scenario for operational aspect group. Specifically, this contributions is based on use case 5.21 and 5.61 from 22.891. 
2. Proposal
We propose to agree on text proposal as described below.

* * * * Start of Change * * * *

[bookmark: _Toc436138698]5.1.2.X	Traffic scenario for one user with multiple devices
When connectivity module gets cheaper, most things will include the connectivity module. As a result, the number of connected devices belonging to one user will also increase. The devices one user possesses can be grouped into following two groups. 
1) Group of mutually exclusive device: In this group of devices, at most one device can be simultaneously activated. Typical example of this group is a devices used for fashion item such as a smart watch or smart bracelet, etc. For example, a user may possess several smart watches with different shapes and color. Because the user does not wear multiple watches at the same time, only one of the watches needs connection to network. 
2) Group of independent device: In this group of devices, each device can be connected to network independent of connection status of other devices. For example, a smart glass can be connected to network while a smart watch is connected to network.  
In this traffic scenario, the connectivity management (e.g. addition, removal, activation, deactivation, etc ) of multiple devices should be simple and straight-forward. From user experience point of view, it is not desirable that a user is required to make a separate subscription for each device whenever a device is bought, discarded or modified. 

5.1.2.Y	Traffic scenario for one device with multiple users
Already in the market, many businesses are based on the concept of sharing economy emerged (e.g. . car rental services, where the same care is shared by many people). As devices can be shared among people, a the new model of providing connectivity to devices is needed together with mechanism from prevention of fraudulent access by unauthorized users. 
. Following is traffic scenario when a car is used by different people at different time:
John, Michael and Alice are travellers to CityA. They rent a same vehicle from CompanyA at different time.
At Day 1, John uses the vehicle. For the music streaming service, he requests the connectivity of the vehicle to be associated with his subscription
At Day 2, Michael uses the vehicle. For the voice call service through the vehicle’s infotainment system, he requests the connectivity of the vehicle to be associated with his subscription.
At Day 3, Alice uses the vehicle. Because she does not want for the vehicle to use her subscription, the vehicle uses the default subscription, which is subscription of the CompanyA, for V2X service. Later in time, the CompanyA sends a bill to Alice for the use of connectivity.
In this traffic scenario, it should be possible to dynamically change the authorized user of the connectivity module in the car. Because the device can be used by multiple users, prevention of fraudulent access by unauthorized users is needed.

5.1.2.z	Traffic scenario for connection support by service provider
Control of connectivity based on authorization by the content or service provider can serve various business model. A contents or service provider may be willing to pay for the cost of any type of connectivity used for traffic delivery without requiring a user to use specific Apps. In one example, utility company may pay for the traffic generated for the smart meters installed in each house. In another example, traffic generated by a biometric sensor used to track physical activities is paid by a fitness program provider. In addition, the content or service provider may require the ability to provide to the MNO specific connectivity requirements (e.g. QoS). 
This traffic scenario can be further enhanced with out-of-the-box connectivity provision. For the device manufactures or the service providers with global presence, it is hard to know when and where their devices and services will eventually be deployed and activated. Consequently, the manufacturer and the providers will not be able to pre-provision the devices with PLMN specific and IoT service specific information. In this case, rather than requiring a user to manually provision the device, it would be better for the network to provide connectivity to the UE as long as the device manufacture or the service provider is willing to pay for the device. 
In fact, from a service user point of view, for an IoT device bought at the local store, the device should be usable right away (i.e. out of the box) without any further user involvement for the connection management. 
Following service flow can be considered:
1. A user buys a fitness device at local retail store and switches on the device.
2. The device selects one of available networks
3. The device request connectivity to the network and provides necessary information.
4. The network check whether the fitness program provider is ok with the device/user based on the provided information.
5. The fitness program provider grants access.
6. Network provides connectivity.
7. The traffic for the device is charged to the fitness program provider.
When service provider pays for the connectivity service for the IoT devices, it is necessary to prevent fraudulent use of the provided connectivity. For that, the network needs to filter out traffic other than for the intended service. 
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The 3GPP system shall be able to provide means to dynamically and seamlessly change the association between a user subscription and a device.
The 3GPP system shall be able to support enhanced authentication, authorization and charging mechanisms to support various types of connectivity (e.g. subscribed, OTB or content-aware connectivity), with or without the presence of operator credentials in the device.
Enhanced authentication mechanism shall be able to provide efficient means to authenticate a user and a device (e.g. using biometric information).
Enhanced authorization mechanism shall be able to provide a user and a device with on-demand connectivity based on operator policy.
Enhanced charging mechanism shall be able to collect charging-related information for enhanced authentication mechanism and enhanced authorization mechanism.
