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Abstract: This document proposes updates to text on descriptions in clause 5.2 in TR 22.862.
Summary
The descriptive part and traffic scenarios in clause 5.2, that is, clauses 5.2.1 and 5.2.2, have been reviewed for clarity, style, missing abbreviations, and other editorials, and several changes are proposed. For example, there has been some unclarity about the term availability, it being confused with coverage. They are linked, but not the same.
· Define "availability" and "downtime" in clause 3.1

· Remove editor's notes from clause 5.2.1

· Correct gammar and style in several places

Proposal

Do the proposed changes.

-------------------- PROPOSED CHANGES ---------------------
------------------------- 1ST CHANGE ----------------------------

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].


Availability: Percentage value of the amount of time the network is delivering services divided by the amount of time it is expected to deliver services in a specific area.

Downtime: The time the network is not delivering services.
------------------------- 2ND CHANGE ----------------------------

5.2
Higher reliability, higher availability and lower latency

5.2.1
Description


The use case family "higher reliability, higher availability and lower latency" is characterised by high system requirements for reliability, availability, and latency. In most cases the data rates are moderate, and what matters most is that the messages are transmitted quickly and reliably, and that the network and its services are consistently available, with minimal downtime.

One typical area where this type of communication is needed is industrial control. The network coverage may be limited to a confined area, either indoor or outdoor, and often only authorised users and devices can attach to the network. The availability of services must be guaranteed in the area where the operator and operated devices are. Network slicing may be used to isolate the traffic from other traffic in the network, to allow for additional tailoring of services, and to avoid other traffic negatively impacting services requiring "higher reliability, higher availability, and lower latency".

Drone connectivity also requires "higher reliability, higher availability, and lower latency"; drones must be controlled quickly and reliably everywhere they go. The latency does not, however, need to be ultra low because when a human operator is involved, the human reaction speed sets the expected level of delay and requiring a much lower latency from the communications network makes little sense. The data rates to transmit the control and measurement data are not very high but if the operation of the vehicle relies on a video feed, then the required data rates are higher. The pilot of the vehicle needs to be aware of the location of the vehicle. For most purposes the geographic location is needed to provide a rough position, and local positioning, e.g., radar, is used for collision avoidance.

5.2.2
Traffic scenarios

5.2.2.1
Industrial control

Several industrial control applications require high reliability and very low latency (~1 ms) whereas the data rate requirement may be relatively low. In other cases high data rates may be required, e.g., in the uplink, to deliver live video stream to a human operator, or a computer which then analyses the video and adapts the control to the situation (10s of Mbps per user in a dense environment).

Traditionally industrial control applications have relied on wired connections, or proprietary or tailored wireless solutions. A wired connection, despite the potential of being fast, supporting a high bandwidth, and being reliable, may not be applicable for every situation simply due to the fact that physical wires are subject to tear and wear, and because wiring impacts the mechanical design of the machines to be controlled. Proprietary wireless solutions may suffer from the lack of globally available frequency bands.

A high-reliability low-latency wireless connection with a high uplink bandwidth fulfils the requirements for industrial control applications.

Reliability can be further enhanced by dedicating the radio interface to the specific industrial control application and separating the required core network processing from other traffic in the network.

Low latency can be further enhanced by allowing local processing of the traffic.

5.2.2.2
High reliability, high availability, high mobility

The survival of a patient during pre-hospital time is critical, especially in emergencies such as car accidents and heart attacks when the ambulance moves from a remote location to the hospital.

The medical equipment and the machines in the ambulance may interface directly with the telemedicine tools located at the hospital and the hospital doctors may assist the ambulance personnel in administering medicine and controlling the medical equipment.

In order to support advanced telemedicine techniques, cloud-based services can be used to provide anytime and anywhere access to patient medical records [25], which makes security related issues more important. Additionally, the computing resources available through the cloud are expected to support advanced diagnostics and facilitate remote examinations of patients in high mobility scenarios.

Since the ambulance may be dispatched to a remote location that does not have the same coverage and available RATs as in an urban environment (location of the hospital), fast and seamless handover between different technologies is crucial. Furthermore, if the ambulance moves from one operator’s network to another then the m-Health service must seamlessly switch/handover from one network to another.

Since the route to the hospital is known or can be predicted, such real world information can be exploited by the network to further reduce the communications delay by moving the computing functions closer to the edge.

High reliability of communications should be achieved.

-------------------- END OF CHANGES ---------------------
