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Abstract: This document proposes text for dynamic policy control scenario  to be added to a new subsection under section 5.6 as well as additional requirements for mission critical services to be added to section 5.6.3: Potential requirements in the FS_SMARTER-CRIC TR 22.862.    
Proposal
This document proposes text for dynamic policy control scenario to be added to a new subsection under section 5.6 as well as additional requirements for mission critical services to be added to section 5.6.3: Potential requirements in the FS_SMARTER-CRIC TR 22.862.    
--- Beginning of Change ---
5.6
Mission critical services
5.6.1
Description

…

5.6.2
Traffic scenarios
5.6.2.1
Public Safety Lifeline
…
5.6.2.2
Public Safety Situational Awareness
…

5.6.2.X
Dynamic Policy Control

As mentioned above and documented in 3GPP TR 22.891 [2], the 5G network will support many commercial (e.g., medical) and regional/national regulatory specific (e.g., MPS, emergency services) critical communications applications with requirements for priority treatment, and during certain events (e.g. disaster events and network congestion), relative priority decisions will need to be made based on priority characteristics as:

· Efficient and rapid execution of the needed priority is desired without alteration of the underlying QoS specification,

· The priority of a particular application may need to be different (higher or lower) during a crisis event from that normally adopted by the system, and

· The priority of any given application may need to be different, e.g., elevated, for a particular user of that application based on operational needs and regional/national regulations.

The network also needs to support flexible means to make relative priority decisions based on the state of the network (e.g., during disaster events and network congestion) recognizing that the priority needs may change in time during a crisis event. Flexibility needs to be provided to conform to operator objectives and regional/national regulatory requirements.
 The 3GPP system may require,

(a) A network function that adapts the relative priorities of different users, and

(b) A suitable Interface that either pulls or receives the relevant user, device, application, network, incident or other dynamic data.

The designation of higher QoS and priority characteristics to specific applications/users may require downgrading other applications/users that are also served in the same geographical location or sector. 3GPP has defined a framework that may be sufficient to assign enhanced policies to the public safety applications/users in a particular geographical area or sector as associated to an incident, but may still fail in providing the necessary QoS and priority treatment, if other users in the corresponding sectors maintain their default policy definitions. Mission critical communications may require an additional level of awareness where the UEs served in a network section are known to the policy control function, such that policies are either enhanced or degraded, according to pre-determined set of rules.
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Fig. 5.6.1 Dynamic control of QoS, Priority and Policies

5.6.3
Potential requirements

Editor’s note: Text in this section has been accepted on a provisional basis and is subject to further scrutiny, clarifications, and inclusion of additional information.

The 3GPP system shall provide uplink and downlink data transfer rates for public safety group and private communications, supporting real-time voice, video and data to users that are stationary or who move at pedestrian speed.

The 3GPP system shall be capable of providing real time audio and video information derived from real-time processing of data obtained in the environment surrounding a public safety officer and correlated in a timely fashion with relevant databases.
The 3GPP system shall allow flexible means to make and enforce relative priority decisions among the different application services.

The 3GPP system shall be able to provide a real-time dynamic control function that adapts the prioritized access, QoS and policies to end users based on various criteria:

1.
User status (e.g. location, emergency),

2.
Network status (e.g. congestion),

3.
Application data (e.g. required QoS), and

4.
Incident or other dynamic data.

The dynamic control function shall also be able to have awareness of the various UEs in a geographical area or sector (e.g. incident location) such that their prioritized access, QoS and policies are modified (bettered or worsen)
The 3GPP system shall be able to provide a suitable API that allows the exchange of user, network, application, and incident data, collected either manually with user intervention or from automated sources (e.g. bio-sensors, GPS devices, cameras, network logs, a CAD system, etc.).

The 3GPP system shall be able to support a QoS and policy framework across multiple accesses.

The 3GPP system shall be able to support E2E (e.g. UE to UE) QoS for a service.
The 3GPP system shall be able to collect and feedback network status data (e.g. traffic and congestion in cell sites and backhaul links) in real-time, to allow the dynamic allocation of Priority, QoS and Policies for public safety users.
NOTE: E2E QoS needs to consider QoS in RAN, Backhaul, CN, Backbone and the Application Layer.

--- End of Change ---
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