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Abstract: The Tdoc adds relevant material from 22.891 to CriC as an enabler to reduce user plane establishment latency
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Discussion

Use case 5.40 in 22.891 [1] describes devices with widely varying traffic characteristics. For example, a video camera spends most of its life periodically sending small amount of information. Only when something happens does it send a large amount of video data. In a different example, a smart phone could be used for hours just for location updates until its user decides to send and receive a large amount of data.

From the TR description, “Specifically, to support short data bursts, the network will need the ability to operate in a connectionless mode where there is no need to establish and teardown connections when small amounts of data need to be sent. The system will therefore accept data transmission without a lengthy and signalling intensive bearer establishment and authentication procedure. The system will, as a result, avoid both a negative impact to battery life for the device and using more signalling resources than actual data transport resources. The same device will need to establish a connection when it needs to transmit a large amount of data (e.g., video)”

The TR [1] goes on to establish the following PRs:

The 3GPP System shall be efficient and flexible for both low throughput short data bursts and high throughput data transmissions (e.g., streaming video) from the same device.

The 3GPP system shall support efficient signalling mechanisms (e.g., signalling is less than payload).

The 3GPP system shall reduce signalling overhead for security needed for short data burst transmission, without reducing the security protection provided by 4G 3GPP Systems.

How does it apply e.g. to drones?

At this point the method to control movement of a multitude of drones in the air has not been decided. Several points can be learnt from civil aviation of manned aircraft:
a) Pilots may fly to Visual Flight Rules (VFR) which, basically, assume that an alert pilot is aware of traffic around the plane and will take corrective action. Visual flight rules are allowed in good weather only. Specifically in the US for example visibility must be 3M or better and airplane must maintain specific clearance from clouds. There are additional cloud base minimums for flying (though the numbers may not be meaningful for low flying drones).

In high traffic areas VFR pilots may request and receive assistance in the form of ground radar support (i.e. traffic alerts). 
b) Alternatively pilots may fly to Instrument flight Rules (IFR) which means that the pilot files a flight plan and requests clearance. Receiving clearance, the pilot then flies along a pre-specified route with given location, altitude and velocity at all times. The pilot is assured of separation from other aircraft (i.e. collision avoidance) and can therefore fly through clouds etc.. All airlines fly IFR.
Applying these ideas to drones, the following understanding emerges:

· Drones which fly VFR only are severely weather limited and maintaining separation (collision avoidance) requires heavy communications or very good sensors or both.
· Drones that are flown according to predetermined flight plan are guaranteed separation and can fly autonomously. Drones may only need to be switched to visual piloting over the destination (e.g. for package drop) area.
What are the implication to communication system design?
Drones flying VFR will likely need an active connection to ground. On the other hand, drones flying to pre-determined route do not need to be on a continuous high speed link with ground or with each other. Periodic status reports and route updates will suffice. However, occasionally transmission will need to be event based (e.g. when drone encounters the unexpected). 

From the application point of view latency includes all steps necessary to establish connection which in today’s network include authentication and bearer establishment. Reducing the number of steps reduces latency and is therefore beneficial.
At this point we do not know how drones will be flown and we should be prepared for both alternatives. This Tdoc adds handling of variable data rate as an enabler to reducing transmission latency e.g. for drones.
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5.3
Very low latency

5.3.1
Description

5.3.2
Traffic scenarios

5.3.2.1
Extreme real-time communications and the tactile internet

As mentioned in the NGMN 5G whitepaper [2] and WID for SMARTER, “extreme real-time communications” present tight requirements for communications networks. Another term to describe extreme real-time applications is the “tactile internet” as described by Gerhard Fettweis. Tactile Internet applications require extremely low latency and high reliability and security.

Examples of extreme real-time communications include:

-
Truly immersive, proximal cloud driven virtual reality

-
Remote control of vehicles and robots, real-time control of flying and driving things

-
Remote health care, monitoring, diagnosis, treatment, surgery.

Target 1 ms delay implies endpoints must be physically close. Maximum distance between endpoints depends on delay budget per link.

5.3.2.2
Traffic scenario 2 title

5.3.2.x
Reduction of communication establishment latency

In the future drones may be set to fly semi-autonomously along pre-determined routes. While in this mode they will only need to transmit and receive small amounts of data (e.g. status reports and route updates). While mostly periodical, there is the need for event driven low latency transmission (e.g. when a drone encounters the unexpected). 
To reduce latency from the application point of view it is necessary to reduce the number of steps that are required before user data may be transmitting. A low latency system would be able to accept small data transmissions without a lengthy bearer establishment and authentication procedure.. 

5.2.3
Potential requirements

The 3GPP system shall support 1 ms one-way delay between mobile devices and devices in the nearby Internet.

Editor's note: Add justification for the performance values. Define "nearby Internet".

The 3GPP System shall minimize the latency caused by signaling, including for security, that is required prior to user data transmission. 
