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Abstract: This document proposes text for the description and potential requirements to support efficient policy enforcement in the 3GPP system.
--- START MODIFIED CLAUSE ---
5.x
Efficient Policy Enforcement 
5.x.1
Description
In 3GPP systems, policy and charging rules are defined by a policy and charging rules function (PCRF) and enforced at P-GW by creating service data flow filters. Policy and charging control (PCC) rules may be defined for uplink and downlink service data flows and include QoS, charging and admission control. For policy enforcement, P-GW creates a set of SDF filters based on the PCC rules and applies those filters against an IP packet from the highest precedence SDF filter until a matching rule is found. 
Current systems also rely on dedicated bearers to provide clear separation of flows and treatments for certain applications (e.g. for IMS signalling and media transport.)
To date, it has been sufficient to define a simple PCC rule set: such as guaranteed bit rate to real time services like voice/IMS signalling and best-effort service for all other flows. In 5G, there could be a large number of service flows that have different QoS requirements and need to be handled correspondingly. Examples include mission critical traffic, online/on-demand streaming traffic, voice traffic, delay tolerant traffic, best-effort Web traffic etc.   Furthermore, many application service providers may support free services through cellular networks to entice users or to provide better user experience to existing users, dubbed as sponsored connectivity. To support diverse service flows, P-GW should create a large number of SDFs for a user and apply them for each packet. Furthermore, virtualized network functions (including P-GW), expected in 5G, should be easily migrated from one physical machine to another depending on workload or in case of software upgrade. The current SDF based policy enforcement may need enhancements to efficiently provide these functions for 5G.

3GPP should consider a method to enforce policy rules efficiently in the presence of a large number of service flows for a user and to support easy migration of PCEF.
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Figure x.x: The service data flow template role in detecting the downlink part of a service data flow and mapping to IP‑CAN bearers [from figure 6.4, 3GPP TS 23.203]
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Figure x.x: The service data flow template role in detecting the uplink part of a service data flow [from figure 6.5, 3GPP TS 23.203]
5.x.2
Potential Requirements
3GPP system shall efficiently enforce PCC rules for a large number of UEs. 
3GPP system shall enforce policy rules efficiently in the presence of a large number of service flows.
PCC rules may be defined based on the user’s subscription profile, or be defined based on service level agreements (SLAs) with partner service providers.
--- END NEW CLAUSE ---
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