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5.3
Mobility support

5.3.1
Description
Next generation systems are expected to address very different requirements on mobility support. Some UEs will access the network while moving at very high speeds, other UEs will be nomadic, with perhaps known patterns of movement, and others will be entirely stationary when accessing the network.  A case in point, many IoT devices will be stationary, or have very low mobility. For example, devices may be embedded in consumer products intended to remain stable in a home or office setting.  Once activated in the appropriate setting, the device will always access the network from the same location.  A resource efficient method for supporting stationary devices will be essential.
The requirements for mobility support also vary based on the applications and services used. While some services require the network to hide mobility events from the application layer to avoid interruptions in service delivery, other applications have application specific means to ensure service continuity. Hiding mobility events includes aspects such as minimizing interruption time and packet loss or maintaining the same IP address during intra- or inter-RAT cell changes. A resource efficient method for supporting mobility hiding will be essential.
Taking these factors into consideration, mobility management procedures can be optimized in future 3GPP systems, Current 3GPP systems (UTRA, EUTRA) have two different types of mobility management procedures: Idle mode and connected mode mobility management. 

Idle mode mobility management includes the procedures defined to be used when the UE is not connected to the network. In this case the UE will perform e.g., cell reselection and location updates (e.g., cell update, tracking area update, etc). Most of the traffic is due to transmission of control/signalling messages, paging, and some infrequent user data. In LTE, the UE updates its location at every time it changes a tracking area. A large tracking area may reduce the signalling in terms of location updates and minimize the battery consumption in the UE, but it also generates more uncertainty regarding UE location, generating more paging messages and possibly increasing the time it takes to establish a connection. If tracking areas are very small (up to a cell), then the UE location is known. But if the tracking area is small and the UE is moving fast there may be an increase in signalling due to location updates. For a stationary UE, the periodic tracking area update procedure will generate high signalling with little benefits to the network if the network knows the UE is stationary. Thus, enabling the support of different levels of mobility for different UEs and being able to adapt the mobility management procedure based on the UE mobility would be beneficial in terms of UE battery consumption and network operation.

Connected mode mobility management, on the other hand, is the management of mobility when the UE is connected to the network and is transmitting and/or receiving voice or user data. In this case handovers are triggered by the network based on factors such as measurement results and cell load. The maintenance of the connectivity of the applications that are running in the UE is an important factor to be considered when deciding on the handling of the handover procedure. Minimizing packet loss and interruption time are some of the goals as the user moves and handovers are performed. Different applications may require different levels of mobility handling support. Some applications may not require the network to maintain the same IP address during mobility events because they have application-specific means of addressing the mobility. But these applications may still require the network to minimize interruption times so that they can continue to communicate quickly to ensure that their application-specific means to ensure service continuity work effectively. With the ever-increasing multimedia broadband (MBB) data volumes, it is also important to enable the offloading of IP traffic from the 3GPP network onto traditional IP routing networks via an IP anchor node close to the network edge. As the UE moves, changing the IP anchor node may be needed in order to reduce the traffic load in the system, reduce end-to-end latency and provide a better user experience. 
