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Wireless Briefcase
x.1.1	Description
This use case provides a user with Personal Content Management (PeCM) of all of their traditionally stored HDD information in the form of a Flat Distributed Personal Cloud (FDPeC) facilitated over the 3GPP communications network.
Today there are many single-stop cloud providers but they are all centralised and have notable latency even when accessed by fast communications links to the internet.
What is proposed here is a ‘distributed cloud’ accessed over the 3GPP communications network and always aware of the latest changes that a user is making to their personal information and stored files.
A user would need to carry only their 3GPP communications device in order to access any of their personal content information/files.
The FDPeC comprises multiple ‘distributed’ storage locations:  i) at the 3GPP device, ii) at the 3GPP edge node cache that they are currently camped on and iii) at the user’s nominated Internet Cloud store.
The users Most Recently Used (MRU) information/files are stored at the 3GPP device and/or at the 3GPP edge node cache
The Least Recently Used (LRU) information/files are stored at the Internet Cloud store.
Over time the user’s information/files are all stored at the Internet Cloud store.
As the user moves, his information is stored at different parts of the composite FDPeC in order to minimise latency and manage the cloud across the available communications options that the user can access at this time and in this environment.
x.1.2	Pre-conditions
The user has subscribed to an Internet Cloud store
The user has subscribed to an operator’s or service provider’s FDPeC
x.1.3	Service Flows
1. A user is at work; his 3GPP device is on the desk and operates as a communication bridge to a local machine that has 3GPP/WiFi connectivity, a human interface and a processor with a set of local applications and the user’s FDPeC.  
2. The user’s 3GPP device has automatically security validated that the applications on the local machine are valid for this user and enabled them for access to the FDPeC whilst the user is in short range of the local machine. 
3. The user walks away from the desk and takes his 3GPP device with him.  
· The FDPeC system tracks the user/3GPP device with all of his MRU and open documents/information ported on his device and ends the security validation with the local machine on the desk.
4. The user/device moves to another location in the car or at home and moves into range of the new local machine and security validates with this new set of equipment (if the user has previously camped on this equipment)
5. In this way the user can move around to different local machines and has to carry only his device with him.
6. Initial validation of the user’s device with a particular local machine is enabled by operating a simple security software application running on the local machine and validating the device to it using the device and SIM security as the security anchor.
x.1.4	Post-conditions
x.1.5	Potential Impacts or Interactions with Existing Services/Features
x.1.6	Potential Requirements
[bookmark: _GoBack]The 3GPP system shall support the ability to securely store the personal data information/files of a user in such a way that they are retrievable with no perceptible delay to the user. at the 3GPP edge node as a series of encrypted data chunks identified to the user SIM details and secured with a security certificate for the relationship of a User/Device to a network.
The 3GPP System shall support a suitable A control protocol shall be provided to control the upload and download of personal encrypted information/files between the 3GPP device and a storage segment of a system such as FDPeC (Flat Distributed Personal Cloud). located at a 3GPP Edge node.
It is assumed that the A suitable control system (e.g. FDPec control system) shall be standardised for use as part of the 3GPP system evolution.

