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Abstract: This paper discusses interoperability aspects of V2X resulting from multioperator deployments and international roaming, spectrum issues and gives some requirements a 3GPP V2X solution should fulfil.
Discussion
Reading through the existing use cases it becomes obvious all traffic participants (vehicles, pedestrians etc), have to receive the same service quality, especially in terms of latencies. Delays in delivery of messages caused by prolonged routing of messages e.g. due to home routing and redirecting back to the visited country in a roaming situation are not acceptable. Same applies to delays in being allowed to participate in V2X communication e.g. when moving from country to country.

Requirement 1: The V2X system shall provide the same latencies, data rates and other performance related figures to all traffic participants irrespective of whether they are roaming in their HPLMN or are roaming in another PLMN.

Interoperability is key when it comes to setting up a V2X system. This includes roaming and interworking between networks. This is highly affected by the deployment model adopted in each country and it is not clear yet what deployment models eventually a 3GPP based V2X system will follow. This situation is even aggravated by neighboring countries adopting different deployment models. 
One can anticipate various deployment models that could be applied when supporting a V2X system in a country. One could be a dedicated operator running the V2X system, the operator could be an existing commercial operator or a new operator only taking care of V2X. The latter one could then either setup his own network or make use of other operators’ networks e.g. by RAN sharing for example as a MVNO. Another model is several operators supporting the V2X system, e.g. all commercial operators in a country could support V2X. This model could further be subdivided into a regional split between operators, each operator only covering part of the country or all operators covering the entire country.
The situation becomes even more complex when considering the European situation, where huge numbers of cars move from one country to another, for example in Germany 6% of all vehicles on highways are from foreign countries (Source: Bundesanstalt für Straßenwesen (German Road authority))
We also have to consider border area situations in which vehicles even though still in their home country register with the neighboring country’s networks. A geographical area which had caused main headaches in that respect was the upper Rhine valley from Basel (Switzerland) to Karlsruhe (Germany) the Rhine valley is flat and in average 25km wide with mountain ranges and villages with eNb on their slopes. The Rhine river marks the border between France and Germany in that area.
See: https://www.google.de/maps/dir/Basel,+Schweiz/Karlsruhe/@48.3079099,6.7000831,8z/data=!3m1!4b1!4m14!4m13!1m5!1m1!1s0x479049c72769304f:0x361ceb70f36d8a90!2m2!1d7.5975507!2d47.5674422!1m5!1m1!1s0x47970648a2e07809:0xb6fc55734cb7ee7f!2m2!1d8.4036527!2d49.0068901!3e0
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Source: Google Maps

This situation can cause frequent changes of the PLMNs especially for UEs foreign to the neighboring countries. 

Let’s assume a Serbian car (i.e Serbian operator) driving down the Rhine valley. It has a large choice of networks it could use for V2X potentially – depending on the deployment model used in the countries. For example, close to Basel (Switzerland) it has at least a choice of 9 networks  (3 German, at least 3 French and at least 3 Swiss) in this case not only the roaming agreements are put to the test, but also the swift change between of the networks supporting V2X. At the moment, based on existing PLMN selection mechanisms, the UE in the Serbian car will very likely jump between networks of different countries even though it e.g. takes the eastern route all the time in Germany.

Requirement 2: The 3GPP system shall announce whether it supports V2X services.
For classical UEs it is not a big problem - but is still a nuisance - to register in a new PLMN every now and then. The outage time is acceptable in this case, but regrettably this is not the case for a V2X UE which has to be provided a much more stable communication service, with very little outage times. 

Focusing on V2V this has even some more implications, a UE registering with e.g. a French network while driving in Germany will be controlled by the French network and assigned very likely frequencies/channels for V2V that might not be used at its location in Germany and thus the UE becomes isolated. This problem also exists within the same country in case there are several networks support V2X. It could be resolved by cross border/network coordination or even more simple and with less overhead, by dedicating a certain frequency band at least to V2V communication. 

For the likelihood of the deployment scenarios to happen one has to spend also a few thoughts on the revenues an operator could yield by supporting V2X. An operator very cannot ask a fortune for supporting V2V communication, considering 802.11P does it for free. Of course, 802.11P has certain limitations, e.g. in high traffic density situations the lack of coordination is creating adverse effects, and for setting up secure communication it relies on a public communication network – aka 3GPP. So there is some money a 3GPP operator could ask for e.g. for the coordination of the ProSe based V2V communication, however, using his own spectrum an operator can yield much more revenue by services other than V2V. This calls for some dedicated spectrum operators could use for V2V communication.
Requirement 3: To mitigate complexity and to facilitate simplicity of interworking 3GPP based V2X service shall be designed for use in a dedicated and regionally unified frequency band.
Another point is the question whether V2V should really be a service with subscription checking before allowing the communication to start. Clearly there is a need of identification of the UE/traffic participant to provide means to trace in case  of abuse and it is also clear the above mentioned coordination by the network is required to achieve high resource efficiency and to avoid congestion and there are merits of being able to stop a rogue UE from transmitting. 
So there are two options:

Requirement 4a: V2V UE shall be able to use V2V without subscription checking, to mitigate abuse the controlling network shall be able to ban the V2V UE from using V2V communication.
Or:

Requirement 4b: The outage time in V2V communication caused by a V2V UE changing networks shall be kept below 1s.
It is proposed to include the following text into 22.885:

***** BEGIN CHANGE *****
5.x
Interoperability
5.x.1
Description

Reading through the existing use cases it becomes obvious all traffic participants (vehicles, pedestrians etc), have to receive the same service quality, especially in terms of latencies. Delays in delivery of messages caused by prolonged routing of messages e.g. due to home routing and redirecting back to the visited country in a roaming situation are not acceptable. Same applies to delays in being allowed to participate in V2X communication e.g. when moving from country to country.

Interoperability is key when it comes to setting up a V2X system. This includes roaming and interworking between networks. This is highly affected by the deployment model adopted in each country and it is not clear yet what deployment models eventually a 3GPP based V2X system will follow. This situation is even aggravated by neighboring countries adopting different deployment models. 

One can anticipate various deployment models that could be applied when supporting a V2X system in a country. One could be a dedicated operator running the V2X system, the operator could be an existing commercial operator or a new operator only taking care of V2X. The latter one could then either setup his own network or make use of other operators’ networks e.g. by RAN sharing for exampleas a MVNO. Another model is several operators supporting the V2X system, e.g. all commercial operators in a country could support V2X. This model could further be subdivided into a regional split between operators, each operator only covering part of the country or all operators covering the entire country.

The situation becomes even more complex when considering the European situation, where huge numbers of cars move from one country to another, for example in Germany 6% of all vehicles on highways are from foreign countries. (Source: Bundesanstalt für Strassenwesen (German Road authority))

We also have to consider border area situations in which vehicles even though still in their home country register with the neighboring country’s networks. A geographical area which had caused main headaches in that respect was the upper Rhine valley from Basel (Switzerland) to Karlsruhe (Germany) the Rhine valley is flat and in average 25km wide with mountain ranges and villages with eNb on the slopes. The Rhine river marks the border between France and Germany in that area.

See: https://www.google.de/maps/dir/Basel,+Schweiz/Karlsruhe/@48.3079099,6.7000831,8z/data=!3m1!4b1!4m14!4m13!1m5!1m1!1s0x479049c72769304f:0x361ceb70f36d8a90!2m2!1d7.5975507!2d47.5674422!1m5!1m1!1s0x47970648a2e07809:0xb6fc55734cb7ee7f!2m2!1d8.4036527!2d49.0068901!3e0
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Source: Google Maps

This can cause frequent changes of the PLMNs especially for UEs foreign to the neighboring countries. 

Let’s assume a Serbian car (i.e Serbian operator) driving down the Rhine valley. It has a large choice of networks it could use for V2X potentially – depending on the deployment model used in the countries. For example, close to Basel (Switzerland) it has at least a choice of 9 networks  (3 German, at least 3 French and at least 3 Swiss) in this case not only the roaming agreements are put to the test, but also the swift change between of the networks supporting V2X. At the moment, based on existing PLMN selection mechanisms, the UE in the Serbian car will very likely jump between networks of different countries even though it e.g. takes the eastern route through Germany – most of the time the Rhine river is the border between France and Germany.

For classical UEs it is not a big problem - but is still a nuisance - to register in a new PLMN every now and then. The outage time is acceptable in this case, but regrettably this is not the case for a V2X UE which has to be provided a much more stable communication service, with very little outage times. 

Focusing on V2V this has even some more implications, a UE registering with e.g. a French network while driving in Germany will be controlled by the French network and assigned very likely frequencies/channels for V2V that might not be used at its location in Germany and thus the UE becomes isolated. This problem also exists within the same country in case there are several networks support V2X. It could be resolved by cross border/network coordination or even more simple and with less overhead, by dedicating a certain frequency band at least to V2V communication. 

For the likelyhood of the deployment scenarios to happen one has to spend a few thoughts on the revenues an operator could yield by supporting V2X. An operator very clearly cannot ask a fortune for V2V communication, considering 802.11P does it for free. Of course, 802.11P has certain limitations, e.g. in high traffic density situations the lack of coordination is creating adverse effects, and for setting up secure communication it relies on a public communication network – aka 3GPP. So there is some money a 3GPP operator could ask for e.g. for the coordination of the ProSe based V2V communication , however, using his own spectrum an operator can yield much more revenue by services other than V2V. This again calls for some dedicated spectrum operators could use for V2V communication.

This raises the question whether V2V should really be a service with subscription checking before allowing the communication to start. Clearly there is a need of identification of the UE/traffic participant to provide means to trace in case  of abuse and it is also clear the above mentioned coordination by the network is required to achieve high resource efficiency and to avoid congestion. On the other there are merits of being able to stop a rogue UE from transmitting. 
5.x.2

Pre-conditions 

N/A
5.x.3
Service Flows

N/A
5.x.4
Post-conditions

N/A
5.x.5
Potential Requirements
The V2X system shall provide the same latencies, data rates and other performance related figures to all traffic participants irrespective of whether they are roaming in their HPLMN or are roaming in another PLMN.

The 3GPP system shall announce whether it supports V2X services.
To mitigate complexity and to facilitate simplicity of interworking 3GPP based V2X service shall be designed for use in a dedicated and regionally unified frequency band. (E.g. EU, North America)
[And one of the two requirements below:]
[V2V UE shall be able to use V2V without subscription checking, to mitigate abuse the controlling network shall be able to ban a V2V UE from using V2V communication.]
[The outage time in V2V communication caused by a V2V UE changing networks shall be kept below 1s.]
***** END of CHANGE *****
