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Abstract: This document aims at describing the situation between different dedicated networks and commercial networks. Service continuity may need to be enhanced to be adapted to this new context. Then, sooner or later, there will be a need for load balancing between different networks
---------- Use Case template ----------
8
Mobility
8.1
A complex network context
8.1.1
Different networks
Countries are beginning to allocate frequencies for PPDR LTE networks. Indeed, in order to achieve a coverage as wide as possible with an optimum cost effectiveness, several strategies can be used and combined: RAN sharing with dedicated frequencies on an MNO access network, priority management with no use of dedicated frequencies, dedicated networks, reuse of utilities networks etc… 
As a consequence, we need to consider different kinds of networks :

· wide area networks over a country

· city networks

· very local networks (an airport, a powerplant…)

· special networks (metro, trains)

Considering availability of network deployments, critical communications organizations will need interoperability and seamless mobility between dedicated networks owned by different organizations and mobile network operators’networks.
8.1.2
 Mobility management needs

Basic needs are:
· Seamless mobility between dedicated and commercial network.

· Public safety organizations will need to be able to use their spectrum as they want to deploy tactical networks or larger dedicated networks in addition to an existing network using the same frequencies (including RAN sharing). 
In addition mobility will have to be managed coherently with operational priority management made at application (MCPTT, MCDATA, MCVideo) level.

As far as possible, already existing mobility mechanisms should be reused. But, there is a need for the mission critical services applications to exchange about priority indications (coming from operational level) that could influence the authorization of mobility. As a consequence roaming and mobility should be subject to operational constraints taken into account at the mission critical 

8.1.3 
Priority management between networks, load balancing between networks

There have been a lot of discussions about the difference between mission critical and non mission critical data types. The main conclusion of that discussion is data type Mission Critical or not depends on what is happening on the field and can change in a few seconds. The priority management mechanisms in MCPTT, MCDATA and MCVideo will allow critical communications users to manage priority in overload situations so that critical data is instantaneously identified according to the field situation and transported correctly on the network through efficient priority management mechanisms.

Overload can be managed through not transmitting non mission data or use commercial operators as « offload ».
Overload will be managed by a policy established between the MCPTT operator and the mobile network operator. 
The need is summarized is the following figure :
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