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***** BEGIN 1st CHANGE *****
4.6.5
Potential Requirements
The 3GPP network shall be able to detect the failure of third party servers.
The 3GPP network shall be able to receive information regarding congestion levels of the third party application servers.

The 3GPP network shall be able to control and prioritize access to a third party server/s that are indicating congestion based on the MNO’s service subscription profiles without impacting the traffic to other unaffected third party servers.

The 3GPP network shall be able to activate or deactivate the control of traffic from applications on the UE to a congested or failed third party server/s.

Based on the traffic load on the 3GPP network and the MNO policy, the 3GPP may or may not activate the control of traffic from applications on the UE to a congested or failed third party server/s.

The 3GPP network shall be able to apply and modify a range of barring rates to control the traffic from applications on the UE to a third party server/s based on the congestion conditions at the third party application server/s.

The system shall be able to monitor the changing conditions of congestion or failure and restoration of normal service at the third party application servers and gracefully ease or cease control of the traffic.

CATS can be used to control existing connections towards the 3rd party server.
CATS can be used to control the setting up of new connections towards the 3rd party server.



***** END 1st CHANGE *****
***** BEGIN 2nd CHANGE *****
4.7.5
Potential Requirements
The 3GPP network shall be able to detect the failure of third party servers.


The 3GPP network shall be able to receive information regarding congestion levels of the third party application servers.

.
The third party service provider supporting CATS shall be able to provide differentiation of CATS access controls in 3GPP network on the basis of subscription profiles of third party service users
The network shall be able to activate or deactivate the control of traffic from applications on the UE to a congested or failed third party server/s.

Based on the traffic load on the 3GPP network and the MNO policy, the 3GPP may or may not activate the control of traffic from applications on the UE to a congested or failed third party server/s.
The 3GPP network shall be able to apply and modify a range of barring rates to control the traffic from applications on the UE to a third party server/s based on the congestion conditions at the third party application server/s. 

The system shall be able to monitor the changing conditions of congestion or failure and restoration of normal service at the third party application servers and gracefully ease or cease control of the traffic.

CATS can be used to control existing connections towards the 3rd party server.
CATS can be used to control the setting up of new connections towards the 3rd party server.



***** END 2nd CHANGE *****
***** BEGIN 3rd CHANGE *****
4.8.5
Potential Requirements
The 3GPP network shall be able to detect the failure of third party servers.
The 3GPP network shall be able to receive information regarding congestion levels of the 3rd party application servers.

The 3GPP network shall be able to control (block and/or prioritize) traffic from selected applications (e.g. picture- or video upload) of a UE towards the third party server/s experiencing congestion.
The 3GPP network shall be able to activate or deactivate the control of traffic from applications on the UE to a congested or unavailable third party server/s.
Based on the traffic load on the 3GPP network and the MNO policy, the 3GPP may or may not activate the control of traffic from applications on the UE to a congested or failed third party server/s.

The 3GPP network shall be able to apply and modify a range of barring rates to control the traffic from applications on the UE to a third party applications based on the congestion conditions or operational status at the third party application and servers.

The system shall be able to monitor the changing conditions of congestion or failure and the restoration of normal service at the 3rd party servers and gracefully ease or cease control of the traffic.

CATS can be used to control existing connections towards the 3rd party server.
CATS can be used to control the setting up of new connections towards the 3rd party server.



***** END 3rd CHANGE *****
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