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7
Potential Requirements

7.1
Potential network requirements
The user shall be able to notify the network containing the spoofed call detection capability, either before the call is answered, during the call, or after the call is completed, that an incoming call or call attempt is believed to be a false positive or false negative spoofed call detection result. 
The network operator shall be able to take further action based on this false positive or false negative indication of an undetected spoofed call or call attempt including updating the caller identification on any white lists/black lists
The user shall be able to review and manage the selected history list of detected spoofed calls and call attempts to the user depending on operator policy.
The network containing the spoofed call detection capability and UE shall provide the ability to present a trust level regarding the originating caller’s claimed identity to the user along with the call delivery.
The network containing the spoofed call detection capability and UE shall be able to provide to the user, incoming call treatment which includes the choice of identifying spoofed calls for which call information needs to be collected for further investigation.
The network containing the spoofed call detection capability shall allow the calling identity trust level to be included as a condition to any incoming call filtering services.
The network containing the spoofed call detection capability  shall utilize the detected calling identity trust level, when included as a condition, when applying any call filtering services to a user’s incoming calls.
7.2
Potential UE requirements

The user shall be able to notify the network containing the spoofed call detection capability, either before the call is answered, during the call, or after the call is completed, that an incoming call or call attempt is believed to be a false positive or false negative spoofed call detection result
The user shall be able to review and manage the selected history list of detected spoofed calls and call attempts to the user depending on operator policy.
The network containing the spoofed call detection capability and UE shall provide the ability to present a trust level regarding the originating caller’s claimed identity to the user along with the call delivery.
The network containing the spoofed call detection capability and UE shall be able to provide to the user, incoming call treatment which includes the choice of identifying spoofed calls for which call information needs to be collected for further investigation.
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