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Abstract

This proposal clarifies the scope and objectives of FS_CATS by adding the network-centred concept alongside the UE-centred concept, originally in the WID. It also adds text clarifying that the primary objective of this study is to protect the 3GPP network from unproductive traffic towards 3rd party servers in difficulties, and a secondary objective, partly a by-product, is to protect and manage traffic to the same 3rd party servers.
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1
3GPP Work Area

	X
	Radio Access

	X
	Core Network

	X
	Services


2
Classification of WI and linked work items
2.0
Primary classification
This work item is a …

	X
	Study Item (go to 2.1)

	
	Feature (go to 2.2)

	
	Building Block (go to 2.3)

	
	Work Task (go to 2.4)


2.1
Study Item

	Related Work Item(s) (if any]

	Unique ID
	Title
	Nature of relationship

	610030
	Service Exposure & Enablement Support (SEES)
	SEES aims to provide a means for third party services and the 3GPP network to make each other aware of various capabilities and situations.

	570034
	Study on Application specific Congestion control for Data Communication (FS_ACDC)
	FS_ACDC aims to provide requirements for the control of applications such that a small number of very specific applications provisioned in categories are provided access to network resources in disaster situations or other abnormal circumstances. FS_CATS may leverage some techniques that will be required in implementing ACDC


Go to §3.

2.2
Feature
	Related Study Item or Feature (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	


Go to §3.

2.3
Building Block

	Parent Feature (or Study Item)

	Unique ID
	Title
	TS

	
	
	


This work item is … 
	
	Stage 1 (go to 2.3.1)

	
	Stage 2 (go to 2.3.2)

	
	Stage 3 (go to 2.3.3)

	
	Test spec (go to 2.3.4)

	
	Other (go to 2.3.5)


2.3.1
Stage 1

	Source of external requirements (if any)

	Organization
	Document
	Remarks

	
	
	


Go to §3.

2.3.2
Stage 2
	Corresponding stage 1 work item

	Unique ID
	Title
	TS

	
	
	


	Other source of stage 1 information

	TS or CR(s)
	Clause
	Remarks

	
	
	



If no identified source of stage 1 information, justify: 
Go to §3.

2.3.3
Stage 3
	Corresponding stage 2 work item (if any)

	Unique ID
	Title
	TS

	
	
	


	Else, corresponding stage 1 work item

	Unique ID
	Title
	TS

	
	
	


	Other justification

	TS or CR(s) or external document
	Clause
	Remarks

	
	
	



If no identified source of stage 2 information, justify: 

Go to §3.

2.3.4
Test spec

	Related Work Item(s)

	Unique ID
	Title
	TS

	
	
	


Go to §3.

2.3.5
Other
	Related Work Item(s)

	Unique ID
	Title
	Nature of relationship
	TS / TR

	
	
	
	


Go to §3.

2.4
Work task
	Parent Building Block

	Unique ID
	Title
	TS

	
	
	


3
Justification

With the spread of applications on UEs (also known as “smart phones”), coupled with the rapidly growing number of UEs designed for usage with little or no human involvement (machine type communications), the potential for issues to occur in the overall “system” involving these applications and the third party entities they interact with increases. When these third party entities experience difficulties, they may be able to manage their problems without undue impact on operator networks, but there will be times when they are not able to do so.
When a third party server becomes congested or fails, the communication by the UE applications that make use of that server need to be controlled so that excessive use of 3GPP network resources is avoided while not affecting other UE applications and their associated servers that are functioning normally. A third party server may be dedicated to a particular UE application or it may support multiple UE applications.
The 3GPP network needs to be able to detect or receive an indication from a third party server of its congestion status or failure status and selectively control UE applications (or their traffic in the 3GPP network) that make use of a third party server that has encountered difficulties. HTTP and other third party (possibly proprietary) protocols may have status codes but these may not be sufficient as they may not provide a suitable indication to the UE application of the nature of the issue and therefore could result in frequent retries even when these will fail, thus burdening the network with connection attempts that will fail. Third Party server failure modes can be envisaged where the server is not able to provide any status indication.
4
Objective

The objective of this study is to identify potential requirements that will enable the 3GPP network to detect or receive an indication from a third party server of its congestion status or failure status and selectively control individual UE applications (or their traffic in the 3GPP network) when the 3GPP network becomes aware that a third party server has run into difficulties. This will make it possible to
· Reduce or avoid unproductive traffic in 3GPP network (i.e., traffic that the 3rd party server is not able to receive) by blocking it either in the UE or in the 3GPP network (primary objective)
· Allow 3GPP network to help 3rd party servers to handle overload and recover from failures (secondary objective)
Notes: 

· The study will consider whether existing capabilities satisfy the use cases. Potential additional requirements will be formulated if enhancements to existing capabilities or new capabilities are needed. 

· When sending the TR to SA for information, it is planned to also send the TR to SA2 for information and feedback before moving to any normative work.

5
Service Aspects

None are anticipated. The overall level of service is expected to be better due to avoiding application behaviour that results in high volumes of service requests (network loading) that are likely to fail.
6
MMI-Aspects

None are anticipated.
7
Charging Aspects

SA5 will be consulted on charging aspects.
8
Security Aspects

SA3 will be consulted on security aspects.
9
Impacts

	Affects:
	UICC apps
	ME
	AN
	CN
	Others

	Yes
	
	X
	X
	X
	

	No
	X
	
	
	
	

	Don't know
	
	
	
	
	X


10
Expected Output and Time scale

	New specifications  [If Study Item, one TR is anticipated]

	Spec No.
	Title
	1st rsp. WG
	2nd rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary #
	Comments

	TR22.818
	Feasibility Study on Control of Applications when Third party Servers encounter difficulties
	SA1
	n/a
	SA#66 (Dec 2014)
	SA#67 (Mar 2015)
	

	
	
	
	
	
	
	


	Affected existing specifications  [None in the case of Study Items]

	Spec No.
	CR
	Subject of the CR
	Approved at plenary#
	Comments

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


11
Work item rapporteur(s)
Eriko Yoshida (er dash yoshida at kddi dot com)
12
Work item leadership

SA1
13
Supporting Individual Members
	Supporting IM name

	KDDI

	TeliaSonera AB

	China Unicom

	NTT DOCOMO INC.

	KPN N.V.

	MediaTek Inc.


