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Abstract
FS_CATS is envisioned as means to disable or throttle down access to certain application servers beset by problems, in order to better cope with the problem until resolved.  The present use case is a flip side of that capability.  It aims to disallow access to a server as a routine, but at certain times activate an application that is effectively dormant, keep it active (enabled) for a period of time, then disabled upon elimination of a condition that requires activity associated with such an application.  The example given is Disaster Message Board, an application of limited scope person-to-person messaging that is allowed only at times of natural or man-made disasters.
***** BEGIN 1st CHANGE *****
N.N
Use Case N - Activation of a Dormant App in the UE
N.N.1

Description

Normally, CATS capability entails disabling or throttling down access to certain application servers temporarily beset by problems.  In those rare cases, CATS is engaged to assist the app server in better coping with the problem, and/or reduce unproductive radio interface traffic.  In this use case, however, the sequence of disabling (reducing), then re-enabling (ramping up) application traffic from UEs is reversed.  The fundamental capability remains the same.

Though the purpose may be different, the use case illustrates how the CATS capability can be used essentially unchanged.

Access to a DMB server is disallowed under normal circumstances.  When a disaster strikes, operator enables access to the DMB server from all UEs, and keeps it enabled until conditions improve and the DMB service becomes unnecessary.  The service is then disabled for all UEs.
N.N.2

Pre-conditions

DMB service has been implemented in the operator’s network.  All UEs have a specialized DMB application, which implements person-to-person messaging, designed to be immune from congestion in the network.
N.N.3

Service Flows
A powerful approaching hurricane causes the authorities to order large scale evacuation from coastal areas expected to be affected.  

Mobile traffic increases and becomes congested as population prepares for evacuation and starts to evacuate.  

Operator announces availability of DMB service (e.g. by means of PWS broadcast).  ACDC mechanism kicks in to keep most important traffic functioning well and substantially immune from congestion, including DMB traffic.  Additional DMB capacity is secured by leasing cloud computing resources for the expected large message volume.
Pierre lives near the coast, and he and most of his family members currently at home must evacuate.  Pierre attempts to make an online reservation at a hotel however, due to heavy cellular traffic and imposition of ACDC, he is unable to do so.
Attempts to reach Pierre’s daughter Celine, who lives in a college town away from home, are also futile.
Pierre uses DMB to send a message to Celine, who must undoubtedly be concerned by now, learning from the news about the weather conditions, evacuation and road accidents.  A string of messages between them are successfully delivered without much delay, despite cellular traffic congestion.
The following morning, the hurricane danger has passed, traffic is back to normal, and ACDC barriers reduced accordingly.  The operator announces via PWS broadcast the suspension of DMB service as no longer necessary.
Attempts by Pierre to send another DMB message to Celine and recount the family ordeal in some detail are not successful until he realizes that DMB is suspended.

Pierre resorts to regular means of communication, and is relieved he can not only send a brief message to Celine, but also upload some pictures from the storm for her and others to see via social media web sites.
4.N.4

Post-conditions

Operator was able to successfully manage the DMB service by reserving adequate cloud computing capacity well ahead of time for the expected DMB server volume, and release such capacity once the need was removed.
Pierre, along with millions other users, was able to use reliable and congestion-immune DMB service when really needed, and only for the purpose for which it was intended.
4.N.5

Potential Requirements

The potential requirements derived from this use case are:
-
The network shall be able to enable, disable and throttle volume of user plane traffic of a specific application on the UEs in an arbitrary control sequence and for arbitrary duration.

-   It shall be possible for the network to indicate to UEs when an application is enabled or disabled.
***** END 1st CHANGE *****
