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Abstract: This contribution attempts to provide for the proper usage of ensure and assure in the TS.
In TS 22.179 V1.0.0 there exists both: ensure (9) and assure (1) usage.

“Ensure, insure, assure, and secure mean to make a person or thing sure.  
- Ensure always implies a making certain and inevitable (as, this treatment will ensure his recovery); 
- insure, really a variant of ensure, is not restricted to this sense, for its technical meaning (to indemnify against loss) has affected its more general use so that it sometimes implies a making secure or protected (as, to take measures to insure plants against freezing);  
- assure is the preferred word when it takes a personal object and implies a making sure by removing all doubt or suspense (as, to assure one that he cannot fail); 
- secure implies the performance of an act or the like that assures one of safety or protection against contingencies (as, he needs a good income to secure him against poverty in his old age).
If this understanding of the usage of these terms is agreed, then it is suggested that the following change be made.

========== Change assure to ensure ==========================================
4.6.1
MCPTT Priority Model
Many LTE non public safety users today subscribe to one particular priority and QoS level of service (e.g, ‘gold', ‘silver' or ‘bronze'), which always provides fixed differentiation. This model, effective and relatively straightforward for non public safety users, falls short when it comes to the needs of the public safety applications. 
MCPTT Priority and QoS is situational. The MCPTT Service is intended to provide a real-time priority and QoS experience for MCPTT calls, as public safety users have significant dynamic operational conditions that must be accounted for when determining their priority. For example, the type of incident a responder is serving or their overall shift role needs to strongly influence a user's ability to obtain resources from the LTE system.
Another feature of a mission critical service is transparency of interactions between the users and the system. A first responder that needs to change the QoS of his communications is not be distracted from his mission due to complicated UE behaviors or service interactions. Instead, the service acts in an anticipatory and adaptive manner to provide the proper quality of experience to the user, automatically, or with simple and minimal interaction. 
The mission critical service is also expected to provide the ability to interface with public safety systems (e.g. Computer Aided Dispatch) in order to determine the user's state (e.g. incident severity), environment and conditions, and effect the most appropriate priority and QoS experience for the user. 
The MCPTT Priority handling for On-Network use for MCPTT Calls is modeled as shown in Figure 4.6.1.1. The model identifies three areas of prioritization: prioritization between and within calls, inter-system prioritization and prioritization at the transport layer (EPS and UE). At the Application Layer, a generic, network side, functional entity, "MCPTT Priority and QoS Control", processes, with each request, static, pre-configured information about users and groups participating in MCPTT as well as dynamic (or situational) information about them. Based on the results of this processing, the "MCPTT Priority and QoS Control" entity provides information to, and directs interactions with other functional entities, systems, or layers to ensure, to the extent possible, that from a quality of experience point of view, calls and transmissions are handled properly in accordance to established policy rules.
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