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Abstract: Clarify effect of Permanent disable
It is proposed to clarufy the effect of Permanent disable.
========= Change  ===============

6.15.4
Access control

The MCPTT service shall support suspending or disabling of access from an MCPTT UE or an MCPTT User to the MCPTT service.

The MCPTT service shall provide a mechanism to temporarily disable an MCPTT UE remotely by the MCPTT administrator or an authorized user.

A temporarily disabled MCPTT UE, which has limited access capability per operator policy, shall be able to be re-enabled by the MCPTT administrator or an authorized user.

The MCPTT service shall provide a mechanism to re-enable a temporarily disabled MCPTT UE by the MCPTT administrator or an authorized user.

The MCPTT service shall provide a mechanism to permanently disable an MCPTT UE by the MCPTT administrator or an authorized user.

The permanently disabled UE shall remove all MCPTT Personality Characteristics and MCPTT User Profiles stored in the MCPTT UE.

The permanently disabled UE shall have no access to MCPTT services.
The security solution for the MCPTT service shall minimize the impact of a compromised MCPTT UE on other MCPTT UEs.

========= End of change ===============

