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Abstract: Remove lack of clarity in the service description and related clauses in relation to mixed eNB/NeNB deployments and applicability when limited backhaul present
This contribution clarifies two aspects of the IOPS service definition which are unclear or mis-leading in the current service description and in other parts of the draft TS, namely:
· IOPS support for scenarios with no backhaul or a limited backhaul;

· IOPS support for eNB only, NeNB only or mixed enB/NeB deployments.

In particular, the Service Description is expanded to make clearer the different backhaul scenarios that the Isolated E-UTRAN feature addresses.

Because of the way that the service requirements have been expressed in the draft TS it has unintentionally implied that mixed eNB / NeNB deployments are not addressed by the IOPS feature.  This was not the intention and the wording in various clauses has been modified to indicate where the terms eNB and NeNB may be used inter-changeably.  In particular, the term (N)eNB has been used where the terms are inter-changeable (Note: this usage has been used in the past in respect of HeNBs and eNBs).  This usage also has the benefit of removing unnecessary repetition of almost identical requirements.
A general (service description like) paragraph addressing NeNB deployments has been moved from clause 5.3.1 to clause 4.1 (Service Description).

Proposed text changes:
<< FIRST CHANGE >>
4.1
Service description

Ensuring the continued ability of Public Safety users to communicate within mission critical situations is of the utmost importance. The Isolated E-UTRAN mode of operation provides the ability to maintain a level of communications for Public Safety users, via an eNB (or set of connected eNBs), following the loss of backhaul communications. The Isolated E-UTRAN mode of operation also provides the ability to create a serving radio access network without backhaul communications, from a deployment of one or more standalone Nomadic eNBs (NeNBs). In addition the Isolated EUTRAN feature also addresses the scenario where a fixed or nomadic set of eNBs is without normal backhaul communications but has been provided with an alternative (non-ideal) limited bandwidth backhaul.
An Isolated E-UTRAN may comprise a deployment of one or more NeNBs. In this case operator control would initiate Isolated E-UTRAN operation for a group of NeNBs in a given incident area. An Isolated E-UTRAN derived from NeNBs exhibits similar behaviour to an Isolated E-UTRAN derived from eNBs including: support for Public Safety UEs in the coverage area, communication between NeNBs and support for limited backhaul connectivity.
The Isolated E-UTRAN may comprise a single or multiple eNBs, a single or multiple NeNBs, or a mixed group of eNBs and NeNBs. An Isolated E-UTRAN comprising multiple (N)eNBs, with connections between the (N)eNBs, can provide communication between UEs across a wider area of coverage than can be provided by a single isolated (N)eNB. The UEs in the coverage of the Isolated E-UTRAN are able to continue communicating and provide a restricted set of services supporting voice, data and group communications, to their Public Safety users.
An Isolated E-UTRAN is characterised by having no, or a limited, backhaul connection.  In particular, the Isolated E-UTRAN feature enables services to be provided to Public Safety UEs in the following backhaul scenarios (See also Table 4.1-1):
-
No backhaul;

-
Limited bandwidth signalling only backhaul;

-
Limited bandwidth signalling and user data backhaul.
Table 4.1-1: Isolated E-UTRAN scenarios
	IOPS Scenario
	Signalling backhaul status
	User Data backhaul status
	Comment

	No backhaul
	Absent
	Absent
	Fully Isolated E-UTRAN operation using local routing of UE-UE data traffic and possible support for access to the public internet via a local gateway

	Signalling only backhaul
	Limited
	Absent
	User data traffic offload at the E-UTRAN using local routing of UE-UE data traffic and possible support for access to the public internet via a local gateway

	Limited backhaul
	Limited
	Limited
	Selective user data traffic offload at the E-UTRAN using local routing of UE-UE data traffic and possible support for access to the public internet via a local gateway

	Normal backhaul
	Normal
	Normal
	Normal EPC connected operation


<< SECOND CHANGE >>
5.3
Requirements for initiation of Isolated E-UTRAN operation

5.3.1
Introduction (informative)

The initiation of Isolated E-UTRAN operation occurs in the event an eNB determines that there is an interruption to normal backhaul connectivity. At this point the eNB can determine if it still has connectivity to other eNBs. It is necessary for services to be set up and a limited backhaul, that might be present, needs to be taken into consideration. The Isolated E-UTRAN needs to inform the UE that it is now working in an Isolated E-UTRAN and an indication to this effect is passed on to the Public Safety user.


5.3.2
Requirements

An eNB supporting Isolated E-UTRAN operation shall be able to detect a loss of backhaul connection and shall be able to initiate Isolated E-UTRAN operation.

An (N)eNB shall be informed by O&M procedures if its backhaul connection is of limited bandwith (e.g. a temporary nomadic backhaul deployment or an replacement backhaul in a disaster situation).
Under operator control an NeNB shall be able to initiate Isolated E-UTRAN operation.

When an eNB enters Isolated E-UTRAN operation it shall be able to, if permitted by operator policy, minimise disruption to existing established services between those Public Safety UEs served by the eNB. The eNB shall terminate services that cannot be supported locally by the Isolated E-UTRAN or by the limited backhaul service if that is available.

When an (N)eNB enters Isolated E-UTRAN operation services shall be supported for all Public Safety UEs under the coverage of the Isolated E-UTRAN.


An Isolated E-UTRAN may comprise one or more (N)eNBs.


An (N)eNB supporting Isolated E-UTRAN operation which has initiated Isolated E-UTRAN operation shall attempt to communicate with known peer (N)eNBs for the purpose of commencing Isolated E-UTRAN joint operation.


(N)eNBs engaged in Isolated E-UTRAN joint operation shall be able to exchange user traffic and signalling with other (N)eNBs belonging to the same Isolated E-UTRAN.


An Isolated E-UTRAN shall provide an indication to Public Safety UEs within the coverage area regarding whether limited bandwidth backhaul services are available or whether support is available for local services only. An Isolated E-UTRAN shall be capable of continuing to provide this indication until the Isolated E-UTRAN operation is terminated.

A Public Safety UE served by an Isolated E-UTRAN shall provide an indication to the user that the user is communicating within an Isolated E-UTRAN and whether a limited backhaul service is available or whether support is available for local services only.
<< THIRD CHANGE >>
5.4
Requirements for ongoing Isolated E-UTRAN operation

5.4.1
Introduction (informative)

It is necessary to manage the potentially dynamic ongoing operation of an Isolated E-UTRAN where:

-
Public Safety UEs join and leave the Isolated E-UTRAN.

-
eNBs join and leave the Isolated E-UTRAN.

-
NeNBs join and leave the Isolated E-UTRAN.

Both the eNB and EPC should respectively monitor the status of a disconnected backhaul connection with the intention of re-establishing a connection.
5.4.2
Requirements

An eNB shall monitor the status of its disconnected or limited bandwidth backhaul connection with the intention of re-establishing a connection to the EPC.

The EPC shall monitor the status of its disconnected backhaul connection with the intention of re-establishing a connection to the eNB.

The Isolated E-UTRAN shall admit Public Safety UEs to the Isolated E-UTRAN.

The Isolated E-UTRAN shall manage Public Safety UE mobility between (N)eNBs within the Isolate E-UTRAN.


The Isolated E-UTRAN shall possess the ability to add (N)eNBs to the Isolated E-UTRAN.

NOTE: An (N)eNB added to the Isolated E-UTRAN may be an (N)eNB which possess a limited backhaul connection. Furthermore the (N)eNB with a limited backhaul connection admitted to the Isolated E-UTRAN may be the only (N)eNB in the Isolated E-UTRAN that possesses a limited backhaul connection.



No disruption shall be caused to local services within the remaining Isolated E-UTRAN due to an (N)eNB leaving the Isolated E-UTRAN

NOTE: The (N)eNB leaving the Isolated E-UTRAN may be the only (N)eNB in the Isolated E-UTRAN which possess a limited backhaul connection.



<< END OF CHANGES >>

