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*****  First Change *****
2.1
Normative references

[1]
3GPP TS 22.003: "CS Teleservices supported by a PLMN".

[2]
Void

[3]
Void

[4]
Void

[5]
3GPP TS 22.101: "Service principles".

[6]
Void

[7]
3GPP TS 22.146: "Multimedia Broadcast/Multicast Service; Stage 1"

[8]
Void

[9]
IETF RFC 3261: "SIP: Session Initiation Protocol"
[10]
3GPP TS 22.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL); Service definition – Stage 1"

[11]
3GPP TS 22.057: "Mobile Execution Environment (MexE); Service description, Stage 1"

[12]
3GPP TS 22.038: "USIM/SIM Application Toolkit (USAT/SAT); Service description; Stage 1"

[13]
Open Mobile Alliance (OMA): OMA-RD-Parlay_Service_Access-V1_0-20100427-A
[14]
3GPP TR 21.905: "Vocabulary for 3GPP specifications"

[15]
IETF RFC 3966: "The tel URI for Telephone Numbers"

[16]
3GPP TS 22.240: "Stage 1 Service Requirement for the 3GPP Generic User Profile (GUP)"

[17]
ETSI ETS 300 284: "Integrated Services Digital Network (ISDN); User-to-User Signalling (UUS) supplementary service; Service description"

[19]
ETSI TS 102 424: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Requirements of the NGN network to support Emergency Communication from Citizen to Authority"
[20]
3GPP TS 22.173: "Multimedia Telephony Service and supplementary services"

[21]
3GPP TS 31.103: "Characteristics of the IP Multimedia Services Identity Module (ISIM) application".
[22]
IETF RFC 5039: "The Session Initiation Protocol (SIP) and Spam"
http://www.ietf.org/rfc/rfc5039.txt?number=5039
[23]
IETF RFC 5631: "Session Initiation Protocol (SIP) Session Mobility"
http://www.ietf.org/rfc/rfc5631.txt?number=5631
[24]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[25]
3GPP TS 22.081: "Line Identification supplementary services; Stage 1"
[26]
ITU-T Recommendation E.164: "The international public telecommunication numbering plan".
[27]
SIP Forum Document Number TWG-2: "SIPConnect Technical Recommendation Version 1.1"

[28]
Open Mobile Alliance (OMA): OMA-AD-Push-V2.3-20111122-A.pdf
[29]
IANA language (http://www.iana.org/assignments/language-subtag-registry/)
[30]
IETF draft-ietf-rtcweb-overview: "Overview: Real Time Protocols for Brower-based Applications" http://datatracker.ietf.org/doc/draft-ietf-rtcweb-overview/

Note: 
The above document cannot be formally referenced until it is published as an RFC. 

[31]
W3C: "WebRTC 1.0: Real-time Communication Between Browsers" http://www.w3.org/TR/webrtc/, August 2012

[32]
IETF draft-ietf-rtcweb-use-cases-and-requirements: "Web Real-Time Communication Use-cases and Requirements" http://datatracker.ietf.org/doc/draft-ietf-rtcweb- use-cases-and-requirements /

Note: 
The above document cannot be formally referenced until it is published as an RFC.

[X]
3GPP TS 22.519: " Business Communication Requirements"
***** Second Change*****

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [14] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [14].
Access independence: the ability for the subscribers to access their IP Multimedia services over any access network capable of providing IP-connectivity, e.g. via:

-
3GPP accesses (e.g. E-UTRAN, UTRAN, GERAN)

-
Non 3GPP accesses with specified interworking (e.g. WLAN with 3GPP interworking, DOCSIS®, WiMAX™ and cdma2000® access)

-
Other non 3GPP accesses that are not within the current scope of 3GPP (e.g. xDSL, PSTN, satellite, WLAN without 3GPP interworking)

Conference: An IP multimedia session with two or more participants. Each conference has a "conference focus". A conference can be uniquely identified by a user. Examples for a conference could be a Telepresence or a multimedia game, in which the conference focus is located in a game server.
Telepresence: A conference with interactive audio-visual communications experience between remote locations, where the users enjoy a strong sense of realism and presence between all participants by optimizing a variety of attributes such as audio and video quality, eye contact, body language, spatial audio, coordinated environments and natural image size.

Telepresence System: A set of functions, devices and network elements which are able to capture, deliver, manage and render multiple high quality interactive audio and video signals in a Telepresence conference. An appropriate number of devices (e.g. cameras, screens, loudspeakers, microphones, codecs) and environmental characteristics are used to establish Telepresence.

Conference Focus: The conference focus is an entity which has abilities to host conferences including their creation, maintenance, and manipulation of the media. A conference focus implements the conference policy (e.g. rules for talk burst control, assign priorities and participant’s rights).

Domain Name Owner: The entity that is noted in the Internet (i.e. ICANN or one of its subsidiaries) as owning the Domain Name.

IM CN subsystem: (IP Multimedia CN subsystem) comprises of all CN elements for the provision of IP multimedia applications over IP multimedia sessions
IMS Inter UE Transfer: Transfer at the IMS-level of all or some of the media components of an IMS session between UEs under the control of the same end-user while maintaining service continuity.

IMS Network‑Independent Public User Identity (INIPUI): A Public User Identity in the form of a SIP URI where the Domain Name part is a Shared Domain Name.
IMS Network‑Independent Public User Identity (INIPUI) User: An entity that is identified by an IMS Network-Independent Public User Identity.
IMS Network-Independent Public User Identity (INIPUI) Host: The entity that hosts and manages the INIPUIs.

IMS Network-Independent Public User Identity (INIPUI) Registry: An entity that provides mapping of IMS Network-Independent Public User Identities and IMS NNI-Routable Identifiers.

IMS Network‑Independent Public User Identity (INIPUI) Operator: An IMS operator who provides IMS-based Services for a Shared Domain Name.
IP multimedia application: an application that handles one or more media types simultaneously such as speech, audio, video and data (e.g. chat text, shared whiteboard) in a synchronised way from the user’s point of view. A multimedia application may involve multiple media streams of the same or different types multiple parties, multiple connections, and the addition or deletion of resources within a single IP multimedia session. A user may invoke concurrent IP multimedia applications in an IP multimedia session.

IP multimedia service: an IP multimedia service is the user experience provided by one or more IP multimedia applications.

IP multimedia session: an IP multimedia session is a set of multimedia senders and receivers and the data streams flowing from senders to receivers. IP multimedia sessions are supported by the IP multimedia CN Subsystem and are enabled by IP connectivity bearers (e.g. GPRS as a bearer). A user may invoke concurrent IP multimedia sessions.

Personal mobility: This is the mobility for those scenarios where the user changes the terminal used for network access at different locations. The ability of a user to access telecommunication services at any terminal on the basis of a personal identifier, and the capability of the network to provide those services delineated in the user's service profile. 
Source: ITU‑T NGN Focus Group.

NOTE:
Personal mobility is sometimes referred to as User mobility. User mobility is defined as the user having the capability to be able to move to different physical locations and use a terminal. In today's world there are examples of this already implemented. For example a user can travel around the world and use the public fixed line telephone network to be able to receive either all of the services that they would receive from their home fixed line telephone, or a limited number of services. Primarily the minimum service is the ability to make a voice call. Likewise a user can connect to their email by making use of internet cafes etc. The similarity of both cases is that the user is being provided with a terminal/device to gain access to there service. As for identification, the user has no unique identity in terms of the access network.

Shared Domain Name: The domain name in the IMS Network-Independent Public User Identity, and which is served by multiple IMS Operators.

Terminal Mobility: This is mobility for those scenarios where the same terminal equipment is moving or is used at different locations. The ability of a terminal to access telecommunication services from different locations or while in motion, and the capability of the network to identify and locate that terminal.
Source: ITU‑T NGN Focus Group.

NOTE:
Terminal Mobility is an extension of User Mobility, although it is possible to have Terminal Mobility without User Mobility. Terminal Mobility is defined as the terminal having the ability to be moved to different physical locations and provide the user access to their services by one or more different access methods.
Unsolicited Communication: Unsolicited Communication (UC) denotes bulk communication in IMS where the benefit is weighted in favour of the sender. In general the receiver(s) of UC do not wish to receive such communication. UC may comprise of, e.g., "SPam over IP Telephony (SPIT)" [22] or "SPam over IP Messaging (SPIM)".

Web Real-Time Communications (WebRTC): A set of browser extensions enabling web applications to define real-time services.

WebRTC IMS client: A WebRTC client that allows a user to access IMS services from a device that supports a WebRTC-capable browser.
Further definitions are given in 3GPP TR 21.905 [14].

***** Third Change *****

5
High level requirements

Support for IP multimedia sessions shall be provided in a flexible manner to allow operators to differentiate their services in the market place as well customise them to meet specific user needs. This shall be provided by the use of service capabilities in both networks and terminals, including both Personal Mobility and Terminal Mobility, for the creation and support of IP multimedia applications.

The following high level requirements shall be supported for IP multimedia applications:

-
Negotiable QoS for IP multimedia sessions both at the time of a session establishment as well as during the session by the operator and the user

-
Negotiable QoS for individual media components in an IP multimedia session both at the time of establishing a media component as well as when the media component is active by the operator and the user

-
End to end QoS for voice at least as good as that achieved by the circuit-switched wireless systems shall be enabled

-
Support of roaming, negotiation between operators for QoS and for Service Capabilities is required. Such negotiation should be automated rather than manual, e.g., when another operator adds new service capabilities.

-
Support of roaming and interconnection shall include the capability for media to be routed optimally between IMS operators, i.e. according to criteria set by the operators.

-
Possibility for a network operator to implement IP Policy Control for IP multimedia applications.

-
IP multimedia sessions shall be able to support a variety of different media types. A set of media types shall be identified to ensure interoperability (e.g. default codec selection and header compression).

-
Within each IP multimedia session, one or more IP multimedia applications shall be supported. It shall be possible to support multiple IP multimedia applications to efficiently provide a coherent and consistent IP multimedia service experience. Such support involves identifying which applications are invoked per subscriber, understanding the appropriate order of the set of applications, and resolving application interactions during the session.

-
The possibility for IP multimedia applications to be provided without a reduction in privacy, security, or authentication compared to corresponding packet switched and circuit switched services.

-
IMS shall be capable to provide transcoding (at least for voice sessions) where needed when two UEs do not support a common codec.
-
Interconnection between two IMS domains shall be supported.

Note: see also Section 10

-
Roaming shall be supported enabling users to access IP multimedia services provisioned by the:

-
Home Environment

-
Serving Network

-
The principle of access independence shall be supported. It is desirable that an operator should be able to offer services to their subscribers regardless of how they obtain an IP connection (e.g. E-UTRAN, UTRAN, GERAN, fixed lines, LAN, DOCSIS®, WiMAX™ and cdma2000® access).

Note: 
Access independence principle can only be ensured by 3GPP for the access technologies 3GPP has defined or has defined specific interworking.

- It shall be possible for the users to access IM CN via an IP connection (e.g. GPRS, fixed lines, LAN) with Network Address Translation (NAT) deployed.
- IM CN should provide support for the users to access IM CN through a Firewall (FW) with configuration restrictions (e.g. only HTTP allowed, port range limitation) deployed outside operators’ domain.
-
It shall be possible to support session-related internet applications that have been developed outside the 3GPP community.

-
It shall be possible to limit the view of an operator’s network topology to authorised entities.

-
It shall be possible to support the multiple UEs associated with a single IMS service subscription. It shall be possible to share one Public User Identity between multiple UEs. It shall also be possible to identify the individual UEs with separate Public User Identities. IMS shall be able to route sessions towards the identified UE(s), e.g. based on UE capability, User preference and/or Network preferences.

-
It shall be possible for a service to identify and interact with a specific UE even when multiple UEs share the same single Public User Identity. A UE shall be capable to identify and interact with a specific UE even when multiple UEs share the same single Public User Identity, except when the UE supports only limited capabilities and thus is unable to become engaged in a service that requires such functionality. Examples include a telemetry-only capable UE that only supports the capabilities for point-to-point communication.
-
The IMS shall support a mechanism to provide configuration parameters and obtain operational status of the UE. This includes the ability to provide software upgrade, service configuration, and collect operational status. According to operator policies this information may be provided to applications.

-
The IMS shall be capable to access user location information, whether the user is roaming or not. According to operator policies this information may be provided to applications.

-
Where required (e.g. by regulation) the IMS shall provide the capability for the user to indicate to the network that a communication is malicious.

Note:
see also MCID in [20].

-
Where required (e.g. by regulation) the IMS shall provide the capability for the network, on behalf of the user, to reject incoming communications from users who have restricted the presentation of their originating identity.
Note:
see also ACR in [20].

-
The IMS shall support the capability of enabling early media for an IMS multimedia session. The capability for such early media shall be applied towards both calling and called user.
Note: 
Early media refers to media (e.g., audio and video) that is exchanged before a particular session is accepted by the called user.
· The IMS shall have mechanisms available to control overload that:

1)
automatically maximize effective throughput (i.e. admitted service requests/sec) at an overloaded resource.

2)
achieve this throughout the duration of an overload event, and irrespective of the overloaded resource's capacity or of the number of sources of overload;

3)
are configurable by the service provider so that, under processing overload, a high proportion of response times at overloaded resources are low enough so as not to cause customers to prematurely abandon service requests;

4)
should be possible to be applied within a service provider's IMS, and between different service providers' IMSs;

5)
should be possible to be applied within an IMS subsystem and between different IMS subsystems.

NOTE:
As a general rule, an IMS's call, session and command processing resources can experience prolonged processing overload under the appropriate circumstances (e.g. partial, or full, server failure, high rates of incoming service requests). Consequently, it needs to be equipped with some form of overload detection and control (including expansive controls such as load balancing and resource replication), in order to keep response times just low enough under such processing overload to preclude customers abandoning their service requests prematurely.

***** Fourth Change *****

8.7
Voice Interworking with Enterprise IP-PBX

Voice interworking with Enterprise IP-PBX shall be handled as specified in TS 22.519 [X].

























***** Fifth Change *****

8.9
Void








***** Sixth Change *****

Annex F (Informative): Void
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