3GPP TSG-SA WG1 Meeting #67
S1-143559
Sophia Antipolis, France, 18-22 August 2014
(revision of S1-143504)
(revision of S1-143143)
Title:
Additional input from OMA
Agenda Item:
8.2
Source:
Alcatel-Lucent, Ericsson
Contact:
Betsy Covell (betsy.covell@alcatel-lucent.com)
Abstract: 

This contribution proposes text to be added to the study based on the input received from OMA.
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Proposed text changes 2:
4.1.5.2
Device Management based solution

There is currently an existing mechanism to configure APNs for specific applications in the application profile configured on the device. Such a mechanism has been widely used for configuration of APNs for MMS, data (internet) traffic, email, etc. on feature phones as well as smart phones. OMA-CP and OMA-DM CONNMO protocols both support the ability to configure APNs per application profile. This current mechanism supports both the multi-purpose APN flow and the multiple APN flow described in clause 4.1.3.

While the capability to support APN configuration is not currently included in OMA Lightweight M2M (LWM2M), the device management protocols specifically identified for constrained m2m devices, could also be enhanced to support APN configuration. 
The following methods can be employed in performing APN configurations. 

a) Server Initiated bootstrap : DM Server receives the device address, then performs  a Push mechanism to transfer the configuration information (including APN information) to the device. The DM Client only accepts Bootstrap Messages from an authorized DM Server [5].
b) Client Initiated bootstrap: DM Client contacts the DM Server to retrieve the Bootstrap information [5]. OMA-DM R1.3 and above support this method.
c) Customized Bootstrap or factory bootstrap: Configuration is loaded in factory [5]. This is a combination of UICC based solution and Device Management based solution.  Supported in OMA-DM R1.x, OMA-DM R2.0 and OMA-LWM2M R1.0.
d) Smart Card bootstrap: Bootstrap information (including APN configuration if needed) is applied to device configuration when the device is switched on [5]. A specific policy may disable that functionality in DM 1.x & DM2.0 further enabling other methods described in a) or b) to take over further settings (including APN’s). Both OMA-DM [5] and OMA-LWM2M [6] support this method.
Proposed text changes 3:
4.2.5.2

Device Management based solution 
This is a common scenario of device profile customization when a device is paired with a UICC. Once the device (IMEI) and UICC (IMSI) combination is detected, the device is automatically configured with application profiles (including APN information) specific to the operator. The behavior of automatic device detection (ADD) is specified by 3GPP. In practice there are several mechanisms possible to perform such device detection, e.g., HLR ADD notification [2], SS7 IMEI_CHECK and other similar SS7 message from MSC, or via an UICC applet initiated trigger.
The following methods can be employed in performing APN configurations. 

a) Server Initiated bootstrap : DM Server receives the device address, then performs a Push mechanism to transfer the configuration information (including APN information) to the device. The DM Client only accepts Bootstrap Messages from an authorized DM Server [5].
b) Client Initiated bootstrap: DM client contacts the DM Server to retrieve the Bootstrap information [5]. OMA-DM R1.3 and above support this method.

Proposed text changes 4:
4.3.5.2

Device Management based solution 

This scenario is similar to the existing UICC swap scenario for mobile devices [3]. Once the subscription swap has happened in the UICC, a new combination of device identity (IMEI) and UICC (IMSI) is identified which can then be used to modify the application profiles on the device (including the APNs) as per the new MNO requirement.
The following methods can be employed in performing APN configurations.

a) Server Initiated bootstrap : DM Server receives the device address, then performs a Push mechanism to transfer the configuration information (including APN information) to the device. The DM Client only accepts Bootstrap Messages from an authorized DM Server [5].
b) Client Initiated bootstrap: DM Client contacts the DM Server to retrieve the Bootstrap information [5]. OMA-DM R1.3 and above support this method.
c) Customized Bootstrap or factory bootstrap: Configuration is loaded in factory [5]. This is a combination of UICC based solution and Device Management based solution. Supported in OMA-DM R1.x, OMA-DM R2.0 and OMA-LWM2M R1.0
d) Smart Card bootstrap: Bootstrap information (including APN configuration if needed) is applied to device configuration when the device is switched on [5]. A specific policy may disable that functionality in DM 1.x & DM2.0 further enabling other methods described in a) or b) to take over further settings (including APN’s). Both OMA-DM [5] and OMA-LWM2M [6] support this method.
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