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Abstract: This paper proposes to consider a case in providing caller ID authenticity which is not covered by the current set of Use Cases yet. 
1. Introduction
In providing the authenticity of a caller ID to the callee (who receives the call), the caller’s network may have two possibilities: being capable of providing authenticity or not being capable. When the caller’s network is not capable of providing authenticity of the caller’s ID, the callee has confusion about the received caller ID information whether it is not spoofed ID (i.e., authenticated one) or it is a spoof caller ID provided by non-authenticating network. Therefore, it is not enough to provide an indication that the caller’s ID is authenticated.
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2. Proposed Use Cases and Service Requirements

~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~
5.x
Notifying User of Authenticity Status of Incoming Calls

5.x.1
Description

This use case describes service requirements that the user shall be able to receive authenticity information of an incoming call. the network.
5.x.2
Pre-conditions

Network X is a PLMN which employs automated spoofed call detection.

Alice is a subscriber of Network X. 

Network Y is a PLMN which employs automated spoofed call detection.

Bob is a subscriber of Network Y. 

Network Z is a network which does not validate any subscriber’s authenticity.
Chloe is a subscriber of Network Z.

5.x.3
Service Flows

Bob attempts to call Alice with Bob’s identity.
Network Y identifies the caller identity of Bob.

Network Y notifies the types/attributes of Bob’s identity information that will be released to Alice and/or Alice’s Network for the purpose of providing authentication related information.
Network Y delivers the authenticity of Bob’s identity to Alice’s Network X.

Network X delivers the authenticity of Bob’s identity to Alice.

Chloe attempts to call Alice with Chloe’s identity.

Network Z does not identify the caller identity of Chloe.

Network Z does not deliver the authenticity of Chloe’s identity to, or notifies that Chloe’s identity is not authenticated, to Alice’s Network X.

Network X delivers the un-authenticity status of Bob’s identity to Alice.
5.x.4
Post-conditions

Alice is able to identify that the incoming call with caller ID of Bob is authenticated.

Alice is able to identify that the incoming call with caller ID of Chloe is not authenticated.
5.x.5
Potential Requirements

1. The user with an incoming call shall be informed whether the caller’s ID is authenticated or not.
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