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It is expected that spoofed call detection for a number of reasons, just like spam email detection, is unlikely to be 100% perfect for a number of reasons.  So there needs to be a mechanism for the called user to indicate that a particular call that was identified by the network as being spoofed is in fact authentically identified, or exceptions are required for the specific caller identity presented.
---------- Use Case template ----------
x.1
User reporting a call incorrectly identified as spoofed
x.1.1
Description

This use case describes how a user indicates to the network that specific calls which the network has identified as spoofed calls, are actually authentically identified, or exceptions are required for the specific caller identity for calls to the user.
x.1.2
Pre-conditions

Network X is a PLMN which employs automated spoofed call detection.

Network X provides its users with the ability to review the history of selected incoming call and call attempts identified by the network as spoofed calls

Peter is a subscriber of Network X. 
Sandra is Peter’s daughter and is in another country for college studies and needs additional funds from her parents.

x.1.3
Service Flows

1. Sandra calls Peter from a phone in the country she is studying in.

2. The call is identified by Network X as a spoofed call and blocked. 

3. Network X records the call attempt in Peter’s spoofed call history.

4. Peter finds out that Sandra has been trying to reach him, and accesses his spoofed call history provided by Network X.

5. Peter discovers that Sandra’s calls are being blocked.

6. Peter indicates to Network X,that calls from the country that Sandra is in should not be blocked as spoofed calls and should be delivered to Peter in the future.

x.1.4
Post-conditions

Sandra is finally able to call Peter to ask for additional funds for her studies.
x.1.5
Potential Impacts or Interactions with Existing Services/Features
This use case describes a service contains elements which are similar to existing services such as blacklists. Comparison with existing service definitions is discussed later in this specification.
x.1.6
Potential Requirements

1. The user shall be able to notify the network that calls that had been identified and possibly blocked by the network are either not spoofed calls or an exception is needed for the particular user.
2. The network operator shall be able to take further action based on this user indication that a spoofed call or call attempt detected to be spoofed is not considered spoofed by the user or an exception for the particular user is required.
