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Introduction

The information received by the Called Party can be text, picture, voice, music and video.
The reception of some content, such as music, during the presentation of the communication, can be unsolicited by the Called Party who may want to keep control of the ringing pattern for all incoming communications. 
This contribution proposes to add an example in the description section.
Proposal

It is proposed to clarify the Use Case 2 – " Called party use cases " in ECIP TR 22.810:
***** 1st CHANGE *****
x.1
4.2
Use Case 2 - Called party use cases
4.2.1
Description

This use case proposes that the called party shall be able to experience the information customized by the calling party when receiving a call. The information can be number, name, logo, portrait, signature, introduction etc. The content can be text, picture, voice, music and video.
The content can be played during the call, and the service should not negatively affect the conversation between the calling and the called party. The calling party is allowed to select the specific information to be presented on the called party on a per call basis. 
4.2. 2
Pre-conditions
The user (calling/called party) shall be able to subscribe to the service, activate the service, update the settings.
The service user (calling/called party) can set different rules for each call. 
The receiving party may be able to block anything from the sending party (e.g. the receiving party can block any audio information for all incoming communication presentation).

4.2.3
Service Flows

When user A calls B, user B experiences information customized by user A (e.g. name, logo, portrait, video, etc).

The user B can reject user A customized information based on user A identity, time, etc.
4.2.4
Potential requirements
The called party shall be able to save the content set/sent by the calling party. 
The personal information (e.g. name, portrait, etc), and the information of public services or enterprise (e.g. name, logo, etc) to be displayed shall be pre-stored in the network, and authenticated to avoid fraud.
The network shall allow the calling party to select from the pre-stored information according to the called party on a per call basis.
The system shall be able to provide different charging information (e.g. on event basis, volume basis, media type basis) for this service.
The called party shall be able to reject the service based on rules e.g. time, the identity of the calling party.
***** END OF CHANGES *****
