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Abstract: During the practice, Public Safety officers may have to move around within the coverage of multiple eNB’s under IOPS operations. If multiple eNB’s belong to different time zones, the eNB (or NeNB) may be able to provide a valid Time Zone information and a relevant notification of chance for Public Safety officers. Some details follow below.
1. Introduction
1.1: Examples of Time Zone Boundary

There are time-zone boundary more than tens of thousands of miles long over the globe. For example, the geographic length of the time-zone boundary between Pacific Time zone and Mountain Time zone is more than 1,500 miles in the United States.

[image: image1.emf]
Fig. 1: The Time Zone Map of the United States (source: www.timetemperature.com)

1.2: Examples of Time Zone Boundary Crossing while in IOPS Operations
Fig. 2 and Fig. 3 depict a case that a Public Safety UE (say, UE 1 in Fig. 2, UE 2 in Fig. 3, respectively) makes a movement across cell boundary, which separates the time zone from the other, within the same zone of IOPS operation.
[image: image2.emf]
Fig. 2: Public Safety UE 1 makes a series of moves, crossing the boundary of Time Zones, still within the coverage area of IOPS operation.
Due to the unique characteristics of their role, Public Safety Officers may move from one cell coverage area to another. In particular, if these two cells (more specifically, those eNBs) are located  in different Time Zones as depicted in Fig. 3, the civilians in the first cell (eNB1) and those in the second cell (eNB2) use different time zones for their consumer electronics/devices:

· UE’s
· clock-watches
· home electronics, and so on. 
In the example, the civilians’ devices in the cell of eNB1 will use GMT-9 whereas the civilians’ devices in the cell of eNB2 will use GMT-8. In this case, it is beneficial to let the Public Safety UE (say, UE2 in Fig. 3) know of the Time Zone change by the use of eNB signalling.
The time information in Public Safety Communications is, of course, important to keep synchronized for human perception (for Public Safety Officer) as LTE has been chosen as the way for Public Safety Communication in the U.S.A. This also means various types of media (text, image, video, etc.) are expected to be taken and transmitted by Public Safety Officers in the near future through LTE technology. Those media may need exact time-stamp and/or geo-stamp.
 [image: image4.emf]UE 2
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Fig. 3: Public Safety UE2 moves from a boundary cell (the coverage area of eNB1 under IOPS operation) to another boundary cell (the coverage area of eNB2 under IOPS operation) where eNB1 and eNB2 are connected over the IOPS operation.

Due to the unique characteristics of Public Safety officers’ role, it is beneficial to have some mechanisms that the eNB, whether it is NeNB or not, under IOPS operations shall be able to provide the Public Safety UE’s with Network Identity and Time Zone (NITZ) or Local Time Zone (LTZ) information, which is transferred to UE via MM information (NAS) in the ordinary E-UTRAN operation mode, and with proper ways of notification that the time zone has changed in the specific location where the Public Safety officer is located [1],[2].
2. Proposed Considerations
Proposal 1:
An eNB, whether it is NeNB or not, under IOPS operations shall be able to provide the Public Safety UE’s with  Network Identity and Time Zone (NITZ) or Local Time Zone (LTZ) information and with proper ways of notification that the time zone has changed in the specific location where the Public Safety officer is located.
3. Proposed Text and Potential Requirements
~~~~~~~~~~~~~~~~~ Start of Change 1 ~~~~~~~~~~~~~~~~~

5.5.1
A wide area Isolated E-UTRAN use case using a number of infrastructure eNBs

5.5.1.1
Description
Following an outage in the E-UTRAN it may be possible to create an Isolated E-UTRAN from a number of isolated infrastructure eNBs. This is expected to result in an increase in the range of the Isolated E-UTRAN.

5.5.1.2
Pre-conditions
Public Safety Officers A, B, C and D are at an incident which is occurring over a large area. Each Public Safety Officer has a UE which is ProSe-enabled; however the Public Safety Officers are communicating by means of group call via the infrastructure network.

Public Safety Officer A is served by eNB1, Public Safety Officer B is served by eNB2, Public Safety Officer C is served by eNB3, and Public Safety Officer D is served by eNB4.
eNB1 and eNB are located in Time Zone GMT-m whereas eNB3 and eNB4 are located in Time Zone GMT-n, where the time difference between GMT-m and GMT-n can be 30 minutes or 1 hour.
5.5.1.3
Service Flows
There is an outage in the E-UTRAN which results in the backhaul for all eNBs 1, 2, 3 and 4 becoming disconnected. The eNBs previously served Public Safety Officers A, B, C and D.

Public Safety Officers A, B, C and D are not in proximity to each other so are unable to support ProSe Group Communication provided by ‘direct mode’ ProSe.

eNBs 1, 2, 3 and 4 are all isolated from the infrastructure network, i.e. no backhaul connection, but retain interconnects between each other. An Isolated E-UTRAN is therefore established using eNBs 1 2, 3 and 4.

Public Safety Officers A, B, C and D are in coverage of the Isolated E-UTRAN and are served by the Isolated E-UTRAN.
Public Safety Officers A moves from the coverage area of eNB1 (GMT-m) to the coverage area of eNB3 (GMT-n), and the UE of Public Safety Officers A gets updated Time Zone information from eNB3. 
Public Safety Officer A is able to be aware of the Time Zone update through notification made sensible by the UE having received updated Time Zone information.
5.5.1.4
Post-conditions
Public Safety Officers A, B, C and D are able to communicate in the Isolated E-UTRAN via infrastructure paths.

5.5.1.5
Potential Requirements
[PR-5.5.1.5-001] The UEs shall indicate to their respective Public Safety Officers that they are working within an Isolated E-UTRAN, i.e. no connection to the EPC.
NOTE:
This potential requirement is a duplicate of [PR-5.3.1.5-001].
[PR-5.5.1.5-002] Each isolated eNB shall detect a lost backhaul connection and transition to infrastructure-derived Isolated E-UTRAN operation with all eNBs to which they also have a connection. The infrastructure-derived Isolated E-UTRAN shall bar unknown isolated eNBs from joining the infrastructure-derived Isolated E-UTRAN.
[PR-5.5.1.5-003] The infrastructure-derived Isolated E-UTRAN shall securely admit to the system the UEs belonging to Public Safety Officers. The infrastructure-derived Isolated E-UTRAN shall admit any further authorised UEs to the system.
NOTE:
This potential requirement is a duplicate of [PR-5.3.1.5-003].
[PR-5.5.1.5-nnm] An eNB under IOPS operations shall provide all served UE’s with Network Identity and Time Zone (NITZ) or Local Time Zone (LTZ) information. 

NOTE:
It is up to implementation how an eNB generates NITZ or LTZ in [PR-5.3.1.5-nnm]. The eNB may be allowed to store up-to-date Time Zone information received from the network for the use in the event of IOPS operations.
 [PR-5.5.1.5-nnn] The UE having received updated Time Zone information shall provide the Public Safety Officer with proper ways of notification that the time zone has changed in the coverage area of this eNB under IOPS operations.
NOTE:
The Time Zone information is up to eNB’s location but not to the UE’s present location in the statement of [PR-5.3.1.5-nnn].
~~~~~~~~~~~~~~~~~ End of Change 1 ~~~~~~~~~~~~~~~~~
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