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	Reason for change:
	Alignment of IMS WebRTC stage 1 Authentication requirements with stage 2.

From 23.228
U.2.1    Registration

U.2.1.1   Introduction

The WebRTC IMS architecture supports the following different IMS registration scenarios that may differ in the authentication method, and ownership of the WWSF (i.e. operator network or third party):
-    "WIC registration of individual Public User Identity using IMS authentication": The user has a subscription with an individual Public User Identity and uses an IMS authentication mechanism (e.g. IMS Authentication) to authenticate with IMS. Clause U.2.1.2 provides detailed procedures for this scenario.

-    "WIC registration of individual Public User Identity based on web authentication": The WWSF authenticates the user using a web identity and authentication scheme. The WWSF assigns IMS identities to the user (e.g. based on the user's web identity via database lookup or other translation means). An individual registration is handled by the S-CSCF per WIC registration. Clause U.2.1.3 provides detailed procedures for this scenario.

-    "WIC registration of individual Public User Identity from a pool of Public User Identities": The WWSF is typically located in a third party network and has a business arrangement with the IMS operator. The WWSF authenticates the user using a web identity and authentication scheme, or authorizes the WIC without authenticating the user. The WWSF assigns IMS identities to the user from within a pool allocated by the operator. An individual registration is handled by the S-CSCF per WIC registration. Clause U.2.1.4 provides detailed procedures for this scenario.

As given in text above, 3 cases are covered in 23.228 and both in case 2 and 3, the credential may be provided by 3rd party (for web-id based authentication, if the WWSF belongs to 3rd party, then the user can be authenticated by 3rd party credential - web-id/password.  Same in the case 3. So two types of credential may be used in case 2 and 3  - operator, or 3rd party), but the stage 1 text in 22.228 seem to be not clear / aligned with stage 2 as it talks about “using operator provided credentials”.
Also, the term “user” seems more appropriate than the term “IMS subscriber” so it’s been changed.

	
	

	Summary of change:
	The authentication requirements are clarified and aligned with stage2.

	
	

	Consequences if not approved:
	Misalignment of IMS WebRTC stage1 and stage 2 
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***** 1st Change *****
11
Support of WebRTC IMS Client access to IMS

11.1
Service description (informative)

Web Real-Time Communication (WebRTC) is specified in [30], [31], and [32]. The support of WebRTC IMS client access to IMS significantly expands the pool of clients able to access IMS.

The WebRTC IMS client access to IMS feature provides a means by which an IMS operator can offer IMS services to a user running a compatible WebRTC-enabled web application in their WebRTC-enabled browser. The user will access the application from a web page offered either directly by the IMS operator or by a third party. 

11.2
Requirements

When accessing IMS services via WebRTC IMS client the IMS shall allow a user to access IMS services from an application offered either directly by the IMS operator or by a third party.

The IMS shall be able to support access to the following IMS services and capabilities for WebRTC IMS client access: 

 - multimedia telephony[20], excluding fax and CS data, 

- early media, and

- network tones and announcements.

Note:
IMS Multimedia Emergency Sessions [5] are not supported for WebRTC IMS Client access.

The IMS shall support online and offline charging for WebRTC IMS client access (including clients provided by the operator or a third party).

The available services and capabilities for WebRTC IMS clients accessing IMS shall be determined according to operator policy and user subscription settings in IMS. 

Note: 
The available services and capabilities can be further limited by the provider of the WebRTC IMS client (e.g. operator or a third party), by the capabilities of the WebRTC IMS client (e.g. no video support), and/or by the IP access used to access the IMS network (e.g. IP access networks without QoS support). 

The IMS shall support service origination and service termination with a WebRTC IMS Client. The IMS shall support media and protocol interworking and/or transcoding, when necessary.

3GPP system shall provide the appropriate QoS (based on operator policy and user subscription) for WebRTC IMS client traffic originating from an access network supporting QoS.

When accessing IMS services via a WebRTC IMS client, the IMS shall provide the equivalent levels of security and integrity as it provides when accessing IMS services in other ways.
The 3GPP UE shall make available to the WebRTC IMS client the codecs whose support is mandatory for the access technology being used to access IMS services.

The IMS shall authenticate the user that accesses IMS services using credentials provided by the operator or authorized third party via a WebRTC IMS client (whether provided by the operator or a third party) and associate the user to one or more public identities (e.g. IMS Public User Identity or MSISDN). 

Note:
The authentication of the subscriber can be performed via the WebRTC IMS client or by a WebRTC server on behalf of a user.

When supporting WebRTC IMS client access, the IMS shall maintain compliance with regulatory requirements for IMS services. 

When accessing IMS services via WebRTC IMS client, the IMS shall allow a subscriber to access call management
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