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Abstract: Proposal to clarify and update potential requirements.
Discussion

SA1#65 produced the first version of TR 22.810, on "Study of Enhanced Calling Information Presentation", with 2 use cases.
Many of the potential requirements are already mentioned in the use case, but they are not necessarily in the section on Potential requirements. This proposal tries to collect all potential requirements in one place. Regarding the subscription to the service, it is clarified that the party whose information is sent has to subscribe to the service, but it is left open whether the other party (receiving) has to subscribe to it, too. For the receiving party to be able to block the information, he must have some means to adjust the settings, but whether it requires a subscription or something simpler, is left open.
It is also clarified that the network shall be able to verify the entity that submits or updates the ECI, but that the network cannot authenticate the contents.
It is also clarified that the the receiving party can block the sending of ECI to her. Naturally she can refuse to display it, but it shall also be possible to block the sending, e.g., to avoid roaming fees.
Proposal

This document combines all potential requirements in one place, and clarifies that the authenticity of the ECI cannot be guaranteed, and that the receiving party can block the sending of the ECI.
Whether the receiving party has to subscribe to the service is left open.
Please note that there are other input documents to this SA1 meeting, modifying different parts of TR 22.810, and some of the changes proposed here may become invalid once the other changes have been applied.
***** 1st CHANGE *****
4.1.4
Potential requirements

The called party shall be able to subscribe to the service, and activate and deactivate the service.

An Authorised Third Party (Called) shall be able to activate and deactivate the service.

The called party and an Authorised Third Party (Called) shall be able to update the service settings.

The called party and an Authorised Third Party (Called) shall be able to store the ECI about the called party in the network.

The system shall be able to limit the stored ECI about the called party, e.g., file size and media type.

The system shall be able to verify that the called party and Authorised Third Party (Called) are authorised to store and update ECI about the called party.

Note: The system can authenticate the source (called party or Authorised Third Party (Called)) but not the contents of the ECI about the called party.

The called party and an Authorised Third Party (Called) can set different rules for each call if all or a subset of the ECI about the called party is sent to the calling party, depending on, e.g., the calling party, time of the day, and media type.

The calling party can set different rules for each call to block the sending of all or a subset of the ECI about the called party, depending on, e.g., the called party, time of the day, location, roaming status, and media type.

Note: The calling party's rule to block the sending of the information overrides the called party's or Authorised Third Party (Called)'s rule to send it.

The calling party shall be able to save the content received about the called party.



The system shall be able to provide additional charging information (e.g. on event basis, volume basis, media type basis) related to this service.

***** End of 1st CHANGE *****
***** 2nd CHANGE *****
4.2.4
Potential requirements

The calling party shall be able to subscribe to the service, and activate and deactivate the service.

An Authorised Third Party (Calling) shall be able to activate and deactivate the service.

The calling party and an Authorised Third Party (Calling) shall be able to update the service settings.

The calling party and an Authorised Third Party (Calling) shall be able to store the ECI about the calling party in the network.

The system shall be able to limit the stored ECI about the calling party, e.g., file size and media type.

The system shall be able to verify that the calling party and Authorised Third Party (Calling) are authorised to store and update ECI about the calling party.

Note: The system can authenticate the source (calling party or Authorised Third Party (Calling)) but not the contents of the ECI about the calling party.

The calling party and an Authorised Third Party (Calling) can set different rules for each call if all or a subset of the ECI about the calling party is sent to the called party, depending on, e.g., the called party, time of the day, and media type.

The called party can set different rules for each call to block the sending of all or a subset of the ECI about the calling party, depending on, e.g., the calling party, time of the day, location, roaming status, and media type.

Note: The called party's rule to block the sending of the information overrides the calling party's or Authorised Third Party (Calling)'s rule to send it.
The called party shall be able to save the content received about the calling party. 


The system shall be able to provide additional charging information (e.g. on event basis, volume basis, media type basis) related to this service.

***** End of 2nd CHANGE *****
