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Abstract of document:

TR 22.853 contains use cases and identifies potential requirements for network information and functionality that the 3GPP network could exposed to 3rd party applications. The goal is to allow 3rd parties to interact with the 3GPP System to use 3GPP functions to provide 3rd party services to their customers. Since M2M services and other Application services often have the same or similar requirements on the 3GPP System these are addressed jointly in this TR.

M2M services: Standardization work related to M2M service enablement is on-going in standardization organisations outside 3GPP (e.g. ETSI TC M2M and the oneM2M). These SDOs work under the assumption that M2M service enablement can be offered by a network operator but can also be provided by third parties. In addition, these SDOs want to use 3GPP capabilities beyond pure IP based data transmission that can be offered by 3GPP networks.
Application services: With the high penetration of smart phones with a variety of applications, it is a challenge for operators to develop a new business model to increase the Quality of Experience for diversity of service type and potentially monetize the network asset. Interworking with the service providers and exposing network services can help the operators to take on the challenge.

The TR will identify if existing or new 3GPP network capabilities can be exposed to 3rd parties and monetized via 3rd party interfaces (e.g. OMA, GSMA oneAPI, Tsp).

Changes since last presentation to SA Meeting:

First presentation
Outstanding Issues:

Further 3rd application use cases and requirements may be added 

Consolidation of requirements from the different use cases.
Operational requirements from 3rd party application providers (e.g. one or multiple APIs)

Contentious Issues:

None
