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Abstract: This contribution discusses the ProSe Discovery capabilities, proposes a set of capabilities for inclusion in a ProSe requirement or the rejection of a similar requirement that was tentatively agreed to in San Diego.
Introduction

In the April SA1 #61bis meeting, the following requirement was “agreed in principle” (submitted in CR S1-132012):
The ProSe capability features may include the following:

Announce – a service method by which an MNO’s authorised application is able to allow a UE to be discovered by other UEs interested in it. This method shall be consistent with ProSe Discovery requirements, and subject to network control.

Monitor – a service method that shall enable an MNO’s authorised application to allow a UE to discover other UEs of interest for this application. This method shall be consistent with ProSe Discovery requirements, and subject to network control. 

Communicate – a service method that shall enable an application to initiate communication with the authorised application on another UE in its proximity. The Network can then apply Prose Communication, if appropriate. 

While “announce” and “monitor” may eventually become the solutions we employ for ProSe Discovery, SA1 is not tasked to define solutions, and “communicate” is already covered by many ProSe Communication requirements in TS 22.278. 

Missing ProSe Requirement
One ProSe requirement that is missing from TS 22.278 is the ability for a UE to request a ProSe Discovery message from another UE.  This is an important capability for Public Safety scenarios where a UE needs to quickly connect with other UEs of a specific type or group.  For example, assume a UE is in a crisis scenario, out of network range, and needs to discover which members of the group(s) it belongs to are in proximity.

Scenario 1
Suppose the Public Safety Group ID is not encoded in the identity that a UE announces on the radio. In order to discover individual members of a specific Public Safety group, the UE would have to store the identities of every group member on a per-group basis. Given the potential size of a Public Safety group (up to 500 members) storing information about individual group members may soon become impractical, particularly if group updates (addition or deletion of group members) are frequent as this information would need to be propagated to each group member
Scenario 2
Now suppose the Public Safety Group ID is encoded in a portion of the overall identity that a UE announces on the radio. In this approach if the UE belongs to multiple Public Safety groups, it would have to continuously announce the IDs of all the groups to which it belongs, which is a potential waste of radio and battery resources.
The ability to request a ProSe Discovery message from any member(s) of a specific Public Safety group would significantly improve the speed and efficiency of discovery in these scenarios. Rather than looking for individual group members, the UE can broadcast a request indicating that it is looking for a specific type of UE (i.e. part of a group, category, etc.).  Any UE that hears this message and matches the search criteria will know it is being requested to respond. 
Proposal
We propose to reject the “ProSe Capability” requirement in S1-132012 (“agreed in principle” in San Diego) and insert a ProSe Discovery Request requirement.
2

