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[bookmark: _Toc351120608]7A.2	Public Safety Specific Requirements for Proximity Services
A ProSe-enabled public safety UEPublic Safety ProSe-enabled UE with ProSe Discovery enabled for discovery of other public safety UEs shall be able to discover other discoverable public safety UEs, without network interaction if allowed by the operator, even when under served by E-UTRAN coverage whether or not ProSe E-UTRA Communication is used (including whether or not ProSe Group Communication or ProSe Broadcast Communication are used).
Note:	A network operator can provide additional services for public safety UEs that are under 3GPP network coverage, such as providing accurate location information through GPS data.
A user of a ProSe-enabled public safety UEPublic Safety ProSe-enabled UE shall be able to activate or deactivate the UE’s ProSe Discovery feature while under served by E-UTRAN coverage, if allowed by the operator whether or not E-UTRA ProSe Communication is used (including whether or not ProSe Group Communication or ProSe Broadcast Communication are used).
ProSe services shall not be available to ProSe-enabled UEs out ofnot served by E-UTRAN coverage, except in the following cases:
· ProSe-enabled public safety UEPublic Safety ProSe-enabled UEs can use ProSe services when operating on public safety spectrum even when not under served by E-UTRAN coverage. In this case, at least a one-time pre-authorization to use ProSe services is needed.
· A ProSe-enabled public safety UEPublic Safety ProSe-enabled UE with ProSe Discovery enabled shall be able to discover other discoverable ProSe-enabled public safety UEPublic Safety ProSe-enabled UEs when some or all of the ProSe-enabled UEPublic Safety ProSe-enabled UEs involved in ProSe Discovery are out of not served by E-UTRAN coverage, whether or not ProSe E-UTRA Communication is used (including whether or not ProSe Group Communication or ProSe Broadcast Communication are used).
A ProSe-enabled public safety UEPublic Safety ProSe-enabled UE shall be capable of determining autonomously whether or not a discovered ProSe-enabled UE is a public safety UE.
The configuration of a ProSe-enabled public safety UEPublic Safety ProSe-enabled UE that allows the Public Safety ProSe-enabled UE to discover other discoverable ProSe-enabled public safety UEPublic Safety ProSe-enabled UEs shall be independent from its configuration to allow or not to allow other ProSe-enabled public safety UEPublic Safety ProSe-enabled UEs to discover it.
Two public safety UEPublic Safety ProSe-enabled UEs whether they are in served by E-UTRAN coverage or not, shall be capable of establishing a secure direct connectionProSe E-UTRA Communication on a direct ProSe E-UTRA Communication path and exchange user traffic on public safety spectrum, assuming they are in radio range, are authenticated and authorised. This requirement applies to ProSe E-UTRA Communication between two Public Safety ProSe-enabled UEs, ProSe Group Communication and ProSe Broadcast Communication. 
Identification of public safety UEs shall be based on subscriber identities stored in the USIM.
Authorisation of public safety UEs to establish a secure direct communication shall be based on subscription data configured and provided by the MNO in the USIM.
Public safety UEs whether they are in E-UTRAN coverage or not, shall be mutually authenticated by means of their subscriber identities and a USIM-based authentication procedure before establishing a secure direct connection and exchange user traffic.
The operator shall be able to authorise, via network control, public safety UEPublic Safety ProSe-enabled UEs to establish ProSe data sessionsCommunication between them using ProSe via network control when there is E-UTRAN coverage forwhen at least one of the two public safety UEs is served by E-UTRAN. 
An The operator shall be able to pre-configure a ProSe-enabled Public public Safety safety UEs (e.g., in the USIM or ME) with the permission to establish ProSe data session(s),Communication with one or more UEs, without the need for the Public Safety ProSe-enabled UEs  performing prior registration into the networkto connect to the E-UTRAN to get this initial configuration. This requirement applies to any ProSe E-UTRA Communication between two Public Safety ProSe-enabled UEs, ProSe Group Communication and ProSe Broadcast Communications. 
The system shall enable public safety UEs to mutually authenticate each other when not in network coverage.
Assuming UEPublic Safety ProSe-enabled UEs are in radio range, are authenticated and are authorised, a public safety UEPublic Safety ProSe-enabled UE on public safety spectrum, in or out ofwhether or not it is served by E-UTRAN, coverage shall be capable of establishing multiple one-to-one ProSe E-UTRA Communications using multiple direct ProSe E-UTRA Communication pathsdirect connections, and of exchanging user traffic with each Public Safety ProSe-enabled UE concurrently across these multiple one-to-one ProSe connectionspaths. .
An authorized public safety UEPublic Safety ProSe-enabled UE, whether or not it is served by in or out of E-UTRAN coverage shall be capable of transmitting data to a group of public safety UEPublic Safety ProSe-enabled UEs using ProSe Group Communications with a single transmission, assuming they are within transmission communication range, authenticated and authorised.
Authentication shall allow for security-enablement of large groups, regardless of whether group members have discovered each other when in or out of served by E-UTRAN coverageor not.
[following paragraph deleted by CR 140r1 in tdoc 146 or modified as such by CR 132r2 in tdoc 142:]
A ProSe-enabled public safety UEPublic Safety ProSe-enabled UE, in or out ofwhether or not it is served by E-UTRAN, coverage shall be capable of transmitting data to a group of ProSe-enabled public safety UEPublic Safety ProSe-enabled UEs directly using ProSe Group Communications.
A public safety UEPublic Safety ProSe-enabled UE, in or out ofwhether or not it is served by E-UTRAN, coverage shall be capable of receiving a ProSe Group Communications transmission, of which it is a group member, regardless of whether or not it has been discovered by the transmitting UEPublic Safety ProSe-enabled UE.
An authorised public safety UEPublic Safety ProSe-enabled UE,  in or out of whether or not it is served by E-UTRAN coverage shall be capable of sending a broadcast message to all authorised public safety UEPublic Safety ProSe-enabled UEs within transmission communication range, regardless of group membership, using ProSe Broadcast Communications in a single transmission.
An authorised public safety UEPublic Safety ProSe-enabled UE, whether or not it is served by E-UTRAN, may be capable of acting as a relay in or out of E-UTRAN coverage for other public safety UEPublic Safety ProSe-enabled UEs.
An authorised Public Safety ProSe-enabled UE shall be capable of acting as a relay for ProSe E-UTRA Communication between two Public Safety ProSe-enabled UEs, ProSe Broadcast Communication, and ProSe Group Communication.
A ProSe UE-to-UE Relay and a ProSe UE-to-Network Relay shall be able to relay data for a group of Public Safety ProSe-enabled UEs using ProSe Group Communications regardless of their group membership.
An authorised public safety UEPublic Safety ProSe-enabled UE, whether or not it is served by E-UTRAN, shall be capable of being enabled/disabled by a user or the system in or out of E-UTRAN coverage to act as a relay for other public safety UEPublic Safety ProSe-enabled UEs.
The user of a ProSe-enabled public safety UEPublic Safety ProSe-enabled UE acting as a relay should not perceive service degradation due to its use as a relay, regardless whether or not the UE is served by  in or out of E-UTRAN coverage.
There shall be a maximum of one ProSe UE-to-Network Relay between a UEPublic Safety ProSe-enabled UE and E-UTRAN.
A ProSe UE-to-UE Relay shall be capable of concurrently relaying communications for one or more Public Safety ProSe-enabled UEs that are within communication range of the ProSe UE-to-UE Relay.
In the case where communication is relayed by a ProSe UE-to-Network Relay between an E-UTRAN and an out of coverage UEPublic Safety ProSe-enabled UE and E-UTRAN, by a ProSe UE-to-Network Relay, there shall be no ProSe UE-to-UE Relays between the UE and E-UTRAN.
An authorised public safety UEPublic Safety ProSe-enabled UE shall be capable of concurrent communication using the network infrastructure and off network ProSe Communication with Public Safety ProSe-enabled UEs not served by E-UTRAN whether or not ProSe Discovery is used.
An authorised ProSe-enabled public safety UEPublic Safety ProSe-enabled UE shall be capable of being enabled/disabled to act as a relay to/from the networkE-UTRAN for other ProSe-enabled public safety UEPublic Safety ProSe-enabled UEs unable to access the networkE-UTRAN.
Based on operator policy and user choice, the system shall be able to initiate or move a user traffic session of a ProSe-enabled public safety UEPublic Safety ProSe-enabled UE that has lostis losing connection to the network to a ProSe E-UTRA communication Communication path via a Public Safety Prose-enabled UE acting as a ProSe UE-to-network relay that , which is in ProSe E-UTRA communication Communication range and has connectivity to the network. A mechanism to support service continuity shall be provided and may apply when the traffic is moved.Service continuity should be provided when the traffic is moved.  This requirement applies to any ProSe E-UTRA Communication between two Public Safety ProSe-enabled UEs, ProSe Group Communication and ProSe Broadcast Communication. 
Based on operator policy, the operator network shall be able to control the relaying of network services between UEPublic Safety ProSe-enabled UEs communicating by means of ProSe.
In addition, the system shall be able to move the user traffic session back to the infrastructure EPC communication path Path when once the UEPublic Safety ProSe-enabled UE moves back intois served by E-UTRAN coverage. The user may inhibit the switch back to the infrastructure EPC communication pathPath.
Based on operator policy, the operator network shall be able to control ProSe Communication between out of E-UTRAN coverage ProSe-enabled public safety UEPublic Safety ProSe-enabled UEs that are in ProSe Communication with an in E-UTRAN coverage ProSe-enabled public safety UEPublic Safety ProSe-enabled UE that is served by E-UTRAN, which is and acting as their ProSe UE-to-network relay. This requirement applies to any ProSe E-UTRA Communication between two Public Safety ProSe-enabled UEs, ProSe Group Communication and ProSe Broadcast Communication. 
It is desirable that an authorised public safety UEPublic Safety ProSe-enabled UE, whether or not it is served by E-UTRAN, in or out of E-UTRAN coverage supports the capability to exchange data via ProSe from within a building to Public Safety ProSe-enabled public safety UEs outside the building using a power class 3 E-UTRA UE [29].
Authorised ProSe-enabled public safety UEPublic Safety ProSe-enabled UEs, whether being served or not by  in or out of E-UTRAN, coverage shall be able to communicate with other authorised ProSe-enabled public safety UEPublic Safety ProSe-enabled UEs whether or not ProSe discovery is used.
AThe ProSe-enabled public safety UEPublic Safety ProSe-enabled UEs shall provide the ability for the end user to activate/deactivate ProSe Communication whether or not the UE is served by in or out of E-UTRAN coverageand, whether or not ProSe discovery is used. This requirement applies to any ProSe E-UTRA Communication between two Public Safety ProSe-enabled UEs, and to ProSe Group Communication and ProSe Broadcast Communication. 
A ProSe-enabled public safety UEPublic Safety ProSe-enabled UE shall support independent activation/deactivation of ProSe Discovery and ProSe Communication whether or not it is served by in or out of E-UTRAN coverage. This requirement applies to any ProSe E-UTRA Communication between two Public Safety ProSe-enabled UEs, ProSe Group Communication and ProsSe Broadcast Communications. 
Re-authorization and specific configurations, including spectrum configurations, of ProSe-enabled public safety UEPublic Safety ProSe-enabled UEs shall be subject to public safety operator policy.
An operator shall be able to configure a Public Safety ProSe-enabled UE with the permission to be discoverable or not by one or more Public Safety ProSe-enabled UEs, without prior registration to the network. 
A Public Safety ProSe-enabled UE shall be able to operate in spectrum allocated exclusively for ProSe Communication and spectrum allocated for both ProSe Communication and non-ProSe communication.
Subject to operator policy and/or network authorization, a user of a Public Safety ProSe-enabled UE shall be able to select the ProSe Communication path (direct or routed via local eNb) when the Public Safety ProSe-enabled UE is being served by E-UTRAN. This requirement applies to any ProSe E-UTRA Communication between two Public Safety ProSe-enabled UEs, ProSe Group Communication and ProSe Broadcast Communications. The network authorization shall consider the current traffic condition in the specific area.

