Overview

Service Description of a Group Communication Service
A Group Communication Service (GCS) is intended to mimic the traditional operation of classical Land Mobile Radio (LMR) systems used for, Public Safety organizations on a 3GPP based architecture using LTE radio technology. Besides the design goal to mimic the classical PTT service as closely as possible so the users are not confused by different service behaviour the service should not be restricted to that behaviour only but allow more flexible modes of operation as the users and the environment they are operating in evolves. For example, the capabilities of E-UTRA allow for broadband communication so GCS is expected to support, besides voice, also video or, more general, data communication. Also E-UTRA can allow users to communicate different media to several, different groups at the same time in parallel e.g. voice to one group, different streams of video or data to several other groups.

The users of GCS are divided into groups; a user can be member of several groups. 

In normal mode of operation each user of a group can request to communicate to that group, while one user is sending all other users in that group will receive this communication, this mode of operation resembles the historic half duplex communication mode of LMR systems, however, it is not intended to develop half duplex communication channels on E-UTRA. If a user wants to communicate while another is still communicating to that group he may request so and will be able to communicate after the current communication has finished, this mechanism is referred to as “Floor Control”. Special users, such as dispatchers, may be entitled to pre-empt or override ongoing group communication and thus influence floor control to a large extent.
Relation to Group Communication System Enablers
The requirements listed in this TS are not meant to design a 3GPP based GCS as described above, they shall serve as requirements to develop modular functions, for example a resource efficient distribution mechanism, that can be used to design a GCS service in the end. This is to flexibly accommodate the different operational requirements on the GCS service that are expected to be different from country to country and maybe even different in a country depending on the usage scenario such as police or fire brigade or private security services.

It is also expected that not all of the functionality described herein is best handled in 3GPP, for example, functions handling the User – UE – Group relationship are better taken care of outside the 3GPP domain and only their result e.g. the UE- Group relationship might be made available to 3GPP by this function.
Based on the enablers provided by GCSE, a GCS service as described above, that flexibly adapts to local regulations, can easily be provided by either organisations from the Public Safety domain (e.g. P.25 or Tetra), and/or 3GPP can provide the same likely based on IMS within the scope of a new work item.
