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1. Overall Description:

SA1 thanks for the detailed information provided by SA3, as well as the GERAN2 and the CT1 comments, regarding the limitation in signalling to carry the PWS key distribution. 
SA1 would like to remind SA3 that PWS Security is an optional feature, conditional on regional regulatory requirements.
SA1 has the following response to the two questions A and B asked by SA3: 
A) Do the security solution for PWS in Rel-12 need to support key distribution to terminals in GERAN CS?
SA1 Response: 

SA1 took note of the issues around PWS key distribution over CS signaling while the UE is on the GERAN RAT. A PWS key distribution solution for GERAN CS only terminals is seen as not necessary since Rel-12 PWS capable mobile phones used by human users are expected to support PS domain.
B) SA3 outlined three options, and would like to receive SA1’s view of them.

SA1 Response: 

SA1’s view is that the 3rd alternative listed by SA3 is preferred, i.e. that mandating PS capability for key distribution all Rel-12 PWS capable UEs is reasonable to assume. 

2. Actions:

To SA3 group.

ACTION: 
SA1 asks SA3 to take the above into consideration of your future work.
3. Date of Next TSG-SA WG1 Meetings:

SA1#61
28 Jan – 1 Feb 2013
Prague, Czech Republic
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