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Abstract: Requirement for a secure and scalable authentication for ProSe Public Safety without network coverage.
*** first change ***
5.2.5.5 
Potential Requirements

Two public safety UEs shall be capable of establishing a secure direct connection and exchange user traffic on public safety spectrum dedicated to ProSe services, assuming they are in radio range, are authenticated and authorized.

The system shall be able to authorize public safety UEs to establish data sessions between them using ProSe e.g., via signalling with the network or via configuration available to the UE e.g., in the USIM.
The system shall enable public safety UEs to mutually authenticate each other without network coverage.
*** second change ***

5.2.6.5 
Potential Requirements

A public safety UE shall be capable of establishing one-to-one ProSe direct connection and exchange user traffic with multiple UEs concurrently, on public safety spectrum dedicated to ProSe services, assuming they are in radio range, are authenticated and authorized.
**** third change ***

5.2.7.5 
Potential Requirements

A Public Safety UE shall be capable of transmitting data to a group of Public Safety UEs using ProSe Group Communications with a single transmission, assuming they are within transmission range, authenticated and authorized. Authentication shall allow for security-enablement of large groups, regardless of whether group members have discovered each other.
A Public Safety UE shall be capable of transmitting data to a group of Public Safety UEs directly using ProSe Group Communications.

A Public Safety UE shall be capable of receiving a ProSe Group Communications transmission, of which it is a group member, regardless of whether or not it has been discovered by the transmitting UE. 

Group management is outside the scope of ProSe.
*** end of changes ***
