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1. Overall Description:

SA1 thanks CT1 for its liaison statement in C1-121617. In response to the feedback received on SA1’s previous Liaison Statement to CT1 in S1-124194 SA1 has reconsidered its position and revised the previous Change Request in S1-124331 into S1-124198 (attached).

Regarding CT1’s original question in C1-121617;

During discussion a query was raised that these requirements do not appear to provide the possibility for the HPLMN to mandate security in the HPMN but allow unsecured warnings to be received when connected to a VPLMN. If stage 3 must cover this possibility, then CT1 believes that the text quoted above must be revised accordingly. 
SA1 has decided that the ability to allow or prevent presentation of Warning Notifications on the PWS-UE based on them being secured or unsecured does not occur, as there is no security protection of Warning Notifications in Release 11.
Instead SA1 has agreed to modify the related USIM settings in order to allow or prevent presentation of the Warning Notifications in the HPLMN or PLMN equivalent to it, and in individual VPLMNs on a case by case basis, if the HPLMN operator is aware that the regulator/appropriate authority in the VPLMN’s territory allows it, and the integrity of such notifications is known to be compromised in the VPLMN in question. 
The responsibility to set the VPLMN-related flag on the USIM resides with the HPLMN operator and only after prior agreement with the regulator/appropriate authority in the VPLMN’s territory. It is not intended that any VPLMN ID or list of VPLMN IDs is sent in the signalling to the UE or stored upon it.

2. Actions:

To CT1, CT6.

ACTION: 
SA1 asks CT1 and CT6 to take the above information into account in their work on Public Warning Systems in Release 11.
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