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Abstract: This document proposes a use case for deploying different ACDC policy based on network status
Introduction

In the recent UE trendes, UEs which user can easily download applications from web site are rapidly increasing in the world and a wide variety of applications are constantly created and installed on the UEs. Specific applications can (intentionally or unintentionally) cause congestion over RAN/CN while network is congested. While network is congested, it is not preferred to allow these applications to access to network in order to protect the network resources.
Proposal

It is proposed to add the following use case into ACDC SID report.
4
Use cases 
4.X
Use case X –Different ACDC policy on UE
4.X.1
Description
As a wide variety of mobile applications are created and installed on the UEs, the popularity of data services grows. Network would confront user/control plane congestion, malicious applications, emergency situation (E.g. earthquake or other disaster). 

Operate may switch different ACDC policies on UE depending on the situation or network status. It is possible that after RAN user plane congestion in the morning, the RAN control plane becomes congested some hours later. So under different circumstances (e.g. emergency, user plane/control plane congestion and etc), it is preferred to trigger different policy accordingly to restrict the communication initiation of particular applications. In this case, multiple different ACDC policies and an efficient mechanism to control and synchronize ACDC policies on UE are needed.
4.X.2
Pre-conditions
The system shall be able to detect the network status such as user plane/control plane congestion. 
Particular applications such as P2P download are defined as aggressive bandwidth consuming applications and operator pre-defines the ACDC policy-A to restrict one or several specific P2P download applications to access network.
Particular Applications such IM, SNS are defined as aggressive signaling consuming applications and operator pre-define the ACDC policy-B to restrict one or several specific IM applications to access network.
4.X.3
Service Flows

User Alice is in cell A. At 8 AM, cell A is lightly loaded. As cell A becomes user plane congested at 10 AM, the user experience severely degrades. The system enables the policy-A on Alice’s UE to restrict specific P2P download applications to access network. At 11 AM, the network detects that cell A becomes lightly loaded. The network deactivates the policy-A which restricts P2P download applications.
The next day at 8 AM, system detects that cell A’s control plane is heavily loaded. The system enables the policy-B on Alice’s UE to restrict specific IM applications to access network. At 11 AM, the network detects that cell A becomes lightly loaded. The system deactivates the policy-B that restricts IM applications.
4.X.4
Post-conditions

Control plane overload  and User plane congestion abates. The efficiency of cell A is improved in the congestion periods. The overall user experience in cell X during this period is also improved. 
4.X.5
Potential requirements
The system shall be able to deploy multiple different ACDC policies on a UE. 
The network shall be able to activate one of those ACDC policies.
The ACDC policies are defined by operator and the system shall be able to control and synchronize ACDC policies on UE in an efficient manner. 
