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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction
UEs which user can easily download applications from web site are rapidly increasing in the world and a wide variety of applications are constantly created and installed on the UEs. Specific applications can (intentionally or unintentionally) cause congestion over RAN/CN. While network is congested, it is not preferred to allow these applications to access to network in order to protect the network resources. Several SDOs identified key issues related to network inefficiencies caused by such UEs and by the variety of applications. Also there are applications that can cause problem, e.g. the ones that disclose privacy information without user consent, and applications that encourage illegal activities that are prohibited by the local regulations. It is therefore preferable to provide a mechanism to prohibit these problematic applications accessing the network.

On the other hand, for example in Japan, after the severe earthquake on March 11th, 2011, the packet based communication applications to confirm the safety of their relatives are recognized as the important applications (e.g. Disaster message board service, Disaster voice messaging service) when disaster occurs. Therefore, Japanese government strongly expects Japanese operators to provide the connectivity at least for such services even when the network is congested, while other services are barred to free up the resources for important services.
1
Scope
The present document provides a study on Application specific Congestion control for Data Communication (ACDC). This Study investigates the following aspects:
-
Identify the use cases and potential requirements to allow/restrict the communication initiation of particular applications defined by operator, subject to regional regulations;

-
Gap analysis with existing access control mechanisms.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

3.2
Symbols

For the purposes of the present document, the following symbols apply:
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].
4
Use Cases
4.1
Use Case 1 - ACDC activation for UE-initiated applications
4.1.1
Description

Besides traditional emergency services, some additional services like “disaster message board” (DMB) might also be activated when a disaster occurs. This is to allow people to upload their safety status, and also allow their relatives to get the status by browsing the DMB.  In addition, within the disaster area, people might use their phone/camera to record a video and upload it to the Internet.

When network becomes congested, these disaster-related services, like DMB, should be assigned allowance for UE to initiate, while other services should be delayed until congestion is alleviated.

4.1.2
Pre-conditions

Alice and Bob are not roaming.

A disaster occurs in a university area and a DMB service is activated. 

Alice is the student who stays at the University while her parents live away at their own home. Alice tries to inform her parents by uploading her status via the DMB service, while her parents are eager to know her status via browsing the DMB.

Meanwhile Bob is a student who stays at the University while his parents live away at their own home. Bob tries to inform his parents by uploading his status via the DMB service, while his parents are eager to know his status via browsing the board. In addition, Bob takes videos of the disaster situation and tries to upload those videos to his blog.
· pre-condition:

· 　 Both Alice and Bob’s UEs are pre-configured to use the ACDC function.
·       Both Alice and Bob’s UEs obtain an ACDC list, which consists of an allowed list of applications to be triggered by the UE. The ACDC list can either be pre-configured statically or sent from the network dynamically.

·       The DMB service is included in the above ACDC list, while the video service is not. 

·       When the network is not congested, such ACDC list will not be activated for use, i.e. the ACDC function is deactivated in default cases.
·       Alice’s UE is trying to update her safety status via DMB service. 

·       Bob’s UE is trying to upload his video to the Internet in addition to updating his safety status via DMB service.

4.1.3
Service Flows
The network indicates to UEs in the disaster area that the ACDC function is currently activated. 
Alice’s UE receives this message and activates the ACDC function. Since the DMB service is within the ACDC whitelist, the UE decides to initiate the service as usual.

Bob’s UE also receives this message and activates the ACDC function. Since the DMB service is within the ACDC whitelist, the UE decides to initiate the service as usual. On the other hand, the UE determines that the video application is not included in this ACDC list and decides not to initiate any further video applications.
Editor’s NOTE:
It is FFS whether other Access Class Barring mechanisms should be applied or ignored once the ACDC function is activated. 
4.1.4
Post-conditions

Both Alice and Bob successfully contact their families via DMB service to indicate their safety.

The network indicates to UEs in the disaster area that the ACDC function is deactivated.

The ACDC function is deactivated in both Alice’s and Bob’s UEs. Bob can initiate video uploading as usual.

4.1.5
Potential Requirements

The requirements derived from this use case are:
-
The UE shall be able to be pre-configured with ACDC allowed application list based on operator’s policy, subject to regional regulations.

-    The network shall be able to configure ACDC allowed application list dynamically in the UE based on operator’s policy, subject to regional regulations.

-     The network shall be able to activate/deactivate ACDC control for UE-initiated applications in a specific area dynamically based on operator’s policy, subject to regional regulations
-
When the ACDC control is activated, the UEs, irrespective of in idle mode or in connected mode, shall allow/restrict UE-initiated applications based on ACDC allowed application lists.

Editor's NOTE: It is FFS whether other Access Class Barring mechanisms should be applied or ignored once ACDC is activated.
Editor's NOTE: It is FFS how ACDC deals with an ongoing service that is being barred.

Editor's NOTE: It is FFS how ACDC works for roaming cases, for different regulations. 
5
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