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Abstract: This document clarifies the use case for MTC Time Controlled and shows why it is important to keep.
Introduction
Operators need to invest in enough network capacity to handle peak usage. This ‘busy hour’ is what determines how much investments an operator needs to make in its network.
For MTC applications, additional capacity investments are needed if they transmit data during the busy hour. Many MTC applications are not time critical (e.g. applications that send data once a day) and can deal with a restriction to send data only outside the busy hour. If an MTC application can be instructed to send data outside the busy hour, then the operator does not have to invest in additional network capacity to handle these applications. Some examples of applications for which this applies: metering, vending machines, firmware/software updates, billboards/information panels.

Operators can make commercial agreements with MTC application owners to instruct them to send data only outside the busy hour. Typically, the MTC application owner gets a discounted tariff if it can keep its data outside the busy hour. However, the network operator should be able to police that the MTC application owner keeps to this commercial agreement. With the current number of MTC applications, this may still be possible to do manually. But with more and more MTC applications appearing on the mobile network, a more automatic way of doing this is needed.

Apart from policing the MTC applications to send during the non-busy hour exclusively, it is also possible to use different tariffs for data sent outside the non-busy hour. A disadvantage of this is that a tariff change during a connection requires a new – partial – CDR.

When the busy hour is may change for an operator. When a number of large MTC applications are moved to a particular time period, other applications may have to be moved to different time window. Another issue is that the operator normally does management of network equipment in the non-busy hours. With MTC applications moving to the non-busy hour as well, it becomes difficult for the network operator to define a maintenance window. The maintenance window will also change over time. It is therefore useful if the operator can instruct the MTC Devices when the optimal time is to send data (during non-busy hour, but outside the maintenance window). Note that also the MTC Server may have a service window, which may be communicated to the MTC Devices.

Large scale MTC applications may actually create congestion, even when sending data in the non-busy hour. It is important that individual MTC applications can be spread out over time. 

All of the above has led to the definition of MTC Time Controlled, with an access grant window, a forbidden window (maintenance window), and a requirement to spread access over the access grant window.
Example M2M resource usage.
The following figure illustrates the usefulness of time controlled on the basis of a graph of actual network usage in the KPN network. The graph shows different sources of MTC specific mobility management signaling. This is not the same as data traffic, but it does give an indication. The graph does translate directly in MTC specific investments.
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The first thing that is visible is that there is a clear daily pattern with a busy hour. Some MTC applications will be time critical and cannot be moved outside the busy hour, but it will clearly be beneficial if some applications can be moved to the non-busy hour to flatten the resource usage.
Another thing that is visible is the daily spikes that are caused by one big application. This application is supposed to be active in the non-busy hours (as per commercial agreement). On most of the days, this indeed is the case. But the highest usage peaks are caused when this particular application happens to during busy hour in the morning. It is clear that it would be beneficial if the usages peaks of this application can be spread out. It is also clear that even though there are commercial agreements, it is important to police that these agreements are kept to. In the network monitoring data the usage peaks can still be attributed to a single application. But when there are more of these applications, it becomes impossible to police usage on the basis of this kind of network monitoring.
Conclusion

From practical capacity management and maintenance of the mobile network, a mechanism which the network operator can use to steer the MTC traffic to specific time windows is very welcome. MTC Time Controlled provide such a mechanism.
