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1.
Proposal
It is proposed to add Introduction as follows.
Introduction

UEs which user can easily download applications from web site are rapidly increasing in the world and a wide variety of applications are constantly created and installed on the UEs. Specific applicationscan (intentionally or unintentionally) cause congestion over RAN/CN while network is congested. While network is congested, it is not preferred to allow these applications to access to network in order to protect the network resources. Several SDOs such as GSMA, 3GPP and OMA identified key issues related to network inefficiencies caused by such UEs and by the variety of applications. Also there are application that can cause problem, e.g. the ones that disclose privacy information without user consent, and apps that encourage illegal activities that are not allowed by the local regulations. It is therefore preferred to provide a mechanism such that the network can disallow those problematic applications accessing the network.

On the other hand, for example in Japan, after the severe earthquake on March 11th, 2011, the packet based communication applications to confirm the safety of their relatives are recognized as the important applications (ex. Disaster message board service, Disaster voice messaging service) when disaster occurs. Therefore, Japanese government strongly expects Japanese operators to provide the connectivity at least for such services even when the network is congested, while other services are barred to free up the resources for important services.
