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A new use case is proposed to enable operators to better control apps that transmit more data over the operator networks than the user may be aware of. The intention is to provide the operator more control without necessarily having to resort to fully disabling such apps' traffic (e.g. blocking at a firewall).
Operators are today experiencing heavy traffic load that in a number of instances  is attributable not directly to users themselves, but to the applications (commonly known as "apps") on their UEs periodically (and sometimes at an undesirable, detrimental frequency) fetching or pushing data automatically i.e. without specific user initiation. Such apps could include a social networking app downloading the latest friend updates, a location tracking app uploading the current user's location details (e.g. GPS co-ordinates) to a server, or an instant messaging app pinging a server to ensure its data connection is not dropped by the network (due to no traffic being sent/received) so that it can receive any incoming IMs. Such data is commonly small in size and requires only a short-lived connection. In such a case, this results in more resources actually being used to establish a new connection, or reactivate an existing idle connection, than what is needed to actually transfer the data.
GSMA has developed a guideline for writing applications: “Smart app for smarter phones” which describes how to ensure the application efficiency: www.gsma.com/documents/ts-20-v1-0-smarter-apps-for-smarter-phones/23143/ but it cannot in practice be guaranteed that any application has followed such guidelines, and indeed these are guidelines and not normative requirements for writing applications.

There are many difficulties in identifying all of the applications that could be running on a user terminal. It is not necessary to check all the applications, but there should be a mechanism in place to check application traffic, such as P2P applications.

If an application is rarely used, or its misbehaviour is not too great, and it otherwise works as advertised, then it will very likely not be noticed at all. Such application, since they do not generate a lot of traffic, do not need to be considered as they are not problematic.

In this TR , the focus is on the use case and scenarios. The intention is to avoid wasting network resources due to misbehaving applications.
Therefore, when an operator's network becomes congested, it may be preferable for an operator to conserve their resources by being able to identify and handle differently requests for connection establishments/reactivations for non-user actively initiated traffic (known hereafter as "Unattended Data Traffic") compared to those requests for connection establishments/reactivations for user actively initiated traffic (known hereafter as "Attended Data Traffic"). Such different handling could involve denying connections for Unattended Data Traffic for a certain period of time whilst allowing (or at least, not denying in this case) connections for Attended Data Traffic. See below proposed use case for more examples.
A UE is already aware of what application is focus, which are in the back ground, whether a screen lock is enabled, and the time since the user last provided some input to the device (e.g. touched the touch screen, pressed a button, etc). Therefore, the UE could use one or a combination of these criteria in order to determine whether or not a request for connection establishment/reactivation is due to direct user input. 
The advantages to the operator would be to prevent use of scarce radio resources, but it also could be advantageous to both the operator and the user as it can increase the user's perception of the availability of the operator's network i.e. Unattended Data Traffic not being serviced is more likely to go unnoticed by the user than Attended Data Traffic not being serviced.
A new use case is specified here due to the existing use cases pertaining to application awareness either considering only operator controlled services and/or manipulating IP flows for connections that are already established. This use case is about providing operators information as to the nature of why a requests for connection establishment/reactivation 
<<< Start of additions to 3GPP TR 22.805 >>>
4.X
Use Case N – Servicing data connection requests/reactivations
4.X.1
Description

With the current situation where users are able to download and install multiple "data hungry" mobile applications ("apps") onto their UEs, and with the creators of such apps either prioritising their service/solution over the integrity of the mobile network or just generally being unaware of the perils of frequently transferring data, regardless of how small it is, mobile operator networks are facing an increasing data load and the corresponding challenges in meeting demand.
In order to reduce the pressure on networks and relieve the problem of traffic congestion in this scenario, it is proposed that the UE informs the network why a data connection needs to be made active (either a new connection or an existing one moving from idle to active) based on whether or not the user himself/herself actually initiated the request. With this information, the operator can then treat the data connection activation request differently e.g. deny the connection request indefinitely, deny the connection request temporarily, accept the connection request anyway, etc. This creates the possibility to increase the likelihood of connections for data traffic that user is aware of as he/she initiated it (known hereafter as Attended Data Traffic) being successfully established and having good through-put, which in turn has the benefit of increasing the user's perception of the state of the network, since the user is more likely to notice Attended Data Traffic not flowing than they are to notice Unattended Data Traffic (i.e. data traffic that the user did not directly initiate) not flowing.
NOTE:
An app knows when a request for data is user initiated or when the request is not intended for immediate rendering (on the screen), thus it could provide an indication when it requests data from the network. Additionally or alternatively, the UE could decide based on one or more of such criteria as whether the screen/keyboard lock is activated, how long since the user last pressed a key or touched the touch screen, the app informing the lower layers of the UE (e.g. as part of the UE's API), known type of the app (for instance, an app monitoring a user's health – "mHealth" app – may need its data always treated as Attended Data Traffic).
Operators may expect the network to differentiate data connection activations for Unattended Data Traffic and Attended Data Traffic for all users on their network or a subset thereof based on the onset of congestion in the RAN and possibly one or a combination of the following criteria:

-
User subscription (e.g. gold, silver, bronze)

-
Time (e.g. time of day)
-
Date (e.g. New Year's Eve)
-
Location (e.g. stadium, shopping centre, etc.)

-
RAT type
4.X.2
Pre-conditions

The RAN is not congested.
Pre-conditions for Alice are:

-
Alice is a gold subscriber;

-
Alice's UE has a social networking app installed that is set to check for friends' status updates every 10 minutes;
-
Alice's UE is able to inform the network when a data connection is needed specifically due to an app's automatic update; and
-
Alice's UE has the screen/keyboard lock on and is in her handbag.
Pre-conditions for Bob are:

-
Bob is a silver subscriber;

-
Bob's UE has a social networking app installed that is set to check for friends' status updates every 10 minutes;
-
Bob's UE is able to inform the network when a data connection is needed specifically due to an app's automatic update; and

-
Bob's UE has the screen/keyboard lock on and is in his pocket
Pre-conditions for Cindy are:

-
Cindy is a silver subscriber;

-
Cindy's UE has a social networking app installed that is set to check for friends' status updates every 10 minutes;
-
Cindy's UE is able to inform the network when a data connection is needed specifically due to an app's automatic update; and

-
Cindy is using her UE to browse the web
4.X.3
Service Flows

The RAN becomes congested.

Based on Alice's gold subscription, Alice's UE continues being able to establish a new data connection (or reactivate an idle data connection) to enable the social networking app to fetch friends' status updates every 10 minutes i.e. her service remains unaffected.
Based on Bob’s silver subscription, Bob's UE discontinues being able to establish a new data connection (or reactivate an idle data connection) to enable the social networking app to fetch friends' status updates. If an active data connection exists already, then the social networking app should be able to fetch friends' status updates until such time as it is torn down or goes into idle.
Cindy continues to be able to browse the web and the social networking app on Cindy's UE continues being able to fetch friends' status updates every 10 minutes, until such time as she finishes her web browsing session (e.g. closes the browser app) and the data connection is torn down or goes into idle.

4.X.4
Post-conditions

The RAN congestion abates.
Alice's service continues unabated i.e. Alice's UE continues being able to establish a new data connection (or reactivate an idle data connection) to enable the social networking app to fetch friends' status updates every 10 minutes.
Bob's service resumes i.e. Bob's UE is again now able to establish a new data connection (or reactivate an idle data connection) to enable the social networking app to fetch friends' status updates every 10 minutes

Cindy's service continues unabated i.e. Cindy's UE continues being able to establish a new data connection (or reactivate an idle data connection) to enable the social networking app to fetch friends' status updates every 10 minutes.
4.X.5
Other Service Flows

4.X.5.1
Time- and date-based trigger
At 23:30 on 31st December 2012, the network stops serving requests for data connection establishments/reactivations for Unattended Data Traffic based on user category.

Alice's, Bob's and Cindy's UEs are subject to the same handling as in 4.X.3.
4.X.5.2
Location-based trigger
Bob goes to the Olympic stadium to watch the women's shot-put finals. Requests for data connection establishments/reactivations for Unattended Data Traffic are not serviced by default in the stadium area, based on user category.

Alice's, Bob's and Cindy's UEs are subject to the same handling as in 4.X.3.
4.X.5.3
Delay rather than prohibit data connection requests for Unattended Data Traffic
Alice's and Cindy's UEs are subject to the same handling as in 4.X.3.
Based on Bob's silver subscription, Bob's UE discontinues being able to establish a new data connection (or reactivate an idle data connection) every 10 minutes but is allowed every 20 minutes, thus enabling the social networking app to fetch friends' status updates less frequently. If an active data connection exists already, then the social networking app will be able to fetch friends' status updates at the frequency desired i.e. every 10 minutes, until such time as it is torn down or goes into idle.
4.X.6
Potential Requirements

The system shall be able to provide mechanisms to detect the RAN congestion onset and abatement.

The UE shall be able to inform the network when a request for a data connection establishment/reactivation is for Unattended Data Traffic or Attended Data Traffic.
The system shall be able to identify whether a UE is in a congested cell and if so, based on operator policy (which may include subscriber consent), the system shall be able to prohibit or delay all or a particular selection of requests for data connection establishments/reactivations for Unattended Data Traffic from that UE.
According to the operator’s policies, the system shall be able to identify specific applications requesting certain types of network resources (e.g., P2P, streaming data) and use their status to make decisions on controlling the data rate of the identified applications depending on RAN congestion status.
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