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Introduction

This contribution proposes Public Safety use cases and requirements for ProSe. This contribution represents the consolidation of several public safety use cases submitted for the San Francisco 2011 ProSe work. It includes 10 use cases and requirements for a more simplified approach. Per work in other contributions for Kyoto, we have highlighted those parts of the use cases and requirements that are duplicative across 2 or more use cases for potential consolidation. When ProSe is referred to generally in each use case, it indicates two services – discovery and data exchange communications without traversing a network/infrastructure.
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Proposed text

The following text is proposed for addition to section 5 of the FS_ProSe study document.

*******First Change******

5.2 Public Safety Use Cases

5.2.1 Basic ProSe Discovery 

5.2.1.1 Description
An operator offers a service, which makes use of the ProSe feature, in which:

The operator allows a public safety device to discover other public safety devices using ProSe, without necessarily requiring the devices to be under network coverage.

5.2.1.2 Pre-conditions

In addition to the above, the following assumptions are made:

· Officer A and Officer B use ProSe-enabled public safety devices;
· Officer A and Officer B are subscribed to a Public Safety service that allows them to use ProSe;

5.2.1.3 Service flows

Both officers set their devices to enable ProSe discovery.  Discovery may be active by default upon entering ProSe mode, or both officers may activate discovery.

Officer A’s device discovers Officer B’s device. Independently, Officer B’s device discovers Officer A’s device. 

5.2.1.4 Post-conditions

None.
5.2.1.5 Requirements

The system shall be able to allow, via pre-authorization, public safety devices to discover other public safety devices in proximity using ProSe discovery, regardless of whether the devices are in network coverage. 

The network operator shall control the use of radio resources necessary for ProSe discovery that takes place out of network coverage. 

5.2.2 Basic ProSe Group Communications 

5.2.2.1 Description

An operator offers a service, which makes use of the ProSe feature, in which:
The operator allows a public safety device to be configured into a group (e.g., 2 or more user devices) for data exchange using the network/infrastructure and ProSe modes.
5.2.2.2 Pre-conditions

In addition to the above, the following assumptions are made:

· Officers A, B and C form a group using their public safety devices

· Officers A, B and C use ProSe-enabled public safety devices
· Officers A, B and C are subscribed to a Public Safety service that allows them to use ProSe 

5.2.2.3 Service flows

Officer A wants to communicate with Officer B and Officer C at the same time using ProSe. 

Officer A’s device is able to exchange data using ProSe mode with Officer B’s and Officer C’s device using the public safety spectrum. A single transmission from Officer A’s device is sent to Officer B and Officer C’s device rather than separate, individual transmissions being sent from Officer A to Officer B and Officer C.

At some point later, they may choose to reset their devices to use network/infrastructure mode rather than ProSe mode and continue the data exchange.

5.2.2.4 Post-conditions

None
5.2.2.5 Requirements

An authorized individual user/device shall be able to be configured into a group (e.g., 2 or more user devices) for data exchange.

An authorized individual user/device shall be able to exchange data in a group of authorized individual user/devices using one to many communications.

The ProSe mode shall allow a group of authorized individual user/devices to exchange data using ProSe mode, assuming they are within transmission range suitable for ProSe mode.

An authorized individual user/device shall be capable of moving a group traffic session from the ProSe mode to network/infrastructure mode.
The network operator shall control the use of radio resources necessary for ProSe data exchange that takes place off of the network/infrastructure.

5.2.3 Basic ProSe Broadcast Transmission 

5.2.3.1 Description

An operator offers a service, which makes use of the ProSe feature, in which:
The operator allows a public safety device to be configured into a group (e.g., 2 or more user devices) for data exchange using the network/infrastructure and ProSe modes.
The operator allows a public safety user device to send a broadcast transmission to all authorized public safety devices within transmission range.

5.2.3.2 Pre-conditions

In addition to the above, the following assumptions are made:

· Officers A-C and D-F use ProSe-enabled public safety devices
· Officers A-C and D-F are subscribed to a public safety service that allows them to use ProSe

· Officers A-C and D-F are on the same network and are within direct communication range of each other

· Officers A, B and C form a group using their public safety devices

· Officers D, E and F form a second group using their public safety devices

5.2.3.3 Service flows

Officer A wants to provide information to all the Officers in both groups at the same time using ProSe. 

Officer A’s device is able to broadcast data over the air to all the Officers devices A single transmission from Officer A’s device is received by all the Officers devices rather than individual transmissions being sent from Officer A to each of the Officer’s in both groups.

After the broadcast transmission by Officer A, the Officers continue to communicate in their respective groups.

At some point later, they may choose to reset their devices to use network/infrastructure rather than ProSe and continue the data exchange.

5.2.3.4 Post-conditions

None.
5.2.3.5 Requirements

An authorized individual user/device shall be able to be configured into a group (e.g., 2 or more user devices) for data exchange.

An authorized individual user/device shall be able to exchange data in a group using one to many communications.

The ProSe mode shall allow a group of authorized individual user/devices to establish a data session using ProSe mode, assuming they are within transmission range suitable for ProSe mode.

The ProSe mode shall be capable of moving a group traffic session from a ProSe mode to a network/infrastructure mode.
An authorized individual user/device shall be capable of sending a broadcast transmission to all authorized public safety devices within transmission range using ProSe.

The network operator shall control the use of radio resources necessary for ProSe data exchange that takes place off of the network/infrastructure.

5.2.4 Basic ProSe Relay 

5.2.4.1 Description

An operator offers a service, which makes use of the ProSe feature, in which:
The operator allows a public safety device to be configured into a group (e.g., 2 or more user devices) using the network/infrastructure and ProSe mode.
The operator allows a public safety device to discover other PS devices using ProSe.

The operator allows a public safety user device to relay (receive and then retransmit) communications from one user device to other user devices in ProSe mode to enable communication among the users.

5.2.4.2 Pre-conditions

In addition to the above, the following assumptions are made:

· Officers A, B and C form a group using their public safety devices

· Officers A-C use ProSe-enabled public safety devices
· Officers A-C are subscribed to a public safety service that allows them to use ProSe

· Officers A-C are on the same network

5.2.4.3 Service flows

Officer A wants to communicate with Officer B and Officer C at the same time using ProSe. 

Officer A’s device is able to discover, initiate a connection, and exchange data over the air with Officer B’s device using ProSe mode. Officer B’s device is able to relay (receive and then re-transmit) the communication from Officer A’s device to Officer C’s device since Officer C is out of transmission range of Officer A, all using ProSe mode. 

Officer B continues to act as a relay until Officer A is back within transmission range of the rest of the group.

At some point later, they may choose to reset their devices to use network/infrastructure rather than ProSe and continue the data exchange.

5.2.4.4 Post-conditions

None.
5.2.4.5 Requirements

A public safety device shall be able to be configured into a group (e.g., 2 or more user devices) for data exchange.

An operator authorized user/device shall be capable of establishing a group data session among authorized, individual user/devices in ProSe mode, assuming they are within transmission range suitable for ProSe mode.

An operator authorized individual user/device shall be capable of moving a group traffic session from a ProSe path to a network/infrastructure path.
An operator authorized individual/user/device shall be capable of discovering other public safety devices in proximity using ProSe discovery, regardless of whether the devices are in network coverage. 

An operator authorized individual user/device shall be capable of acting as a communication relay for other public safety devices in ProSe mode.

The network operator shall control the use of radio resources necessary for ProSe discovery and data exchange that takes place off of the network infrastructure. 

5.2.5 Basic ProSe data exchange initiation 

5.2.5.1 Description

An operator offers a service, which makes use of ProSe feature, in which:

The operator allows a public safety device to switch to ProSe mode for discovery and data exchange.

5.2.5.2 Pre-conditions

In addition to the above, the following assumptions are made:

Officer A and Officer B use ProSe-enabled public safety devices;

Officer A and Officer B are subscribed to a Public Safety service that allows them to use ProSe.

5.2.5.3 Service flows

The two devices discover each other. 

Officer A wants to communicate with Officer B, or vice versa. Officer A’s device and Officer B’s device are able to initiate a connection and exchange data over the air using the public safety spectrum. 

At some point later, they may choose to reset their devices to use network/infrastructure rather than ProSe and continue the data exchange.

5.2.5.4 Post-conditions

None.
5.2.5.5 Requirements

The system shall be able to allow, via pre-authorization, public safety devices to establish data sessions between themselves using ProSe mode. 

Public safety devices shall be capable of establishing data sessions between themselves using ProSe mode, assuming they are in radio range suitable for ProSe mode.

The system shall be capable of moving a user traffic session from a ProSe path to a network/infrastructure path.
The network operator shall control the use of radio resources necessary for ProSe discovery that takes place out of network coverage.

5.2.6 Group conversation with relay

5.2.6.1 Description
An operator offers a service, which makes use of the ProSe feature, in which:

A group of public safety users are communicating as a group, and during the course of the incident, one user strays far enough away from the overall group as to require a relay to maintain communications.
5.2.6.2 Pre-conditions

An operator offers a service that makes use of the ProSe feature, in which:

· Users are able to relay communications to/from both the network/infrastructure and ProSe mode

· One to many (group) communications are enabled for network/infrastructure and ProSe mode

In the context of this use case, the following relationships exist:

· Each fire team is pre-configured to communicate amongst themselves in a group

In addition, the following assumptions are made:

· There is partial coverage for the users 

· All users use ProSe enabled devices with both discovery and data exchange enabled

· The operator has enabled all users to use the ProSe feature

5.2.6.3 Service flows

A chemical plant has an ongoing fire and fire response teams arrive to combat the fire.

Due to the large metal structures, not all fire teams remain in coverage of the network/infrastructure. For those fire teams outside of coverage, they communicate in ProSe mode while those that remain in coverage communicate over the network/infrastructure.

All authorized devices with discovery activated determine the presence of any other authorized device in their proximity. In addition, all authorized devices can also determine that a discovered device is part of their group.
One fire team in particular has users both within coverage and out of coverage. All of the members of this fire team communicate via ProSe mode, with those users remaining in coverage relaying messages to/from the network/infrastructure to those users out of coverage as appropriate.

One user is particularly far from all but one member of his or her fire team.

All other team members note that one team member is not within transmission range based on the lack of discovery of that member.

The distant users’ communications are relayed to the users team through a team member that is within transmission distance of the team until the distant user is back within transmission range of the rest of the team.

5.2.6.4 Post-conditions

None.
5.2.6.5 Requirements

An individual user/device can discover and communicate with another user/device that was not in transmission range initially but transition into transmission range at a later time.

An individual user/device can determine what remote users/devices are within transmission range that are authorized to use discovery and have discovery engaged.

An individual user/device shall be able to identify one or more remote individual users/devices within transmission proximity as being part of a group.

The ProSe mode shall allow an individual user/device to act as a relay for other remote users/devices as needed to the network/infrastructure and/or ProSe mode communications.
5.2.7 No network/infrastructure at start-up with priority

5.2.7.1 Description

An operator offers a service, which makes use of the ProSe feature, in which:

During a wild land fire where there is no network/infrastructure present, public safety uses ProSe to communicate amongst themselves, and one users transmits a high priority message.
5.2.7.2 Pre-conditions

An operator offers a service that makes use of the ProSe feature, in which:

· Users are able to discover and communicate in ProSe mode without having to be connected to a network/infrastructure

· One to many (group) communications are enabled for network/infrastructure and ProSe mode

In the context of this use case, the following relationships exist:

· Each wild land fire team is pre-configured to communicate amongst themselves in a group

In addition, the following assumptions are made:

· There is no network/infrastructure coverage for the users

· Priority crisis calls are given the highest priority

· All users use ProSe enabled devices with both discovery and data exchange enabled

· The operator has enabled all users to use the ProSe feature

5.2.7.3 Service flows

A wild land fire is burning across a large geographic area.

There is no network/infrastructure coverage where the users power up their devices.

Many fire teams have arrived to combat the fire, and are deployed across the fire line.

Within a fire team, all devices discover each other.
Each fire team communicates on its pre-configured group and is added to other groups as needed.

During the course of the fire, a user in trouble generates a priority crisis call that overrides all other communications for those users within transmission range.

5.2.7.4 Post-conditions

None.
5.2.7.5 Requirements

The ProSe mode of operation shall function if the individual user/device, upon power up, has not attached to a network/infrastructure.

Discovery shall function if the individual user/device, upon power up, has not attached to a network/infrastructure.

The ProSe mode of operation shall provide a priority crisis message the highest priority
.

The ProSe mode of operation will provide a discovery capability that does not use the network/infrastructure mode of operation.

ProSe transmissions for both data exchange and discovery will be capable of prioritization by the operator and authorized individual users/devices.
5.2.8 Multi-group communications with user selectable mode

5.2.8.1 Description

An operator offers a service, which makes use of the ProSe feature, in which:

During a fire response to a residential apartment building, users select their mode of operation and communicate amongst themselves as a group, and a broadcast (super-group) message is transmitted.
5.2.8.2 Pre-conditions

An operator offers a service that makes use of the ProSe feature, in which:

· The users are authorized to determine their mode of operation (network/infrastructure, ProSe, both network/infrastructure and ProSe)

· One to many (group) communications are enabled for ProSe and network/infrastructure mode

In the context of this use case, the following relationships exist:

· Each fire team (group of users) is configured to communicate amongst themselves in a group

· An incident commander, independent of the fire teams, can communicate with each fire team (as a member of each team) within transmission range
In addition, the following assumptions are made:

· All users utilize ProSe enabled devices with both discovery and data exchange enabled

· The operator has enabled all users to use the ProSe feature

5.2.8.3 Service flows

During the course of a residential fire, three fire teams arrive on scene to combat the blaze.

As each fire team arrives, they switch their user devices to only operate in ProSe mode (i.e., no network/infrastructure communications).

Each fire team discovers the devices within transmission range regardless of group affiliation.

Each user/device of a fire team communicates primarily in its group, but can join other groups as needed and can broadcast to all users as needed.
The incident commander communicates with each group as needed to coordinate the fire response.

During the course of the incident, the incident commander broadcasts a message (e.g., status update) to all fire teams at once. The incident commander also communicates with the back-end/control centre over network/infrastructure in order to update the overall rescue situation.
5.2.8.4 Post-conditions

None.
5.2.8.5 Requirements

The ProSe mode of operation shall provide the capability for a message to be transmitted from an individual user/device to another individual user/device, to devices that are members of an associated group, and to all devices in transmission range.

The operator shall be able to pre-configure an individual user/device into a user group for ProSe mode

An operator authorized individual user/device shall be capable of determining its mode of operation, to include network/infrastructure mode only, ProSe mode only, and a hybrid network/infrastructure/ProSe mode.

5.2.9 Multi-stream communication with ad hoc groups

5.2.9.1 Description

An operator offers a service, which makes use of the ProSe feature, in which:

Emergency medical service personnel are responding to an incident where they use biomedical UE sensors that have multiple applications/services using the ProSe feature.
5.2.9.2 Pre-conditions

An operator offers a service that makes use of the ProSe feature, in which:

· One to many (group) communications are enabled for network/infrastructure and ProSe mode

In the context of this use case, the following relationships exist:

· Each EMS person has a set of biometric monitoring devices pre-configured to communicate with the EMS person’s device

In addition, the following assumptions are made:

· All users use ProSe enabled devices (biometric, EMS personnel, and ambulance UE’s) with both discovery and data exchange enabled

· The operator has enabled all users to use the ProSe feature

5.2.9.3 Service flows

During a response to a bombing, EMS personnel encounter many casualties.

One EMS person places a biometric monitoring device on each casualty they are attending to.

Each biometric monitoring device communicates in ProSe mode with the EMS person’s device

There are multiple application streams generated from each biometric monitoring device to the EMS person’s device (heart rate, blood pressure, temperature, etc.).

At some point, the EMS person transfers responsibility for one casualty to an ambulance crew that is leaving the area with the casualty, adding the ambulance crew to the biometric devices’ group and removing themselves.

5.2.9.4 Post-conditions

None.
5.2.9.5 Requirements

The operator and authorized individual users/devices shall be able to configure user groups in an ad hoc fashion.

The operator and authorized individual users/devices shall be able to pre-configure user groups per individual user/device.

The ProSe mode of operation shall be capable of establishing multiple, near simultaneous application interactions between local and remote individual users/devices in proximity directly over the air.

An individual user/device shall be capable of participating in multiple, simultaneous individual and/or group interactions.
5.2.10 Secure communication with discovery decision
5.2.10.1 Description

An operator offers a service, which makes use of the ProSe feature, in which:

An ad hoc group is formed by a group of officers responding to an incident where discovery is not used in the formation of the group. Additionally, ProSe to network relaying is indicated.
5.2.10.2 Pre-conditions

An operator offers a service that makes use of the ProSe feature, in which:

· The users are authorized to enable/disable discovery

· One to many (group) communications are enabled for ProSe and network/infrastructure mode 

In the context of this use case, the following relationships exist:

· The law enforcement team is not pre-configured to communicate amongst themselves in a group

· An incident commander, independent of the law enforcement team, can communicate with the team via a one-way broadcast transmission

In addition, the following assumptions are made:

· All users use ProSe enabled devices with both discovery and data exchange initially enabled

· All users are operating in hybrid mode (with both network/infrastructure and ProSe mode enabled)

· The operator has enabled all users to use the ProSe feature

5.2.10.3 Service flows

During the course of a robbery in a residential apartment building, law enforcement officers arrive at the scene.

Once five officers are present, they configure themselves into a user group without the use of discovery (e.g., they disable discovery) in order to prevent suspects from determining how many officers are present.

The officers select the ProSe mode of communication in order to ensure highly reliable communication inside the building amongst the officers and the group leader selects hybrid network/infrastructure/ProSe mode to maintain a connection to the network/infrastructure.

The officers then enter the building.
As the officers communicate amongst themselves, the communications are authenticated, confidential, and retain their integrity.

During the course of the incident, additional resources arrive at the scene, including incident command staff. The incident commander joins the talk group of the officers inside the building. The group leader inside the building communicates with incident command outside of the building via the network/infrastructure due to not being within transmission range.

One member of the group inside the building is capturing video, which it then sends to the leader of the group using ProSe mode. The group leader then sends this received/captured video to the incident commander outside of the building via the network/infrastructure.
5.2.10.4 Post-conditions

None.
5.2.10.5 Requirements

The ProSe mode shall allow authorized individual users/devices to communicate with a remote individual user/device both with and without discovery.

The discovery mechanism shall minimize the probability of non-authorized users from detecting the authorized user’s presence.
An operator authorized individual user/device shall be capable of determining whether it will enable and/or use discovery.

The ProSe mode shall be available to an operator authorized individual user/device regardless of the presence of a network/infrastructure.

The ProSe mode shall provide mechanisms to ensure the authenticity, integrity and confidentiality of communications between devices.

An operator authorized individual user/device shall be capable of communicating in both the network/infrastructure and ProSe modes of operation in near simultaneous fashion.

The end user shall have the ability to activate or de-activate ProSe discovery on a ProSe enabled device.
� We note at this point it is unknown what an appropriate number of priority levels will be needed, but are reflecting the general need for some priority mechanism.
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